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Section 1 — INTRODUCTION

1.1 WELCOME

1.2 NEW FEATURES

The nVent RAYCHEM Supervisor heat-tracing controller configuration and monitoring software

provides a graphical user interface for nVent RAYCHEM communications and controller products.

The software supports the following products:

= NGC-40 system, including the nVent RAYCHEM NGC-40 HTC, NGC-40 HTC3, NGC-40 10, and
NGC-40 Bridge modules

. Elexant 4010i/4020i, NGC-20 controllers, connected directly

= nVent RAYCHEM NGC-UIT User Interface Terminals with NGC-20 or NGC-30 controllers

= 780 Series/GCC-9000 Group Communications Controllers

= nVent RAYCHEM T2000 AC 2000+ alarm/communications interface cards

= nVent RAYCHEM 910/915/920 Heat Trace Controllers and/or legacy nVent RAYCHEM
Controllers (except the nVent RAYCHEM 200N) using the Modbus® protocol.

The software allows the user to configure and monitor any RAYCHEM controller which has the
appropriate communications interface installed from one central location. The software also
incorporates advanced features such as data logging and trending, batch and recipe processing,
scheduled events, and so on.

Version 3.0 has a new look and feel but retains the full multi-user, multi-server and networking
capabilities that were added in V2.0. Electric Heat-Tracing (EHT) system information can now be
accessed and managed from almost anywhere in the world, using the latest connectivity
technologies. This flexibility can reduce the cost of installing communications to controllers within
your facility. Devices are no longer limited to simple hard-wired serial communications, but can
now take advantage of existing network infrastructures including Ethernet LANs (Local Area
Networks), and Internet-based WANs (Wide Area Networks).

nVent RAYCHEM Supervisor version 3.0 replaces previous versions of the RAYCHEM Supervisor
software.

This section provides a summary of the new features that have been added since the last version

release of this software package.

The software now includes support for the following:
=  New User Alarm Access Permissions for Alarm filtering and management of alarms
=  Extended data trending support

i. Extended data trending supports Maximum Read Intervals up to 50000 from 1440.

This allows the collection of over 1 year of trend data if the Read interval is set to every
15 minutes.

ii. Both ‘full’ and ‘small’ data sets are available for Trend data collection to help optimize
performance and storage space.

iii. View trend data for any device with 1 mouse click from the main client screen.

iv. Option to select different data sample sizes when viewing trend data - view 1 day, 1 week,
etc. of data.

= Wireless radio communications support

i. Communication Failure Alarm Filter for controlling the number of nuisance
communication failure alarms reported by Supervisor; This alarm filter may be useful for
applications using wireless radios to connect to field devices.

ii. In conjunction with the Communication Failure Alarm Filter, a Wireless radio option is
available to optimize and reduce the possibility of data integrity issues due to the
behaviors of wireless radio systems.

iii. Local Device communication setup screen to update multiple local device
communication settings.
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1.3 VITAL INFORMATION

1.4 USER RESPONSIBILITIES

1.5 SAFETY WARNINGS

1.6 TECHNICAL SUPPORT

..
u IMPORTANT: All information, including illustrations, is believed to be reliable. Users, however,
should independently evaluate the suitability of each product for their particular application. nVent
makes no warranties as to the accuracy or completeness of the information, and disclaims any
liability regarding its use.

nVent only obligations are those in the nVent Standard Terms and Conditions of Sale for this
product, and in no case will nVent or its distributors be liable for any incidental, indirect, or
consequential damages arising from the sale, resale, use, or misuse of the product.
Specifications are subject to change without notice. In addition, nVent reserves the right to make
changes—without notification to Buyer—to processing or materials that do not affect compliance
with any applicable specification.

The performance, reliability and safety of your heat-tracing system depend on proper design,
selection and installation. The nVent RAYCHEM Supervisor program will help you configure and
monitor a system that meets your requirements, but it is only a tool. It assumes that your input is
accurate, that you are familiar with heat-tracing system design and configuration, and that you will
ensure that all components of the heat-tracing system are installed, maintained and used as
intended. The configuration of the nVent RAYCHEM Supervisor program should be reviewed by a
knowledgeable engineer to ensure it is appropriate for your application. Additional information
relating to safety, design and installation is contained in Design Guides, Installation Manuals, Data
Sheets, and other literature available from nVent. Be sure to consult these documents as needed.

There are important safety warnings shipped with our products and printed in our literature. Be
sure to read and follow them to reduce the risk of fire, shock or personal injury. If you have any
questions, contact your local Representative or nVent directly.

In North America, contact nVent directly at:
nVent

7433 Harwin Drive

Houston, TX 77036

Tel: +1.800.545.6258

Fax: +1.800.527.5703

email: thermal.info@nVent.com

Or for other parts of the world, contact nVent at:

Europe, Middle East, Africa
nVent

Romeinse straat 14

3001 Leuven

Belgium / Belgié / Belgique

Tel: +32.16.213.511

Fax: +32.16.213.604

email: thermal.info@nVent.com

Asia Pacific

nVent

20F, Innovation Building

1009 Yi Shan Rd,Shanghai 200233, P.R.China
Tel: +86.21.2412.1688

Fax: +86.21.5426.3167

email: cn.thermal.info@nVent.com
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Latin America

nVent

Rua Werner von Siemens 111
Prédio 11 (Torre A) 2° Andar
Brazil

Tel: +1.713.868.4800

Fax: +1.713.868.2333

email: thermal.info@nVent.com
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Section 2 — SYSTEM OVERVIEW

2.1 SYSTEM REQUIREMENTS

The nVent RAYCHEM Supervisor heat-tracing controller configuration and monitoring software
provides a graphic interface for the following products:

. NGC-40 system, including NGC-40 HTC, NGC-40 HTC3, NGC-40 10, and NGC-40 Bridge
modules

. Elexant 4010i/4020i, Elexant 5010i, or NGC-20 controllers, connected directly

= NGC-UIT User Interface Terminals with Elexant 5010i, NGC-20, or NGC-30 controllers

= 780 Series/GCC-9000 Group Communications Controllers

= nVent RAYCHEM T2000 AC 2000+ alarm/communications interface cards

= RAYCHEM 910/915/920 Heat Trace Controllers and/or legacy nVent RAYCHEM Controllers
(except the nVent RAYCHEM 200N) using the Modbus® protocol.

The software allows the user to configure and monitor any RAYCHEM controller installed in the

field which has the appropriate communications interface installed from one central location. The

software also supports alarm monitoring, with the ability to acknowledge and clear alarms.

The nVent RAYCHEM Supervisor software is designed to run in a networked environment using
one or more computers. The software is composed of four components, and it is assumed that all
computers are networked together on a corporate intranet. Implementation details of this type of
networking environment are beyond the scope of this document. The four components of the
software are:

nVent RAYCHEM Supervisor Parent Server
nVent RAYCHEM Supervisor Child Server
nVent RAYCHEM Supervisor Client

SQL Database

The nVent RAYCHEM Supervisor Parent Server and nVent RAYCHEM Supervisor Child Server
applications must be installed and run on separate computers. nVent RAYCHEM Supervisor Child
Servers are optional; however you may add new nVent RAYCHEM Supervisor Child Servers to your
EHT system as required. Using nVent RAYCHEM Supervisor Child Servers allows your EHT system
to distribute the communications workload. For example, instead of one computer providing the
monitoring for all devices in your system, one or more child servers can be configured to monitor
for alarms at the same time.

The nVent RAYCHEM Supervisor Client provides the user interface and can be installed on any
computers that require user interaction with the system. Once the nVent RAYCHEM Supervisor
Parent Server, nVent RAYCHEM Supervisor Child Server(s) and nVent RAYCHEM Supervisor
Client(s) are installed, multiple users can access the nVent RAYCHEM Supervisor EHT system
from different client computers simultaneously.

The requirements (hardware and software) that need to be met in order to run nvVent RAYCHEM
Supervisor are outlined in the following sections.

.V
u IMPORTANT: Components of certain versions of Windows OS may create incompatibility
with some versions of SQL Server / Express. nVent RAYCHEM Supervisor may include new
versions of SQL Server Express as an attempt to provide additional capabilities and maintain
compatibility and reliability. However, issues may still arise that are out of nVent's control
regarding compatibility issues between Windows OS and SQL Server / Express, and all possible
outcomes cannot be illustrated here. Please contact nVent for support during any installation
failures.
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2.1.1 TYPICAL SYSTEM ARCHITECTURES

While many nVent RAYCHEM Supervisor system architectures are possible, they will generally fall
into one of three types, and these in turn will use either Microsoft SQL Express or Microsoft SQL
Server for their databases.

Single Parent Server, no Child Servers, Single User (Client). This type of installation will typically
use the Microsoft SQL Express database (“Standard”) version of nVent RAYCHEM Supervisor.

L]
—fome]

HTC

Parent server with
client software — | HTC

Figure 2-1 Typical single parent, single client system

Single Parent Server, no Child Servers, Multiple Users (Clients). This architecture may be SQL
Express-based as long as the number of simultaneous users is limited to a maximum of four. Due
to SQL Express database limitations, no performance guarantees can be made in all situations
with this many users. For example, if several data trending or batch jobs are being run
simultaneously, only one or two users may be able to connect without impacting system
performance. Applications that require more users or the ability to have a larger number of
batch/trending/configuration jobs must use the MS-SQL-Server-based (with Multi-User/Server
Capability) version of nVent RAYCHEM Supervisor.

Client #1 P
”' HTC
HTC
Client #2 :
Parent server with optional ’
client software
Client #N

LAN / WAN

Figure 2-2 Typical single parent, multiple-client system

Single Parent Server, one or more Child Servers, Multiple Users (Clients). This topology
represents the largest system type, where multiple computers are used to distribute the
communications and process workload. This type of installation will always use the MS-SQL-
Server-based (with Multi-User/Server Capability) Enterprise version of nVent RAYCHEM Supervisor
and will support a large number of simultaneous users and data processing jobs.
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Child server #1 with
optional client software /

Client #1

Child server #2 with
optional client software [

Client #2

FParent server with
optional client software

Client #N ot P r
LAN / WAN Child server #N with L

optional client software

Figure 2-3 Typical single parent, multi-child server, multiple client system

2.1.2 NVENT RAYCHEM SUPERVISOR PARENT SERVER

To effectively use the software, the following configuration is recommended for the Parent Server:

A Quad core, 2.0 GHz CPU. For large systems, where multiple Child Servers are to be used,
consider the use of higher speed CPU’s with more processing cores and / or processing
threads within the Parent Server computer for greater performance. Consult nVent
Applications Engineering for guidance

4 gigabytes of free disk space (HDD or SSD)

8 gigabytes of RAM

Field Device connectivity, such as Ethernet or Serial RS-485 (type and quantity depend on
device communication architecture)

A mouse, or other compatible pointing device

A display with a minimum 800x600 resolution

Standard configurations using Microsoft SQL Express: Windows 7, 8, or 10, either 32 or 64 bit
Multi-User / Multi-Server Capable configurations using MS SQL Server: Microsoft Windows
Server 2012 through 2019, and Windows 7, 8, or 10, either 32 or 64 bit

Microsoft .NET Framework version 4.0

Network connectivity
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2.1.3 NVENT RAYCHEM SUPERVISOR CHILD SERVER
The following configuration applies to optional Child Server(s):

= A Quad core, 2.0 GHz CPU

= 4 gigabytes of free disk space (HDD or SSD)

= 8 gigabytes of RAM

=  Field Device connectivity, such as Ethernet or Serial RS-485 (type and quantity depend on
device communication architecture)

= A mouse, or other compatible pointing device

=  Adisplay with a minimum 800x600 resolution

. Microsoft Windows 7, 8, or 10, either 32 or 64 bit

=  Microsoft .NET Framework version 4.0

= Network connectivity

2.1.4 NVENT RAYCHEM SUPERVISOR CLIENT
The following configuration applies to Client computer(s):

= AQuadcore, 2.0 GHz CPU

= 2 gigabytes of free disk space (HDD or SSD)

= 4 gigabytes of RAM

= A mouse, or other compatible pointing device
=  Adisplay with a minimum 800x600 resolution
=  Windows 7, 8, or 10, either 32 or 64 bit

. Microsoft .NET Framework version 4.0

= Network connectivity

2.1.5 780 SERIES/GCC-9000 GCC CONNECTIONS

The 780/GCC-9000 Group Communications Controller has both an RS-232C and RS-485 serial
communications port, either of which you can use to communicate with the computer using the
nVent RAYCHEM Supervisor software. Connections are as follows:

RS-232C

You will normally use this type of connection when only one 780/GCC-9000 is in the system and it
is in close proximity to the computer. The RS-232C requires a Null Modem Serial cable connection,
with a 25 pin male connector on the GCC end and either a 9 or 25 pin connector on the PC end.
Refer to Appendix A at the back of this manual for connection details.

RS-485

Use this type of connection when longer distances are to be covered and/or multiple GCCs are to
be connected to the nVent RAYCHEM Supervisor software. The RS-485 wiring should be a twisted,
shielded cable of appropriate gauge based on transmission speed and distance. Refer to Appendix
A, or the RS-485 Standard, for wire gauge versus speed/distance. Appendix A also includes jumper
details for the GCC when using an RS-485 connection.
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2.1.6 AC 2000+ ALARM/COMMUNICATIONS INTERFACE CARD CONNECTIONS

The AC 2000+ has a local and a remote port. You can select the local port as an RS-232C or a 2-
wire non-isolated RS-485 interface. You can select the remote port as a 2-wire isolated RS-485 or
as a 10Base-T Ethernet connection. You can use either port to communicate with the computer
using the nVent RAYCHEM Supervisor software. Connections are as follows:

RS-232C

You will normally use this type of connection when only one AC 2000+ is in the system and it is in
close proximity to the computer. The RS-232C requires a standard, straight-through serial cable
connection, with a 9 pin male connector on the AC 2000+ end and either a 9 or 25 pin connector on
the PC end. Refer to Appendix A at the back of this manual for connection details.

RS-485

Use this type of connection when longer distances are to be covered and/or multiple AC 2000+
units are to be connected to the nVent RAYCHEM Supervisor software. The RS-485 wiring should
be a 2-wire twisted, shielded cable of appropriate gauge based on transmission speed and
distance. Refer to Appendix A, or the RS-485 Standard, for wire gauge versus speed/distance.

Ethernet

For this type of connection, you can use a standard 10Base-T Ethernet cable with a RJ-45 plug.
The network speed supported by the AC 2000+ alarm/communications interface card is 10 Mbps.
Consult with your network administrator regarding assigning IP addresses for the AC 2000+
alarm/communications interface card.

2.1.7 NGC-UIT USER INTERFACE TERMINAL CONNECTIONS

The NGC-UIT has both local and remote communication ports. You may elect to use the local
serial port (RS-232C) or one of the remote ports (either 2-wire isolated RS-485, or the 10/100Base-
T Ethernet). Any of these ports may be used to communicate with a computer using the nVent
RAYCHEM Supervisor software.

RS-232C

You will normally use this type of connection when only one NGC-UIT is in the system and it is in
close proximity to the computer. Connections via the RS-232C port require use of a special serial
cable provided with the NGC-UIT. See the NGC-30 Programming Guide (H58186) and the NGC-30

Installation Manual (H57878) for additional details on setting up this type of connection.

RS-485

Use this type of connection when longer distances are to be covered and/or multiple NGC-UITs are
to be connected to the nVent RAYCHEM Supervisor software. The RS-485 wiring should be a 2-
wire twisted, shielded cable of appropriate gauge based on transmission speed and distance.
Refer to Appendix A, or the RS-485 Standard, for wire gauge versus speed/distance
recommendations.

Ethernet

For this type of connection, you can use a standard 10/100Base-T Ethernet cable with an RJ-45
plug. The NGC-UIT supports both 10 Mbps and 100 Mbps connections. Consult with your network
administrator, the NGC-30 Programming Guide (H58186) regarding assignment of IP addresses.
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2.1.8 HTC-DIRECT CONNECTIONS

A device acting as a Modbus Parent (i.e.: a PC running the nVent RAYCHEM Supervisor software)
may communicate directly with Raychem Elexant 4010/4020, Elexant 5010i, NGC-20, 910,915 or
920 Series controllers supporting Modbus communication protocols.

Three types of communications option cards are presently available for 910 and 920 Controllers:
Modem, RS-232C and RS-485. Only RS-232C and RS-485 communications option cards are used
for HTC-direct connections to nVent RAYCHEM Supervisor. The Modem option card is used only
when connecting to a 780 Series/GCC-9000 Group Communications Controller.

RS-232C

Use an RS-232C connection when only one controller is present and is in close proximity to the
computer. Refer to the User Manual for the specific type of controller and communications option
card you are using for connection details.

RS-485

Use an RS-485 connection when longer distances are to be covered and/or multiple controllers are
to be connected to the nVent RAYCHEM Supervisor software. The RS-485 wiring should be a 2-
wire twisted, shielded cable of appropriate gauge based on transmission speed and distance.
Refer to Appendix A, or the RS-485 Standard, for recommended wire sizes versus speed/distance.

2.1.9 NGC-40 BRIDGE CONNECTIONS

The NGC-40 Bridge has 1 local and 2 remote communication ports plus an Ethernet port. You may
elect to use the local serial port (RS-232C) or the remote ports (RS-485) or Ethernet port. Any of
these ports may be used to communicate with a computer using the nVent RAYCHEM Supervisor
software.

RS-232C

You will normally use this type of connection when only one NGC-40 Bridge is in the system and
it is in close proximity to the computer. Connections via the RS-232C port require use of a special
serial cable provided with the NGC-40 Bridge. See the NGC-40 Programming Guide and the
NGC-40 Installation Manual for additional details on setting up this type of connection.

RS-485

Use this type of connection when longer distances are to be covered and/or multiple NGC-40
Bridges are to be connected to the nVent RAYCHEM Supervisor software. The RS-485 wiring
should be

a 2-wire twisted, shielded cable of appropriate gauge based on transmission speed and distance.
Refer to Appendix A, or the RS-485 Standard, for wire gauge versus speed/distance
recommendations.

Ethernet

For this type of connection, you can use a standard 10/100Base-T Ethernet cable with an RJ-45
plug. The NGC-40 Bridge supports both 10 Mbps and 100 Mbps connections. Consult with your
network administrator, the NGC-40 Programming Guide regarding assignment of IP addresses.
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Section 3 — GETTING STARTED WITH NVENT RAYCHEM SUPERVISOR

3.1 PLANNING YOUR SYSTEM

The nVent RAYCHEM Supervisor software consists of three separate software components:
nVent RAYCHEM Supervisor Parent Server

nVent RAYCHEM Supervisor Child Server

nVent RAYCHEM Supervisor Client

In addition to these, nVent RAYCHEM Supervisor requires a database Server such as Microsoft
SQL Server or Microsoft SQL Express to manage its information.

The nVent RAYCHEM Supervisor Client is a typical Windows application that you can start by
clicking the nVent RAYCHEM SupervisorClient icon on the desktop, or by using the Start button
and navigating to “All Programs” and selecting “nVent RAYCHEM SupervisorClient.”

The nVent RAYCHEM Supervisor Parent, nVent RAYCHEM Supervisor Child, and Microsoft SQL
Servers are Windows Services. Unlike Windows applications, Windows Services cannot be started
just by clicking on an icon, or using the Start button. Windows Services are started and stopped
automatically by the operating system when your PC starts up. They can also be started or
stopped manually through the use of the Component Services applet in the Control Panel.

All nVent RAYCHEM Supervisor EHT systems will have one Parent Server and at least one Client.
These may be installed on the same PC or may be separate PCs, depending on the topology of the
system.

For larger systems, one or more Child Servers may be added to distribute computing resources
throughout a facility. Child Servers can also reduce installed cost, by making interconnection
easier and less expensive using an existing networking infrastructure.

In all cases, more than one user can access the Parent and/or Child Servers at the same time
using the nVent RAYCHEM Supervisor Client software. The Parent Server and Child Servers will
manage communications to field devices (HTCs, UITs, NGC-40 Bridges, and GCCs), and the user’s
plant data to provide multiple clients with up-to-date information. In order to achieve this, the
Parent and Child Servers must be running as efficiently as possible.

The efficiency of your nVent RAYCHEM Supervisor EHT system is directly related to how your plant
data is organized. An EHT system that is well organized will run consistently and efficiently. End
users will be able to navigate easily through the plant setup and get to the information they need
quickly.

This section talks about the things you need to know in order to build an efficient EHT system.
Once you have gathered this information, you can use it to plan your EHT system. It is important to
spend enough time to understand your needs and partition the system accordingly prior to setting
up the software. Time spent in the planning stages will save a lot of potential rework later.

The following are important items you need to determine before you begin using your nVent
RAYCHEM Supervisor software. After you have gathered all the information, you should be able to
decide on the type of software license, the quantity of computers, and the type of SQL Server you'll
need for your EHT system. Also you will have information on the physical layout and installation of
field devices that form part of your nVent RAYCHEM Supervisor EHT system.

3.1.1 LOCATION OF FIELD DEVICES

If you have field devices in remote locations of the plant, it may be easier and less expensive to
add a Child server to manage them rather than to run dedicated wiring back to the Parent (or to
another Child) Server. Using Child Servers helps distribute the work load within your EHT system
for improved performance, particularly in larger systems. The only requirement is that the Child
Server must have network connectivity to the Parent Server.
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Note that you may also install the nVent RAYCHEM Supervisor Client software on the same PC as
the Server software. This lets you provide local access to system information at the Child Server
PC.

3.1.2 QUANTITY OF FIELD DEVICES

The number of devices in an EHT system affects both communication throughput and overall
system performance. The communication throughput restricts how quickly your system can scan
for alarms, trend data, etc., and is also limited by the type of communications interface (serial,
LAN, etc.).

Depending on the number of installed field devices, your choice of which database to use for your
system can affect system performance as well. For systems incorporating Child Servers and/or
more than 500 to 1000 controllers, use of Microsoft SQL Server instead of Microsoft SQL Express
is highly recommended.

3.1.3 ORGANIZATION OF FIELD DEVICES

Gather device address, tag, model, and installation location details of your field devices. You can
use this information to create plant groupings that will be used in your EHT system. For large
installations, consider dividing your facility into groups by function or location. This will allow you
to limit users to viewing only devices that are relevant to their area(s) of responsibility.

3.1.4 USER REQUIREMENTS

Estimate the number of users that will be working with the system. The nVent RAYCHEM
Supervisor software license restricts the number of simultaneous users that can log in. You can
purchase a new license or a license upgrade should you need to increase the number of users.

3.1.5 EQUIPMENT REQUIREMENTS

Define how many Child Servers (i.e. computers) will be required. This may be determined by
deciding where Child PCs are best located. Two primary factors will help you make this decision:

How many controllers need to be connected to any one PC? A limit of 500 to 1000 controllers is
recommended for best performance. Additional Child Server PCs should be installed if this limit
will be exceeded.

Where are large groups of controllers concentrated? The most cost-effective installations will use
a Child Server PC in a location that minimizes separate communications field wiring and
maximizes the use of existing networking infrastructure.

The nVent RAYCHEM Supervisor software license restricts the number of Child Servers you can
use simultaneously. You may purchase a new license or a license upgrade should you need to
increase the number of Child Servers.

3.1.6 ESTIMATING SOFTWARE REQUIREMENTS

Once you finish gathering all of the information from the previous sections, you can estimate the
types of software components needed to create your system. Refer to Section 2.1.1 “Typical
System Architectures” for more information on possible topologies.
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3.2 STARTING YOUR NVENT RAYCHEM SUPERVISOR PARENT OR CHILD SERVER

This section describes how to start and stop the nVent RAYCHEM Supervisor Parent or Child
Server. The nVent RAYCHEM Supervisor Parent and Child Server software components are
Windows system services. Windows system services are not the same as Windows applications.
They cannot be started manually with Windows Explorer or with the Command Prompt. Windows
system services must be started with the Component Services applet in the Control panel, or by
Windows when Windows starts. If the nVent RAYCHEM Supervisor Parent Server or Child Server
software is installed properly, you can follow the steps below to start them.

3.2.1 STARTING NVENT RAYCHEM SUPERVISOR PARENT OR CHILD SERVER BY REBOOTING

You can start the Parent Server or Child Server simply by rebooting the computer on which the
software has been installed. After the computer reboots, the Parent or Child Server automatically
starts.

3.2.2 STARTING NVENT RAYCHEM SUPERVISOR PARENT OR CHILD SERVER MANUALLY

Start up the Control Panel, select Administrative Tools, and then select Component Services. When
the Component Services window displays, select the services (Local) node on the selection tree. A
list of services will display on the list view window. Scroll down and search for nVent RAYCHEM
Supervisor Parent Server Service or nVent RAYCHEM Supervisor Child Server Service. Right click
on the mouse to bring up the context menu. Select Start to start the service. The start process can
take several minutes depending on the number of field devices installed on the Server.

3.2.3 VIEWING WINDOWS SYSTEM EVENTS

System events for the nVent RAYCHEM Supervisor Parent Server or Child Server services may be
viewed by the user. The system events will indicate if the Server startup has been successful or if
errors have occurred. To view these events, start up the Control Panel, select Administrative Tools,
and then select Component Services. When the Component Services window displays, select the
Event Viewer (Local), and then select nVent RAYCHEM Supervisor. Any events will display in
chronological order.

u IMPORTANT: In order to view the status of a particular nVent RAYCHEM Supervisor Child
server, you must follow the above procedure on each Child Server computer.

3.3 STOPPING YOUR NVENT RAYCHEM SUPERVISOR PARENT OR CHILD SERVER

If you must shutdown your EHT System for maintenance purposes, you can follow this procedure
to stop a nVent RAYCHEM Supervisor Parent or Child Server.

Start up the Control Panel, select Administrative Tools, and then select Component Services. When
the Component Services window displays, select the Service (Local) node on the selection tree.

A list of services will display. Scroll down and search for the nVent RAYCHEM Supervisor Parent
Server Service or nVent RAYCHEM Supervisor Child Server Service. After you've selected it, right
click on the mouse to bring up the context menu. Select Stop to stop the service. The stop process
can take several minutes depending on the number of field devices installed on the Server.

3.4 STARTING YOUR NVENT RAYCHEM SUPERVISOR CLIENT

After you have successfully installed the nVent RAYCHEM Supervisor Client software, you can
start the Client software by clicking the nVent RAYCHEM SupervisorClient Icon on the Desktop or
navigate through Start, All Programs and select nVent RAYCHEM SupervisorClient. If you want to
login to the Parent Server, the nVent RAYCHEM Supervisor Parent Server must be already running
(refer to Section 3.2 “Starting Your nVent RAYCHEM Supervisor Parent or Child Server” for more
details).
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3.4.1 USERLOGIN

In order to use nVent RAYCHEM Supervisor Client, you must log in to the nVent RAYCHEM
Supervisor Parent server. When nVent RAYCHEM Supervisor is first installed, a default “admin”
user is created in the system. You can use this username with the password “ngc123” to log in.
We recommend you change the password for the ‘admin’ user as soon as possible to prevent
unauthorized use of nVent RAYCHEM Supervisor.

There are two methods to change the password. The first is to use the Security drop-down menu,
and select Users. The Set up Users window is displayed. Select the admin user and click the Edit
button. The user password is disabled until you select the Reset Password checkbox. Once you
complete your edit, click OK to save and exit.

The second way to change the password is to use the Security drop-down menu and select My
Account Information. The User Account Information window displays. Select the Reset Password
checkbox then edit the password textbox. Once you complete your edits, click OK to save and exit.

Log On to EHT System

nVént

Supervisor

Client ® 2005 - 2022
User Name I admin |
Password I xKRh I

D GEIITED GGTTID

Figure 3-1 Log on to EHT System

ﬂ IMPORTANT: The password is case sensitive.

3.4.2 CONNECTING TO THE PARENT SERVER

Regardless of the type of system configuration you have installed, you will need to connect the
Client software to a Parent Server. This is done during the first login from a specific Client, after
which the information entered is saved for use during any subsequent login sessions.

Expand the login window by clicking on the Options button. A number of additional parameters will
display as described below:

Selecting the Parent Server

Using the “Log on to:” field, enter the Computer name or the IP address of the Parent Server. You
may also use the Browse button to view available computers on the network and navigate to the
appropriate selection.

u IMPORTANT: When using IP addresses instead of the Parent Computer’'s name, ensure that
the IP address is a static IP and not a dynamic IP address. Otherwise, the system connections will
have to be re-configured every time the Parent computer establishes a network connection, or is
restarted.

Selecting the Parent Server Port

The “Server Port” field defines which TCP/IP port is used for Client->Parent data exchanges.
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u IMPORTANT: The default port is “8888” and should not be changed unless the networking
infrastructure cannot support use of this particular port. If the setting is changed, you must also
modify the Parent Server configuration to match the chosen port (see Section 3.4.3 “Parent Server
Port Configuration” for details).

u IMPORTANT: All Client computers in the system must use the same Server port setting.

Selecting the Client Port
The “Client Port” field defines which TCP/IP port is used for Parent->Client data exchanges.

IMPORTANT: The default port is “8887” and should not be changed unless the networking
infrastructure cannot support use of this port. Setting this to a “0” will allow the system to
automatically choose a port to use for communicating with a Client computer.

Log On to EHT System

nVént

Supervisor
Client © 2005 - 2022
User Name ’ admin |
Password [ e |
Log on to 192168226 1 @
Server port ’ 8888 |
Client Port | 8887 |
G GEITED

Figure 3-2 Select Parent Server and Port Settings

3.4.3 PARENT SERVER PORT CONFIGURATION

If you must change the TCP/IP port that is used for Client—>Parent communications, the port you
choose must also be configured into the Parent Server (see Section 3.4.2 “Connecting to the
Parent Server” — Selecting the Parent Server Port for details on configuring the Client).

To configure the Parent Server port setting, perform the following steps at the computer where the

Parent Server software is installed:

1. Using Windows Explorer, navigate to the “nVent/RAYCHEM Supervisor Parent Server” folder.

2. From the C:\Program Files\nVent\RAYCHEM Supervisor Parent Server\ directory location,
open the “SupervisorServer.exe.config” file using Note Pad or another text editor.

3. Find the <channels> section and modify the port number from 8888 to the port you want the
Parent Server to listen on.

. Save the file.

5. Stop and Restart the Parent Server (see Section 3.2 “Starting Your nVent RAYCHEM

Supervisor Parent or Child Server” for details).
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&/
u IMPORTANT: Changing parameters in this configuration can result in erratic or improper
operation of the software. Do not change any other parameters in this file. Modify this setting only
if you must to operate within your networking infrastructure.

3.5 SETTING SYSTEM PREFERENCES

System Settings include general and specific settings for Alarms, History Logs, Drawing Types,
Device Priorities, and Steam out. System preferences impact aspects of the tool that are particular
to System level configurations, such as History Log records and other Server dependent and / or
System run functions such as Emailed Trend data.

System Preference settings are grouped into tabs for ease of access.

u IMPORTANT: A user must have the ‘Setup System Preference’ permission to change System
Preferences.

3.5.1 GENERAL SETTINGS

This window includes company specific information, including company name, company facility,
company address, and company location.

Also included are the SMTP mail settings such as the SMTP Server name, SMTP username, and
password. These fields must be filled in if you are planning to use the Alarm Email notification
feature (refer to Section 4.12.2 “Email Notification” for more details). Note that filling the SMTP
username and password fields are optional. These two fields are needed if you are required to
login to the SMTP server in order to send emails outside the company’s intranet. We recommend
that you create a new user name and password solely for this purpose, since the SMTP protocol
does not encrypt this information during transmission. Computer hackers could possibly capture
this information.

There are 2 checkboxes available that can be used to customize the email client in Supervisor to
work with your SMTP Server. They are the Enable SSL Option and Use Default Credentials
checkboxes.

Enable SSL Option: This option specifies whether SSL is used to access the specified SMTP
mail server.

Use Default Credentials: This option specifies whether the Default Credentials is used to access
the specified SMTP mail server. The Default credential represents the Windows credentials

(i.e. user name, password, and domain) of the user running the application. In this case it is the
Parent Server Service, or Child Server Service. If this checkbox is not checked, then the SMTP User
name and password is used instead.

System Preferences - O X
DRAWING TYPE ] ALARM - EMAIL MISCELLANEOUS | ALARM - OTHER ] SLIL

CGompany Name I n¥ent Thermal Canada I
Facility I Edmonteon I
Address I 11004 - 174 51, Edmonton, AB T55 2P3 I
Location I NW I

[ nw |
SMTP Email Server I My SMTP server I
SMTP Server Port Enable SSL Option Use Default Credentials
R s R R —

Figure 3-3 General Settings

nVent.com/RAYCHEM | 24



3.5.2 ALARM EMAIL NOTIFICATION SETTINGS

This window includes the Alarm Email Settings and is used to set up nVent RAYCHEM Supervisor
to send an email to a specific email address(es) when an alarm occurs. There are different
settings available to filter out the types of alarms that can trigger an email. These settings include
Device Priority, Alarm Priority, and plant Groups. nVent RAYCHEM Supervisor will only send out an
email when all of these criteria are met.

System Preferences - O X
GENERAL ] DRAWING TYPE ALARM - EMAIL | MISCELLANEOUS ] ALARM - OTHER ] s4|»
r Alarm Motification
Device Prior...| Alarm Priority|  Group | Email | Receivi... |
o Alarm Default Gr...  sam.smith@abc.com Ccompu...
o ‘Warning Default Gr... penny.johnsoni@abe.com COMPLL..
o Both Default Gr...  joe.gomez{@abc.com Pager/...

Figure 3-4 Alarm Email Notification List

Add a New Email Address

If device priority is equal or greater than

N
Anaits a [Wamng ]\
And it belongs to group I Default Group

Send to the following semi-colon separated email addresses(max 256 chars):

Example: receiver@mailserver.com;another@mailserver.com

The receiving device is N

Figure 3-5 Add a New Alarm Notification

You must choose the format of the email message nVent RAYCHEM Supervisor will send. The
format is determined by the Receiving Device field. If you select pager, the email message is of
minimal length. If you select computer, a more descriptive email message is used.
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3.5.3 OTHER ALARM SETTINGS

This window includes settings for Auto Alarm Acknowledgement and Alarm Scan interval.
For more information on Auto Alarm Acknowledgement, refer to Section 4.12.3 “Auto Alarm
Acknowledgement.”

System Preferences — O *

GENERAL ] DRAWING TYPE ALARM - EMAIL ] MISCELLANEQUS

[] Enable Auto Alarm Acknowledgement for [0 ] Minutes.
Scan Alarm Every mg Seconds.

Figure 3-6 Other Alarm Settings

3.5.4 HISTORY LOG SETTINGS

This window provides access to the History Log settings. The Maximum Number of Records field
determines the total number of records the system will store before the system archives the data.
Each record will have one history log.

The “When maximum number of records” is reached option determines the action nVent
RAYCHEM Supervisor will take when the maximum number of records is reached. You can choose
to overwrite the oldest record or to archive the history logs. In addition, you can set the Archive
Percentage of logs to archive. For example, once the Maximum number of records is reached, the
Archive Percentage will determine what percentage of records remains in the DB and the balance
of the records is archived.

For example: If the Maximum number of records is set to 1000, and Archive Percentage is set to
30%, then 700 records will get archived). The larger the Archive Percentage is, the less archiving is
done by nVent RAYCHEM Supervisor.

If you experience slow performance and the Archive Percentage is low, you can try increasing this
number. The Maximum number of Archive files restricts the total number of archived files that can
exist on the Parent Server computer. If the Maximum number of archived file exceeds this number,
then the system will overwrite the oldest archive file and continue logging. If this happens, a
system alarm is generated to notify the user. To clear this alarm and resume logging, move or
delete the archive files found in the Archive folder to provide more space for the logged records.

nVent.com/RAYCHEM | 26



System Preferences

ALARM - EMAIL I MISCELLANEOUS | ALARM - OTHER | STEAM OUT

HISTORY LOG

r History Log Settings
Maximum Number Of Records 3000

When maximum number of records is reached

o Overwrite oldest records

@ Archive oldest records

Archive Percentage kT

Maximum Number of Achive Files 100

Figure 3-7 History Log Settings

3.5.5 DRAWING TYPE SETTINGS

This window includes a list of user defined drawing types in your EHT system. When you run
nVent RAYCHEM Supervisor for the first time, you should create and define your own drawing
types. Drawing types are used in nVent RAYCHEM Supervisor to group and organize your
drawings. You can use the Add button to add a drawing type, the Edit button to edit the drawing

type, and the Remove button to remove a drawing type.

Systern Preferences

ALARM - EMAIL | MISCELLANEOUS I ALARM - OTHER

- O X

STEAM OUT | 4]

r System Drawing Types

Drawing Type |

Figure 3-8 Drawing Type Settings
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3.5.6 DEVICE PRIORITY COLOR SETTINGS

This window is used to set Device Priority Color Settings. Each device added to the

nVent RAYCHEM Supervisor is assigned a Device Priority. A Device Priority is a number ranging
from 0 to 7, where 0 is least important and 7 is most important. The default value is set to 0
whenever a new device is added.

Several nVent RAYCHEM Supervisor features make use of the Device Priority: Alarm, and Alarm
Email Notification. You can assign a unique foreground and background color for each of the
Device Priority values. These combinations of foreground and background colors are used in the
alarm list display to enhance the visibility of the alarms.

System Preferences — [m| X

ALARM - OTHER | STEAMOUT | HISTORYLOG

Foreground Color I:I
Background Coler -

Figure 3-9 Device Priority Color Settings

3.5.7 STEAM OUT SETTINGS

Steam out settings are accessed using this window, and apply to HTCs only. HTCs must be
enabled for use with the Steam out feature.

A Steam out task may be started using the Steam out function (refer to Section 4.12.4 “Steam
Outs”). Once the Steam out task starts, nVent RAYCHEM Supervisor will raise the control setpoint
temperature of the HTC to the value specified by the Steam out setpoint field. After the time
specified by the “Steam out duration” parameter has elapsed, nVent RAYCHEM Supervisor will
return the HTC control setpoint to its previous value.

nVent.com/RAYCHEM | 28



System Preferences — O X

MISCELLANEOUS | ALARM - OTHER DEVICE PRIORITY COLI 4 | »
Steam out set point A00 *F
Steam out duration hours

Figure 3-10 Steam Out Settings

3.6 SETTING USER PREFERENCES

The My Preferences window includes settings for Sound Notification, Temperature Display Units,
Alarm List View and Note List View. User preferences impact aspects of the Ul that are particular
to the Client instance (i.e. Logged user), therefore, each user has their own set of preferences and
their instance of the client may look different from others. When a user logs in to Supervisor, their
user preferences are restored based on these settings.

User Preferences differ from System Preferences in that System Preferences impact System level
configurations, such as History Log records and other Server dependent and / or System run
functions (example: Emailed Trend data). This supports the intent to provide regional user
preferences regardless of where the System itself is installed.

3.6.1 USER SOUND SETTINGS

This window includes the sound notification settings when alarms occur. You can choose whether
to be notified by sound whenever a Warning or Alarm is detected. You can also have sound
generated on your PC’s speaker or played through your PC’s sound card.

User Preferences O X

UNITS | ALARM LIST VIEW | DEVICE NOTES LIST VIEW ]

Alarm

If device priority is equal or greater than

Beep On Alarm
Beep On Wamning

[] Piay Sound File

Figure 3-11 User Preferences — Sounds

3.6.2 USER TEMPERATURE UNIT SETTINGS

Use the Units window to select the Temperature Unit setting used by nVent RAYCHEM Supervisor
to display temperature. You can choice to display temperature values in degrees Fahrenheit or
Celsius.
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3.6.3 USER ALARM LIST VIEW SETTINGS

The Alarm List View Setting window shows options that affect how nVent RAYCHEM Supervisor
will display the alarms in the main window. The options available are:

1.

Show alarms for selected node only. This option displays a list of alarms only for the selected
device.

Show alarms for selected node and its direct sub-nodes (children). This option displays a list
of alarms for the selected node and if the node has sub-nodes, the alarms of the immediate
sub-nodes will display also.

Show alarms for selected node and all nodes in its hierarchy. This option displays a list of
alarms for the selected node and if the node has sub-nodes, the alarms of all sub-nodes will
display as well.

Option 1 has the least affect on system performance since a limited amount of data is retrieved
from the Parent Server whenever the display is refreshed. If you are encountering system
performance problems particularly when using remote (WAN) connections, use Option 1.

3.6.4 USER DEVICE NOTES LIST VIEW SETTINGS

The Device Notes List View window defines how nVent RAYCHEM Supervisor will display notes in
the main window. The available options are:

1.

Show notes for the selected node only. This option displays a list of notes for the selected
device only.

Show notes for the selected node and its direct sub-nodes. This option displays a list of
notes for the selected node and if the node has sub-nodes, the notes of the immediate sub-
nodes will display as well.

Show notes for the selected node and all nodes in its hierarchy. This option displays a list of
notes for the selected node and if the node has sub-nodes, the notes of all sub-nodes will
display as well.

Option 1 has the least effect on system performance since a limited amount of data is retrieved
from the Parent Server whenever the display is refreshed. If you are encountering system
performance problems particularly when using remote (WAN) connections, use Option 1.
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3.7 780 SERIES/GCC-9000 CONFIGURATION

3.8 AC 2000+ CONFIGURATION

The GCC communications configuration must match that of the nVent RAYCHEM Supervisor
software; otherwise the two devices will not be able to communicate.

Configuration of the GCC is accomplished from the front panel of the GCC by selecting the options
as shown in Figure 3-12 Figure 3-12 GCC Communications .

This sets the GCC to communicate through the selected port at 9600 baud, no parity, 2 stop bits,
with 0.00 seconds of delay between receipt of a message and a transmitted response to it.

If you are using a two wire RS-485 configuration, then set the delay to 0.06 seconds to allow time
for the line signals to stabilize between transmissions and receptions. Select RTU mode because it
is a more efficient mode of transmission than ASCII. Refer to the 780 Series/GCC-9000 user's
manual for more detailed information.

GCC MAIN MENU
GCC CONFIGURATION

GCC CONFIGURATION
PARENT COMMUNICATIONS CONFIGURATION

PARENT COMMUNICATIONS CONFIGURATION
ADDRESS: 1-5 (or 6-10, 11-15, 16-20, etc.)
PORT: SI0 1 (RS-485) or SIO 2 (RS-232)
PROTOCOL:  RTU
BAUD RATE: 9600

PARITY: NONE
TRANQMIT NEI AV- N NN QECNNING

Figure 3-12 GCC Communications Setup

u IMPORTANT: The 780 Series/GCC-9000 firmware version must be V2.18 or higher. Upgrading
to version V2.21 or higher is recommended to minimize any potential communication timing
conflicts.

The AC 2000+ communications configuration must match that of the nVent RAYCHEM Supervisor
software or the two devices will not be able to communicate. Refer to the nVent RAYCHEM T2000
HTC user’'s manual for details on setting the AC 2000+ port parameters. The AC 2000+ supports
both Page mapping and Linear mapping communication modes. Ensure that Page mapping is set
in the AC 2000+ since nVent RAYCHEM Supervisor supports only Page mapping.

To use TCP/IP with an AC 2000+, refer to Section 3.11.6 “Installing an AC 2000+ Connected to an
Ethernet LAN.”

u IMPORTANT: The AC 2000+ is similar in operation and functionality to a 780 Series/GCC-
9000 Group Communications Controller. Therefore, nVent RAYCHEM Supervisor will treat the AC
2000+ as a GCC. Throughout this manual and in the nVent RAYCHEM Supervisor software, the AC
2000+ is referenced as either a GCC or an AC 2000+. All GCC related operations apply to both AC
2000+s and 780 Series/GCC-9000s unless otherwise noted.
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3.9 NGC-UIT CONFIGURATION

The NGC-UIT communications configuration must match that of the nVent RAYCHEM Supervisor
software or the two devices will not be able to communicate. Refer to the NGC-30 Programming
Guide (H58186) and the NGC-30 Installation Manual (H57878) for details on setting the NGC-UIT
port parameters.

To use TCP/IP with an NGC-UIT, refer to Section 3.11.10 “Installing an NGC-UIT Connected to an
Ethernet LAN.”

3.10 HTC-DIRECT CONFIGURATION

Communications between nVent RAYCHEM Supervisor and HTC-direct controllers normally
requires an RS-232 to RS-485 converter at the computer end. Although a direct RS-232 connection
to a single HTC-direct controller is possible, this is not a common configuration, since the system
would then be limited to communications with a single controller.

The RS-232 to RS-485 converter provides the required electrical signal conversion from the
communications (COM) port of the computer to the RS-485 network where HTC-direct controllers
are connected. All of the HTC-direct units on an RS-485 network must be set up with the same
communication parameters and they must match the communication port settings of nVent
RAYCHEM Supervisor. Follow the instructions in the HTCs user’s manual to set up each controller
for RS-485 communications. To set up a communication port in nVent RAYCHEM Supervisor,
please refer to Section 3.11 “Program Configuration.”

3.11 PROGRAM CONFIGURATION

When you launch nVent RAYCHEM Supervisor for the first time, no NGC-UITs, NGC-40 Bridges, 780
Series/GCC-9000s, or AC 2000+s, or heat-tracing controllers (HTCs) will be installed in its
database (unless you have imported a copy of the database from a previous version of nVent
RAYCHEM Supervisor).

The first step is to configure nVent RAYCHEM Supervisor to communicate with your NGC-UIT,
NGC-40 Bridge, 780 Series/GCC-9000, AC 2000+, or HTC-direct devices. In the nVent RAYCHEM
Supervisor Client software window use the System drop-down menu and select COM Ports Setup.
Once the Setup COM Ports window displays, select the appropriate Server, then select the COM
port to configure. You can use the Edit button or double click with your mouse on a COM port
selection to bring up the Edit COM Port window (refer to Figure 3-13 Figure 3-13 COM Port
Settings).

The RAYCHEM Supervisor software allows communications using multiple COM ports, and you
must configure every port for each Parent Server and Child Server being used in the system. This
may be accomplished using the Setup COM Ports window. Settings made at this point are referred
to as Global Communication Settings. Refer to Section 17 — DEVICE COMMUNICATIONS for
information on defining individual device communication settings, referred to as Local Device
Communication settings.

Typical settings for each COM port are shown in Figure 3-13 Figure 3-13 COM Port Settings. The
Baud Rate, Parity, Stop Bits, and Protocol values must match the settings for all of the NGC-UIT,
NGC-40 Bridge, 780 Series/GCC-9000s, AC 2000+s, and HTC-direct controllers connected to the
particular COM port being configured. If the COM port selection is TCP/IP, Read Timeout, Write
imeout, Retry, and Txdelay is used.
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Edit COM Port >
- COM Port 1
sova ot Y
o
ool e 0 |9
oo
Use RTS Yes R
Read Timeout [ 2000 [ms
Write Timeout [ 4000 |ms
ey I
Txdelay [ s0 |ms

L ok J CANCEL _

Figure 3-13 COM Port Settings

3.11.1 RTS CONTROL

You can set the Use RTS parameter to ‘Yes' or ‘No'. If you select ‘No’, then nVent RAYCHEM
Supervisor will not use the RTS line when communicating to a device. If you select ‘Yes’, then
nVent RAYCHEM Supervisor will turn the RTS signal On and Off while communicating with a
device.

You must enable the RTS signal if you are using all of the following:
An RS-232 to RS-485 converter

A 2-wire RS-485 connection to the controllers

The converter is set to use RTS for communications handshaking.

If the converter is configured NOT to use the RTS signal, then you can set the Use RTS to ‘No’.

3.11.2 TX DELAY

The default for the Tx Delay setting is 50 milliseconds, although it may be set from 0 to 500
milliseconds. If you are using RTS control, you would not normally use this parameter.

You can use the Tx Delay parameter to ensure that nVent RAYCHEM Supervisor inserts a delay
between packets of data when communicating to an external device. You will want to keep the Tx
Delay value as low as possible to improve system performance. If you encounter communication
errors or slow responses during device communication, try adding a Tx Delay of 50-100
milliseconds. This will allow the external hardware some time to switch from sending to receiving
mode operation.

Once each COM port is set up, the NGC-UIT, 780 Series/GCC-9000’s, AC 2000+s, and HTC-direct
controllers should be able to communicate with the nVent RAYCHEM Supervisor program.

You will now need to install each NGC-UIT, GCC and HTC-direct controller you have connected to
the computer.
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3.11.3 INSTALLING A 780 SERIES/GCC-9000 OR AN AC 2000+

To install a GCC, use the Device drop-down menu and select GCC, then Add GCC. The window
(shown in Figure 3-14 Figure 3-14 Add a New GCC) displays, and allows you to enter the
information for the GCC you wish to install.

Add a New GCC ? >
Sarver
GCC Tag | |
COM Port K -
IP Address | |

T —

[[] clear the Existing HTC List

[] set scc offiine

Figure 3-14 Add a New GCC

Select the appropriate Server for the GCC you are installing. Enter a tag name for the GCC (to a
maximum of 19 characters). You may choose to use the existing tag, or enter a new one. If you
enter a new one, it will overwrite what is already stored in the GCC.

Next, enter the COM port to which the GCC is connected. You may use multiple COM ports on your
computer to connect to different groups of GCCs. Finally, enter the address range of the GCC you
are adding (i.e.: 1,6, 11, etc.).

..
u IMPORTANT: Two GCCs may have the same address as long as they are connected to
different COM ports on your computer.
Once you have entered the information, click the OK button. The program will initiate
communications with the GCC, and add it into the database.

..
u IMPORTANT: Do NOT check the Clear the Existing HTC List box unless you wish to erase the
list of all of the controllers already installed in the GCC!

Repeat the above steps for each GCC that you wish to install.

&/
u IMPORTANT: If you wish to install the GCC in Offline mode, refer to 12.7.6 .

3.11.4 INSTALLING HTCS

Once the GCCs are configured into nVent RAYCHEM Supervisor, you may load any HTCs that are
already installed one-by-one or have them loaded automatically.

To manually load each individual controller's configuration, select the desired controller from the
list and click the Configure icon, or select the HTC selection from the top menu bar, and choose
the Configure menu item.

To have nVent RAYCHEM Supervisor load all of the HTC configurations automatically, select the
Load Device Configurations under the System drop-down menu.

The window will display any controllers loaded in the GCC(s) that have not been added to the
nVent RAYCHEM Supervisor database. You can select unloaded controllers or all controllers in the
list. Once you have pressed start, the program will upload and store the latest configuration
settings for each controller. This may take a few minutes, as the program will request a large block
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of data from each selected controller. Once this operation has been completed for each GCC, the
nVent RAYCHEM Supervisor software will store a copy of each controller configuration in its

database.

3.11.5 INSTALLING AN HTC USING A DIRECT CONNECTION

To install the HTC-direct or NGC-20 direct controllers, do the following:

1. Select the EHT System icon on the tree view window.

2. Click the Add Device button, (you can also use the Device drop-down item).
3. Select Add HTC Direct or Add NGC-20 Direct. The appropriate configuration window is
displayed (refer to Figure 3-15 Add a new HTC Direct Window, or Figure 3-16 Add a New NGC-

20 Device with Direct Connection Window).

4. Enter the information for the first controller that you wish to install.

.V
u IMPORTANT: From a nVent RAYCHEM Supervisor perspective, an Elexant or NGC series
direct controller are very similiar to an HTC-direct controller. Therefore, throughout this manual,
references to HTC-direct functionality can be assumed to apply to Elexant 4010i/4020i direct,
Elexant 5010i direct, or NGC-20 direct, unless noted otherwise.

Add a Mew HTC Device With Direct Connection

Server
HTC Tag |
COM Port TCR/IP AV

IP Address |

e
N C—

[] set offiine

Figure 3-15 Add a New HTC Direct Window

Add a Mew NGC20 Device With Direct Connection

Server

Tag |

COM Port
IP Address |

N

D Has Safety

Temperature Limiter

Figure 3-16 Add a New NGC-20 Device with Direct Connection Window
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&/
u IMPORTANT: Two controllers using direct connections may have the same Modbus address
and Sub-Address combination as long as they are connected to different COM ports.

Enter a unique tag name for the controller you are installing (to a maximum of 40 characters). You
may enter a unique tag name or have nVent RAYCHEM Supervisor use the tag name in the HTC
(you must enter at least one character in the tag name field to enable the OK button).

Select the server for this controller, and then choose a COM port, Modbus Address. When you click
OK to install, nVent RAYCHEM Supervisor will check if the current tag name exists in the database.
If the new tag name is unique, nVent RAYCHEM Supervisor will communicate with the controller to
read its tag name. If the tag name in the controller does not match the new tag name, the system
will prompt you with the following dialog box.

MISMATCH TAG NAMES

@ The tag name in the controller WGC20 does not match the
current tag name!

Do you want to use the tag name in the controller for this
installation?

[ ves QN no QR cAncEL

Figure 3-17 Mismatch Tag Names Message

You can use the new tag name that was entered, or the one that already exists in the controller, or

you may cancel the current installation.

=  |f you select Yes, the system will use the tag name in the controller as the tag name
identifying this controller in the database.

=  |f you select No, the system will use the new tag name you entered to identify this controller in
the database. nVent RAYCHEM Supervisor will automatically update the tag name in the
controller to the tag name you selected.

After the installation confirms that the new tag name is valid, the controller configuration is read
and stored into the nVent RAYCHEM Supervisor database. The installation is now complete for
this controller.

Repeat the above steps for each direct connection controller you wish to install. Once you have
completed the installation(s), you can configure or monitor them using nVent RAYCHEM
Supervisor.

&/
u IMPORTANT: The tag name for a direct connection controller must match the tag name of
the installed controller in the system. If it doesn't, nVent RAYCHEM Supervisor will display a
warning and will not allow you to configure or monitor the controller.

3.11.6 INSTALLING AN AC 2000+ CONNECTED TO AN ETHERNET LAN

If you have AC 2000+s that are connected to an Ethernet network, you can follow the installation
procedure as outlined in Section 3.11.3 “Installing a 780 Series/GCC-9000 or an AC 2000+" to
install them into the nVent RAYCHEM Supervisor database.

However, when you select the COM Port, you will need to select TCP/IP. Once you select TCP/IP,
the system enables the IP address field. You must fill in the Modbus Address and IP Address
fields. The Modbus Address field and IP Address field must match the RTU Address and IP
Address settings in the AC 2000+. Refer to the nVent RAYCHEM T2000 user’'s manual on how to
set up the AC 2000+ Ethernet port.

&/
u IMPORTANT: Each AC 2000+ must have a unique IP address. See your Network
Administrator for assignment of IP addresses.
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Once you enter the information, click the OK button. The program will initiate communications to
the AC 2000+, and install it into the database.

After installation, nVent RAYCHEM Supervisor displays the combined address for this AC 2000+ as
IP/RTU Address (i.e.: 10.10.10.4/3) in all of its windows and reports.

u IMPORTANT: Do NOT select the Clear the Existing HTC list box, unless you wish to erase all
of the controllers already installed in the AC2000+!

Repeat the above steps for each AC 2000+ you wish to install.

3.11.7 INSTALLING A GCC CONNECTED TO A SERIAL/ETHERNET GATEWAY
A Serial/Ethernet gateway forms a bridge between a serial network and an Ethernet network.

One example of this type of device is the Lantronix CoBox, which translates serial data in Modbus
format into Modbus/TCP format and vice versa. The CoBox must be configured by the user. Refer
to your Lantronix CoBox user’'s manual for setup details. Once the gateway is set up and running,
its operation will be transparent to nVent RAYCHEM Supervisor.

To install a GCC that is connected on the serial side of a gateway device, you can follow the
installation procedure as outlined in Section 3.11.3 “Installing a 780 Series/GCC-9000 or AC
2000+ to install your GCC(s).

When you select the COM Port, you will need to select TCP/IP. Once you select TCP/IP, the system
enables the IP address field. You must fill in the Address and IP Address fields. The Address field
is the RTU address of the GCC, and the IP Address field is the IP address of the gateway.

Once you enter the information, click the OK button. The program will initiate communications to
the GCC, and install it into the database.

After installation, nVent RAYCHEM Supervisor displays the combined address for this GCC as
IP/RTU Address (i.e.: 10.10.10.4/3) in all of its windows and reports.

&/
u IMPORTANT: Do NOT select the Clear the existing HTC list box, unless you wish to erase all
of the controllers already installed in the GCC!

Repeat the above steps for each GCC you wish to install.

3.11.8 INSTALLING AN HTC-DIRECT CONNECTION TO AN ETHERNET GATEWAY

Modbus-capable nVent RAYCHEM controllers with proper communication interfaces can connect
directly to an RS-485 network. Using a gateway device (such as a Lantronix CoBox), the
connectivity of these devices can be extended to Ethernet TCP/IP. To install controllers through
this type of connection, you can use the same procedure as described in Section 3.11.5 “Installing
an HTC using a Direct Connection.” When you select the COM Port, you will need to select TCP/IP.
Once you select TCP/IP, the system enables the IP address field. You must fill in the Modbus
Address and IP Address fields. The IP Address field is the IP address of the gateway. The Modbus
Address is the address of the controller or a mapped address in the gateway that is defined for a
controller.

3.11.9 INSTALLING AN NGC-UIT
To install an NGC-UIT, do the following:

1. From the Device drop-down menu, select NGC-UIT, then Add UIT. The window (as shown in
Figure 3-18 Figure 3-18 Add a New UIT) allows you to enter the information for the UIT you
wish to install.
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[] set offline

Figure 3-18 Add a New UIT

2. Select the appropriate Server for the UIT you are installing and enter a tag name for the UIT
(to a maximum of 40 characters). You may use the existing tag, or enter a new one. If you
enter a new one, it will overwrite what is already stored in the UIT.

3. Enter the COM port to which the UIT is connected. You may use multiple COM ports on your
computer to connect to different groups of UITs. Finally, enter the Modbus address of the UIT
you are adding.

&/
u IMPORTANT: Two UITs may have the same address as long as they are connected to
different COM ports on your computer.

4. Once you have entered the information, click on the OK button. The program will initiate
communications to the UIT, and add it into the database.

Repeat the above steps for each UIT that you wish to install.

3.11.10 INSTALLING AN NGC-UIT CONNECTED TO AN ETHERNET LAN

If you have NGC-UITs that are connected to an Ethernet network, you can follow the installation
procedure as outlined in Section 3.11.9 “Installing an NGC-UIT” to install them into the nVent
RAYCHEM Supervisor database.

However, when you select the COM Port, you will need to select TCP/IP. Once you select TCP/IP,
the system enables the IP address field. You must fill in the Address and IP Address fields. The
Modbus Address field and IP Address field must match the RTU Address and IP Address settings
in the NGC-UIT. Refer to the NGC-30 Programming Guide (H58186) for details of how to set up the
NGC-UIT Ethernet port.

&/
u IMPORTANT: Each NGC-UIT must have a unique IP address. See your Network Administrator
for assignment of IP addresses.

Once you enter the information, click the OK button. The program will initiate communications to
the NGC-UIT and install it into the database.

After installation, nVent RAYCHEM Supervisor displays the combined address for this NGC-UIT as:
IP/RTU Address (i.e.: 10.10.10.4/3) in all of its windows and reports.

Repeat the above steps for each NGC-UIT you wish to install.

u IMPORTANT: If you wish to install the NGC-UIT in Offline mode, refer to 12.7.6 .
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3.11.11 INSTALLING AN NGC-40 BRIDGE
To install an NGC-40 Bridge, do the following:

1. From the Device drop-down menu, select NGC-40, then Add NGC-40 Bridge Direct. The
window (as shown in Figure 3-20 Add a New NGC-40 Bridge with Direct Connection) allows you
to enter the information for the NGC-40 Bridge you wish to install.

Add a New NGC-40 Bridge with Direct Connection ? *

Server

Tag I I
compan (177G
IF Address | |

O —

[[] clear the Existing Device List
[[] set offiine

Figure 3-19 Add a New NGC-40 Bridge with Direct Connection

2. Select the appropriate Server for the NGC-40 Bridge you are installing and enter a tag for the
Bridge (to a maximum of 40 characters). You may use the existing tag or a new one. If you
enter a new one, it will overwrite what is already stored in the Bridge.

3. Enter the COM port to which the NGC-40 Bridge is connected. You may use multiple COM
ports on your computer to connect to different groups of NGC-40 Bridge. Finally enter the
Modbus address of the Bridge you are adding.

&/
u IMPORTANT: Two NGC-40 Bridges may have the same address as long as they are
connected to different COM ports on your computer.

Once you have entered the information, click on the OK button. The program will initiate
communications to the NGC-40 Bridge, and add it to the database.

Repeat the above steps for each NGC-40 Bridge you wish to install.

3.11.12 INSTALLING A NGC-40 BRIDGE CONNECTED TO AN ETHERNET LAN

If you have NGC-40 Bridges that are connected an Ethernet network, you can follow the installation
procedures as outline in Section 3.11.11 Installing an NGC-40 Bridge.

However, when you select the COM port, you will need to select TCP/IP. Once you selected TCP/IP,
the system enables the IP address field. You must fill in the Address and IP Address fields. The
Modbus Address field and IP Address field must match the RTU Address and IP Address settings
in the NGC-40 Bridge. Refer to the NGC-40 Programming Guide for details of how to set up the
NGC-40 Bridge Ethernet port.

&/
u IMPORTANT: Each NGC-40 Bridge must have a unique IP address. See your Network
Administrator for assignment of IP addresses.

Once you enter the information, click the OK button. The program will initiate communications to
the NGC-40 Bridge and install it into the database.
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After installation, nVent RAYCHEM Supervisor displays the combined address for this NGC-40
Bridge as: IP/RTU Address (i.e.: 10.10.10.4/3) in all of its windows and reports.

Repeat the above steps for each NGC-40 Bridge you wish to install.
u IMPORTANT: If you wish to install the NGC-40 Bridge in Offline mode, refer to 12.7.6

3.11.13 SEARCH NETWORK FOR DEVICES

The Search Network for devices function can assist you in locating your Heat Trace controllers
connected on the serial or Ethernet network. This function is available in the Add a New NGC-40
Bridge With Direct Connection and Add a New NGC-10 with Direct Connection screens. When you
click the Search for NGC-10 or Search for NGC-40 Bridge button, the Search for NGC Device screen
will appear.

Search Network For NGC-40 BRIDGE DIRECT — o x

Search Options

Dfine the Server and COM Port to use. Dfine the range of Modbus address to search.

Server CAEDLB301(192.168.226.1) Mas] start End 247

COM Port TCR/IP V) Enable Scan Network using TCP/IP

1P Address 192168.226.1

SCAN NETWORK
List of Devices Found
P Address | Addre..| Tag Device Type | Model | Firmware Version| Status

192.168.226.1 16 NGCAG-BRIDGE NGC-40BRID..  Unkno..  5.022.002 Device found,

NIENNNENENENNNEENENENNNRENENA] [ Scanning Complete | CLOSE

Figure 3-20 Search for NGC-40 Bridge Direct
To locate devices that are connected on the Ethernet network, do the following:

1. For the COM Port selection field, select TCP/IP.
2. Click the Discover Devices button to start the search.

To locate devices that are connected on the serial network, do the following:

1. For the COM Port selection field, select the appropriate COM port.
2. Click the Scan Network button to start the search.

To locate devices that are connected through an Ethernet to Serial gateway, do the following:

1. For the COM Port selection field, select TCP/IP.
2. Check the Enable Scan Network using TCP/IP option
3. Click the Scan Network button to start the search

A list of devices that are found will be displayed in the List of Devices Found list box. You would

need to identify the device and select it. Use the Select & Close button to complete the selection.
You will be returned to the previous screen which has the necessary information already filled in
for you.
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Section 4 — USING NVENT RAYCHEM SUPERVISOR

The nVent RAYCHEM Supervisor Client software provides the user interface to the nVent
RAYCHEM Supervisor Parent and Child servers. Alarm monitoring, data trending and collection,
etc. are processed by the Parent and Child servers. All device and plant data information is stored
in the database accessed by the Parent Server.

The nVent RAYCHEM Supervisor Client software is responsible for retrieving this information from
the servers and presenting it to the user. The layout of the main window in nVent RAYCHEM
Supervisor Client is therefore critical to providing easy access to system information.

The left side of the main window consists of a Windows Explorer style tree view, where you can
expand or collapse a tree node to display the sub-devices (children) of the node. The right side of
the main window consists of a Windows style List View, where rows of text items are arranged and
sorted by column headings.

The text colors for a node located on the left-hand side tree have a specific significance as shown
in the table below:

Device Status Text color of the tree node
Device has new alarms Bold Red

Device has acknowledged alarms only Red

Device is online and has no alarms Black

Device is offline Grey

Device is not available Blue

The main window has a number of “icons” that, when selected, activate specific functions.

Ty [T —— o

Figure 4-1 Client Main Window
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These functions include:

Add Devices

Use this function to install a device into the nVent RAYCHEM Supervisor and GCC databases.
Configure

Use this icon to configure the selected item (i.e.: GCC, or HTC).

Monitor

Use this icon to monitor the selected HTC.

Drawings

Use this icon to bring up the View Drawings window for the selected item (i.e.: GCC, or HTC).
Copy Configuration

When you press this icon, the Copy Device Configuration window will display. You can copy an
HTC configuration to another HTC or to a template, and vice versa using this feature.

4.1 NVENT RAYCHEM SUPERVISOR AND MULTI-USER ACCESS

The Supervisor Parent server can service multiple requests from different Supervisor Clients. In
the case where multiple clients are active, it is possible that more than one user may try to change
the settings on the same device (i.e.: a GCC or a HTC) at the same time. To manage this type of
situation, Supervisor implements a first come/first served locking mechanism. This
locking/unlocking mechanism is managed by Supervisor automatically and requires no user
interaction. However, there is a manual unlocking mechanism available such that users can force
a device to be unlocked in the event an issue arises with the automatic system, or another user
neglects to complete any edits on a device and the device remains locked unnecessarily.

This locking mechanism is used in Device Configuration, Trend Group, Batches/Recipes,
Scheduled Tasks, and Device Templates.

A device can only be locked by one user at any given time. A lock on a device must be released to
permit other users to have access to it. The first user that accesses a device will automatically be
issued a lock on the device. Once this lock is issued, Supervisor will allow only this user to make
changes to the device until the device is unlocked. The device will automatically be unlocked when
said user is no longer impacting the device.

In the event of a conflict (such as when two users try to configure the same HTC at the same
time), a warning will be displayed to one of the users that another user has already obtained a lock,
and therefore they cannot make changes.

As noted, Supervisor provides a manual unlock function. The manual unlock function is meant to
be used in special situations when it is necessary to force unlocking, that is, when changes must
be made to an HTC but it is already locked by another user that is not available. The unlock
function should be used carefully since unlocking someone else’s lock on a device can cause that
user to lose their changes. The manual unlock function ‘Unlock Device’ can be accessed within the
Device drop-down menu in the main window.

&/
u IMPORTANT: To unlock a device, a user must have the Unlock device permission.
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Figure 4-2 Unlock a Device Manually

4.2 SETTING UP SERVERS

The Server Setup window displays a list of servers installed in your EHT System. The list will have
at least one entry, which is the Parent server. On this window the following function buttons are
available: Ping, Re-Init, Start, Stop, Add, Edit, Remove, and Exit.

1. Ping - This button is used to ping (test the connection to) a server. nVent RAYCHEM
Supervisor sends out a ping message to the selected server. If the server is running and it
receives the message, it will send back a response. Pinging is used mainly for
troubleshooting.

2. Re-Init — This button is used to re-initialize a Child server. Normally the Parent server will
automatically synchronize with a Child server when it starts. If a Child server is shut down, it
will automatically synchronize itself with the Parent Server when it restarts. If for any reason
you need to manually force a re-synchronization process, this button can be used.

&/
u IMPORTANT: You must run the nVent RAYCHEM Supervisor Client on a child server
computer in order to use the Start, Stop, Re-Init buttons for that child server.

..
u IMPORTANT: By using Remote Desktop on a Child server, an Administrator can perform
maintenance (i.e.: Start, Stop, and Re-init) on the Child server remotely. This can be useful
when the Child server is in a remote location away from the Parent server. The ability to host
a Remote Desktop session is only available in Window XP Pro versions.

3. Start — This button is used to start a server. You can start a Child server manually using this
button. After starting a server, you should use the Re-initialize button to re-synchronize the
child server with the parent server.

4. Stop - This button is used to stop a server. You can stop a server manually using this button.
It is not advisable to stop a parent server since this will stop the entire nVent RAYCHEM
Supervisor EHT system.

5. Add - This button is used to add a new child server. Before you can add a new child server to
your EHT system, the nVent RAYCHEM Supervisor Child Server software must be installed
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and running on the child server computer. If a child server is not running, you can still add it to
your EHT system but you must use the Offline mode for the new child. Once the Add Child
Server window is displayed, you can edit the fields for the new child server. Use the browse
button to browse for the child server computer, or if you know the IP address of the child
server computer, enter it in the IP Address field. When you are done with the edits, click OK to
save and exit.

..
u IMPORTANT: When using IP addresses instead of a Child Computer's name, ensure that
the IP address is a static IP and not a dynamic IP address. Otherwise, the system
connections will have to be re-configured every time the Child computer establishes a
network connection or is restarted.

&/
u IMPORTANT: If a child server is added in offline mode, it must be running and
connected to the network before you can place online and access it. To start a child server,
you can use the Start button in the Server Setup window.

6. Edit - This button is used to edit a server. You can use it to edit the server name and
description.

7. Remove — This button is used to remove a child server. When you remove a child server, the
child server is removed from your nVent RAYCHEM Supervisor EHT system only. The child
server software still exists in the child server computer. You can add the child server back to
your EHT system some time later if necessary.

8. Exit — This button exits the Server Setup window.

4.3 ADD GCC, ADD NGC-UIT AND ADD NGC-40 BRIDGE WINDOWS

Refer to Section 3.11.3 “Installing a 780 Series/GCC-9000 or an AC 2000+" or Sections 3.11.9 to
3.11.10 for a discussion regarding the use of GCC, NGC-UIT and NGC-40 Bridge windows.

4.4 ADD HTC WINDOW
To add a new HTC:

1. Click the Add Device >> Add HTC button. A window is displayed that allows you to add a new
HTC to the 780 Series/GCC-9000 or AC 2000+ you have selected.

Add a Mew HTC ? x
GCC Tag | cccrest |
HTC Tag | | |
GCC Port v
HTC Address | |

[] set Tc offiine

Figure 4-3 Add a New HTC

2. Enter an alphanumeric tag in the HTC Tag field to allow easier reference to the controller. The
GCC port is the actual port (A - D) to which the controller is physically wired (780 Series/GCC-
9000 only — the AC 2000+ supports only port A). Consult the 780 Series/GCC-9000 or the AC
2000+ user's manual for a more detailed discussion of GCC ports.
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4.5 VIEW ALARMS WINDOW

4.6 CONFIGURATION WINDOWS

The HTC address is the communications address that the program uses to communicate to
the controller. Each controller has its own unique address, which may be found on the front
label of the controller being installed.

3. Once you enter all of the information, click OK to complete the operation or Cancel to exit
without saving.

Clicking the View Alarms tab displays a window that lists any alarms. Depending on what you have
selected on the left-hand side, alarms are listed for the entire system, a particular device. Also
shown is an indication of whether or not the alarms have been acknowledged, and the time when
they were logged by the nVent RAYCHEM Supervisor software.

01 sy e — et | P

Figure 4-4 View Alarms Window

When nVent RAYCHEM Supervisor detects a new alarm, it adds the alarm to the list and provides a
description of the alarm, the tag name of the device that detected it, the HTC tag of the controller,
and the value that triggered the alarm. The software also displays whether it is an alarm or
warning, its status, and the time it was detected.

You can acknowledge or reset alarms in two ways. You can use the Alarms drop-down menu, and
select Acknowledge or Reset, or you can click on the right mouse button. This will pop up a dialog
box giving you the option of Acknowledging or Resetting alarms. Once you have reset the alarm, it
is cleared off the list. As in Windows, holding the Shift key down while you select a range of alarms
will allow you to reset a whole group at once.

Clicking the Configure button displays a window that allows you to configure the device you have
highlighted. Various tabs allow you to view and change similar parameters.

4.6.1 GCC CONFIGURATION

Consult the 780 Series/GCC-9000 or the nVent RAYCHEM T2000 user’'s manual to familiarize
yourself with the different alarm and setup parameters to be programmed.
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The GCC Tag name displays at the top of the window. To change the tag, click on the Edit Tag

button and type in the desired changes. If you wish to switch to a different GCC on the system,
click the Down Arrow button, and a drop box will display a list of all installed GCCs. Click on the
one you wish to configure.

Configure GCC X

GCC CONFIGURATION

Tag v EDITTAG

Modal [Aczo00+ ] PRINT REPORT
Firmware Version |1 43 I ACTIVE ALARMS
O G

| GCC ALARMS | ‘GLOBAL ALARM PRIORITIES ] CONTACT INPUTS ] LOAD SHEDDING ] MISCELLANEOUS ]

Alarm Setup
GCC Reset Enabled [l Warning
Alarm Queue BO% Full D Enabled . Warning
Alarm Queue 100% Full D Enabled . Warning
Configuration Lost Enabled . ‘Warning
Clock Battery Failed D Enabled . Warning

m PRINTER J PORT CARRIER I PORT OFFLINE J

Lok J caca T arey J

Figure 4-5 GCC Configuration Window

The different tabs allow you to access different setup parameters for the GCC. These include:
alarms, global alarm priorities, contact input setup, load shedding, miscellaneous settings, and
documentation. For an explanation of load shedding, please consult the 780 Series/GCC-9000 or
the nVent RAYCHEM T2000 user’s manual.

The GCC Alarms section allows you to set up the alarms for each GCC. You can toggle between
Enable/Disable and Alarm/Warning for each parameter. Refer to the 780 Series/GCC-9000 or the
nVent RAYCHEM T2000 user’'s manual for an explanation and the use of each alarm.

Select the Global Alarm tab when you wish to define how alarms are processed globally. You may
define whether each controller has individual alarm priorities (HTC specific) or global alarm
priorities.

Use Individual alarming when you have controllers with requirements that are different than your
defined standard.

Use the Global alarming function to define a set of alarming standards, and have these priorities
used to process the alarms of any controller designated as global. Any change in the global setting
(i.e.: alarm to warning or vice versa) will immediately broadcast to all controllers whose alarm
priorities are set as global. Note that this only affects alarm priorities (alarm vs. warning) and not
the alarm status (i.e.: enabled or disabled). The status for each alarm can be different for every
controller, however the priorities will be predetermined if the controller is set to use the global
setting. To change the priority, click on the existing setting and it will toggle to the other state
(alarm/warning).

The Contact Inputs tab allows you to configure the operation of the contact inputs located on the
back of the 780 Series/GCC-9000. There are four pairs of terminals (for inputs 1 to 4) that you can
configure.

You can specify a tag name for each contact by clicking on the tag and typing in the desired name.

For each input alarm you can toggle between enabled and disabled. If you enable an input alarm,
you can select the contact for alarm or warning, depending on the priority that you want to place
on the event.

You can also specify the normal state of the contact: either normally open or normally closed.
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The Load Shedding tab allows you to select whether to enable or disable the load shedding
feature.

Click the Load Shed Control box to toggle Load Shedding Control between enable and disable. If
you disable the load shedding, the setup for each contact is not available, and you will not be able
to program its parameters.

Each of the 780 Series/GCC-9000’s contact inputs may be individually designated for use with load
shedding control. Click the “Used For Load Shed” box to toggle the status between enable and
disable.

Once you enable the contact, you can configure the alarm setup to either enable or disable. If you
enable the alarm, it may be designated as either an alarm or a warning.

The Miscellaneous tab lets to configure the remaining parameters of the 780 Series/GCC-9000,
including speaker control, the temperature units displayed on the local display, and the printer port
settings. This tab also lets you set both the Alarm and Relay Return Times.

Once you have made the desired changes, click the Apply button to write the changes to that
particular controller. There is no “Undo” button, so make sure of the changes before you apply
them. The OK button will also write the changes to the device, and then return you to the main
window.
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Figure 4-6 GCC Configuration Report
The main window has three buttons that allow you to print reports or view alarms:

The Print button will print a current configuration setup for the selected GCC. If there are multiple
sheets, the report window allows you to step through the different pages of the report. You may
also zoom in and out, print to the default Windows printer, or export to a file in multiple formats.

The Installed HTCs button will print a complete list of the controllers installed on a selected GCC,
including the tag name, communications address, and the physical GCC port to which it is
connected.

The Active Alarms button will print a complete list of current GCC alarms.
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Figure 4-7 Installed HTC Report

4.6.2 HTC CONFIGURATION

Consult the appropriate HTC user’s manual for details regarding a controller’s specific features.

The HTC Tag name displays at the top of the window. To change the tag, click the Edit Tag button
and type in the desired changes. If you wish to switch to a different HTC on the system, click the
Down Arrow button, and a drop box will display a list of all HTCs connected to that GCC. Click the
one you wish to configure.

Configure HTC X
HTC CONFIGURATION
Tag EDIT TAG
w |
Model [emz000+ ] ACTIVE ALARMS
s B | =D =

| 0= S TS g T TEMPERATURE ALARM SETTINGS | OTHER ALARM SETTINGS I ELECTRICAL SET 4 | #

Setpoint Temperature °F

TS Control Mode v
o
TS Fail Mode W o

TEMPERATURE CONTROL CONTROL MODES TEMPERATURE SENSOR MISCELLANEOUS I

Figure 4-8 HTC Configuration Window

GCC Connected Controllers

The information on the top left section of the window shows you the GCC to which the HTC is
connected, the Model and the firmware version for that particular controller.
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HTC-Direct Controllers

For HTC-direct connected controllers, the window displays the same information as the GCC
Connected Controllers, with the exception of the GCC Tag field. The GCC tag field will show “n/a.”

Various tabs allow you to access various setup parameters of the HTC. These include temperature
settings, temperature alarm settings, electrical settings, other alarms settings, miscellaneous and
documentation parameters.

The Temperature Settings tab allows you to configure all of the parameters that relate to
temperature (i.e.: Setpoint, TS Control Mode, Switch Control Mode, etc.).

The Temperature Alarm Settings tab allows you to configure all of the parameters that relate to
temperature alarms. You can enable the temperature alarms that are relevant to your particular
application, and toggle between alarm and warning settings.

The Electrical Settings tab allows you to configure the parameters that relate to the heater
operation (i.e.: voltage and current). You may enable the desired alarms, and program an alarm
value for each of these parameters.

The Other Alarm Settings tab allows you to enable the balance of the alarms that pertain to the
operation of the controller.

The Miscellaneous tab allows you to access the auto-cycle and load shedding features.

Once you have made the desired changes, click the Apply button to write the changes to that
particular controller. There is no “Undo” button, so make sure of the changes before you apply
them. The OK button will also write the changes to the device, and then return you to the main
window.

The main window has three buttons that allow you to:
Print alarms

View alarms

Jump to the Monitor HTC window

The Print Report button will print a current configuration setup for the selected controller. If there
are multiple sheets, the report window allows you to step through the different pages, zoom in and
out, send to the default Windows printer, or export to a file in multiple formats.

The Active Alarms button will print out a report showing all of the active alarms for that particular
HTC.

The Monitor button allows the user to jump directly to the Monitor HTC window.

TEMPBUS Mode Configuration

The TEMPBUS Mode parameter is located next to the TS Control Mode parameter in the
Temperature Settings tab. This parameter is a drop box with three selections: ‘Not Used’, ‘Parent’,
and ‘Child’. Please consult the nVent RAYCHEM 920 Series HTC user’s manual for details on the
operation of these modes.

u IMPORTANT: The TEMPBUS Mode parameter is enabled only if the controller you are
configuring supports the TEMPBUS feature. If the controller is connected to a GCC, the GCC
firmware must be version V3.12 or higher.

If your particular application does not require TEMPBUS Mode operation, you should set the
TEMPBUS Mode parameter to ‘Not Used’. Whenever you change the TEMPBUS Mode parameter,
nVent RAYCHEM Supervisor will automatically update the External Input Setup and External Output
Setup fields. These fields display in the Miscellaneous tab.
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&/
u IMPORTANT: The External Input Setup and External Output Setup are common parameters
for a 2 point 920 Series controller. Changing these parameters may affect the operation of the
other control point!

ATC Mode Configuration

The ATC Mode parameter is located next to the TS Control Mode parameter in the Temperature
Settings tab. This parameter is a drop box with three selections: ‘Process’, ‘Parent’, and ‘Child’.
Please consult the nVent RAYCHEM T2000 controller technical manual for details on the operation
of these modes.

.C
u IMPORTANT: The ATC Mode parameter is available only if the controller you are editing
supports the ATC features and the GCC firmware is version V2.19 or higher. Controllers that
support ATC operation include the nVent RAYCHEM CM2000 and CM2000+ controllers with
firmware version V2.35 or higher.

If your particular application does not require ATC Mode operation, you should set the ATC Mode
field to ‘Process’.

4.6.3 NGC-UIT CONFIGURATION

Consult the NGC-30 Programming Guide (H58186) to familiarize yourself with the different alarm
and setup parameters that may be programmed.

The UIT Tag name is displayed at the top of the window. To change the tag, click the Edit Tag
button and type in the desired changes. If you wish to switch to a different UIT on the system, click
the Down Arrow button, and a drop box will display a list of all installed UITs. Click on the one you
wish to configure.

UIT Configuration O X
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Firmuware Varsion [#-000.004 | ACTIVE ALARMS
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- Relay 2 Alarm Settings
- Relay 3 Alarm Settings Any Alarm Enabled N
Other Settings
Alarm Relay States Temperature Alarm
Ground Fault Alarm
Current Alarm
Communications Alarm _V
R0 Fal Al
Digital Input Alarm

Figure 4-9 NGC-UIT Configuration Window

The parameter list on the left-hand side of the window allows access to different setup parameters
for the UIT. These include configuration of the output relays, the time/date, and various alarm filter
time settings.

4.6.4 NGC-30-CRM/CRMS CONFIGURATION

The UIT allows the user to create individual control circuits by connecting an output device (NGC-
30 or 5GF-C output for example) and temperature sensing devices (RMMs, NGC-30 RTD inputs,
etc.) together to form a “control circuit.” This mechanism replaces the traditional hard-wiring of
RTDs to controllers, and allows the user to connect the inputs and outputs of various devices
together using software configuration.
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Figure 4-10 NGC-30-CRM/CRMS Configuration

The parameter list on the left-hand side of the window allows you to access different settings for
the NGC-30-CRM/CRMS controllers. These include: circuit and RTD setup, Temperature alarms
and set points, heater current and ground fault set points, use of inputs, maintenance data, and
PASC configuration. Refer to the NGC-30 Programming Guide (H58186) for details regarding the
use of each feature and its valid ranges.

Once you have made the desired changes, click the Apply button to write the changes to that
particular controller. There is no “Undo” button, so make sure of the changes before you apply
them. The OK button will also write the changes to the device, and then return you to the main
window.

Circuit Configuration Report
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Figure 4-11 Circuit Configuration Report
The main window has three buttons that allow you to print reports or view alarms:

The Print Report button prints a current configuration setup for the selected UIT control circuit. If
there are multiple sheets, the report window allows you to step through the different pages of the
report. You may also zoom in and out, print to the default Windows printer, or export to a file in
multiple formats.

The Active Alarms button prints a complete list of current UIT Circuit alarms.
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Figure 4-12 UIT Device List Report

4.6.5 ELEXANT 5010i AND NGC-20 CONFIGURATION

Additional information regarding the different alarm and setup parameters that may be
programmed can be found in the Elexant 5010i or the NGC-20 Handheld Programming Guide.

The controller Tag name is displayed at the top of the window. To change the tag, click on the Edit
Tag button and type in the desired changes. If you wish to switch to a different UIT on the system,
click the Down Arrow and select another controller.

NGC-20 Configuration
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Figure 4-13 NGC-20 Configuration

The parameter list on the left-hand side of the window allows you to access different settings for
the controller. These include: Temperature Settings, Temperature Alarm Settings, Other Alarm
Settings, Electrical Settings, Miscellaneous Settings and Safety Limiter Settings.

Once you have made the desired changes, click the Apply button to write the changes to that
particular controller. There is no “Undo” button, so make sure of the changes before you apply
them. The OK button will also write the changes to the device, and then return you to the main

window.
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4.6.6 NGC-40 BRIDGE CONFIGURATION

Consult the NGC-40 Programming Guide to familiarize yourself with the different alarm and setup
parameters that may be programmed.

The Bridge Tag name is displayed at the top of the window. To change the tag, click the Edit Tag
button and type in the desired changes. If you wish to switch to a different NGC-40 Bridge on the
system, click the Down Arrow button, and a drop box will display a list of all installed NGC-40
Bridge. Click on the one you wish to configure.
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Figure 4-14 NGC-40 Bridge Configuration Window

The parameter list on the left-hand side of the window allows access to different setup parameters
for the NGC-40 Bridge.

4.6.7 NGC-40 HTC/HTC3 CONFIGURATION

Additional information regarding the different alarm and setup parameters that may be
programmed can be found in the NGC-40 Programming Guide.

The NGC-40 HTC/HTC3 Tag name is displayed at the top of the window. To change the tag,
click on the Edit Tag button and type in the desired changes. If you wish to switch to a different
NGC-40 HTC/HTC3 on the same CAN network click the Down Arrow and select another
NGC-40 HTC/HTC3.
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Figure 4-15 NGC-40 HTC Configuration

The parameter list on the left-hand side of the window allows you to access different settings for
the NGC-40 HTC/HTC3 controllers. These include: Temperature Settings, Temperature Alarm
Settings, Other Alarm Settings, Electrical Settings, Miscellaneous Settings and Alarm Latching
Settings.
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Once you have made the desired changes, click the Apply button to write the changes to that
particular controller. There is no “Undo” button, so make sure of the changes before you apply

them. The OK button will also write the changes to the device, and then return you to the main
window.

4.6.8 NGC-40 10 CONFIGURATION

Additional information regarding the different alarm and setup parameters that may be
programmed can be found in the NGC-40 Programming Guide.

The NGC-40 |0 Tag name is displayed at the top of the window. To change the tag, click on the
Edit Tag button and type in the desired changes. If you wish to switch to a different NGC-40 10 on
the same CAN network, click the Down Arrow and select another NGC-40 10.
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Figure 4-16 NGC-40 |0 Configuration

The parameter list on the left-hand side of the window allows you to access different settings for
the NGC-40 10 modules. These include: Temperature Settings, Temperature Alarm Settings, Other
Alarm Settings, Electrical Settings, Miscellaneous Settings and Safety Limiter Settings.

Once you have made the desired changes, click the Apply button to write the changes to that
particular controller. There is no “Undo” button, so make sure of the changes before you apply

them. The OK button will also write the changes to the device, and then return you to the main
window.

4.6.9 ELEXANT 40101/40201 CONFIGURATION

Additional information regarding the different alarm and setup parameters that may be
programmed can be found in the Elexant 4010i/4020i Programming Guide.

The Elexant 4010i/4020i Tag name is displayed at the top of the window. To change the tag, click
on the Edit Tag button and type in the desired changes. If you wish to switch to a different Elexant
4010i/4020i on the system, click the Down Arrow and select another Elexant 4010i/4020i.
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4.7 MONITOR BUTTON

HIC Configuration
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Figure 4-17 Elexant 4010i/4020i Configuration

The parameter list on the left-hand side of the window allows you to access different settings for
the Elexant 4010i/4020i controller. These include: Temperature Settings, Temperature Alarm
Settings, Other Alarm Settings, Electrical Settings, Miscellaneous Settings and Safety Limiter

Settings.

Once you have made the desired changes, click the Apply button to write the changes to that
particular controller. There is no “Undo” button, so make sure of the changes before you apply
them. The OK button will also write the changes to the device, and then return you to the main

window.

nVent RAYCHEM Supervisor Client provides monitoring functions to allow viewing of current and
maintenance data from your field device(s) in real time. You can monitor a single device or you
can monitor multiple devices at once.

4.7.1 MONITORING A SINGLE DEVICE

Clicking the Monitor icon displays a window showing the present operating parameters of the
particular device that you have selected. Tabs allow you to quickly jump to different groupings of
real-time data. The data is displayed both in scaled bar graph format as well as numerically. The
numeric reading will be in red if the value is in alarm (i.e.: above or below the alarm set points). A
small bitmap in the upper right corner provides a visual display of the type of device you are
communicating with (i.e.: NGC-20, 910, 920, etc.). Click the OK button to return to the main
window.

The Monitor Interval field controls how often the software polls the controller for new data. The
smaller the number, the more often the software will communicate with the HTC, and the more
time will be used requesting data that may not change very often. A typical number would be
around 10 seconds.
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The Monitor window also allows you to change the tag of the selected controller by clicking on the
Edit button. The upper left portion of the window indicates which GCC port the controller is
connected to, its address, firmware version and how many active alarms are present.

The Monitor window includes four buttons that allow you to:
Print an active alarm report

Test the tracing

Jump to the appropriate Configuration window

Print a Monitor report

Tag [ecwsme EDITTAG
— [Fecwsmnce ] .
Model = ] ACTIVE ALARMS E
mware Version [Favscse ] CONFIGURE
Control Temperature TS1Temperature  1¢ | Instantaneous Ground Fauh Curre
30
208
i 00
10
: -t
c ™ © e mA @
Instantancous Line Current Effective Line Current Volage Power Consumption
oM
100
N o
A L A '] v e Wat: @
WMoniosing nterval & seconts Views Maters n Rova close I
3

Figure 4-18 HTC Monitor Window
The Active Alarms button prints out a report showing all of the active alarms.

The Test Trace button allows you to temporarily override the temperature control, and turn the
tracing on for a specified time period. This will allow you to monitor the heater current, voltage,
etc., while the test is being conducted.

The Configure button allows you to jump directly to the configuration window for that controller.
The Print Report button prints out a report showing the process variable, max/min temperature,
and maintenance values for this HTC.

4.7.2 MONITORING MULTIPLE DEVICES

You can monitor several controllers at once. The Monitor Devices window provides this
functionality. In the Client’s main window, use the Device drop-down menu and select Monitor
Multiple Devices. Once the Monitor Multiple Devices window is displayed, you can use the Add
button to add devices you want to monitor to this window, or if you have saved a previous monitor
session, you can use the Load button to load it to the window.
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Figure 4-19 Monitoring Devices

Adding Devices to Monitor

You must select devices to monitor each time you bring up the Monitor Multiple Devices window.
To select devices, click the Add button on the Monitor Multiple Devices window. Once the Add
Monitor Multiple Devices window displays select the device(s) to monitor.

Each device can have a different scan interval. You can set the scan interval with the Default
Interval drop- down box. When you select a device, the Default Interval will be assigned to this
device. In any case, you can always change the scan interval at a later time.

Once you have completed your selection, click OK to exit the Add Monitor Multiple Devices
window. This will bring you back to the Monitor Multiple Devices window. Depending on the scan
interval for each device, you will not see an update until the assigned interval has elapsed.

Removing Devices to Monitor

To remove a device from the Monitor Multiple Devices window, select the device to remove. Click
the Remove button. You will be prompted to confirm your action. Click Yes to continue with the

remove otherwise click No.

Loading a Monitor Device Session

You must have saved a Monitor Device session before you can use the Load button to reload a
session. Clicking the Load button will cause the Load Monitor Session dialog box to display. Select
the previously saved monitor session then click Load to load and exit this window.
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Figure 4-20 Load Monitor Devices Session

Saving a Monitor Device Session

Once you have added devices to your Monitor Multiple Devices Window, you can save the current
list to the system database for later use. Clicking the Save button will cause the Save Monitor
Session dialog box to display. Enter a name for the monitor session then click Save to save

and exit.

Save Monitor Session

You can save the current list of monitored devices to a Monitor Session
for later use. Enter a Monitor Session name [maximum 50 characters),
then click OK 1o save.

Monitor Session Name |

Figure 4-21 Save Monitor Device Session

Test Trace, Setpoint change, Reports, and Resets

To perform any of these functions: Test Trace, Setpoint change, Reports, or Resets, you must
select a device. After you have selected a device, use the right mouse click to bring up the context
menu. Select the function to perform.

4.8 DATABASE SYNCHRONIZATION

Since a controller may be added into the EHT System from the nVent RAYCHEM Supervisor
program, from the front panel of a GCC, or by using an NGC-UIT, it is possible that a discrepancy
can occur in nVent RAYCHEM Supervisor’s list of installed devices.

Every time nVent RAYCHEM Supervisor starts up, it compares its database to that of any installed
GCCs or NGC-UITs, or NGC-40 Bridges. Should a mismatch occur, the system generates a
“Mismatch HTC list” error. To correct this problem, select the Compare HTC Lists option under the
Device—>GCC or Device—>NGC-UIT or Device->NGC-40 menu (top menu bar). The program will
then compare its installed HTC list with the GCC or NGC-UIT or NGC-40 Bridge. This action should
also be selected periodically if you never shut down your program, or run it for extended periods of
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time to ensure synchronization between nVent RAYCHEM Supervisor and any installed GCCs,
NGC-UITs and NGC-40 Bridges.

If the software detects a difference between the lists, it will automatically update its database.
nVent RAYCHEM Supervisor will notify you that it has performed an update using a notification
balloon.

T Eaycnem Supenser
e Gmen  Clest  Dece  Mam  Secwey  Tods  fwots |

2. - >

e | oware

s [P r—

Figure 4-22 Main Window with Notification Balloon

The best way to prevent this condition from occurring is to make sure that all HTC additions and
deletions are performed from the nVent RAYCHEM Supervisor program rather than from another
device.

4.8.1 DATABASE SYNCHRONIZATION FOR AN AC 2000+

The AC 2000+ alarm/communications interface card keeps track of changes that occur on any
individual port. For example, you make changes to an AC 2000+ through the Local port; the
changes will be reflected at the AC 2000+ Remote port.

If nVent RAYCHEM Supervisor is connected to the Remote port, it will periodically poll the AC
2000+ to get the status of any changes. If changes are identified, nVent RAYCHEM Supervisor will
automatically perform a database synchronization sequence to ensure that all devices have the
same information.

Automatic database synchronization manages synchronization due to the following events:
New HTC(s) added to the AC 2000+

HTC(s) deleted from the AC 2000+

Configuration change to a AC 2000+

Configuration change to an HTC in a AC 2000+

When these events occur, nVent RAYCHEM Supervisor will reload its HTC installation list, GCC
configuration data, or HTC configuration data and update its database. nVent RAYCHEM
Supervisor will notify the user when this occurs.

These synchronization events are recorded in the history log database. To view history logs, refer
to Section 5.2 “Viewing History Logs.”

The following popup message will also display when the GCC Configuration window displays and
a change to the AC 2000+ was detected by nVent RAYCHEM Supervisor. A similar message box
displays for HTCs as well. When this occurs, select “Use the current changes and overwrite the
data in the device” to have nVent RAYCHEM Supervisor resynchronize (recommended).
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Database Synchronization Activity Detected X

The system has detected changes in the device. The changes you've made will
overwrite these changes. You have several options. You can review the
differences then decide whether to continue with the overwrite, or reload the
configuration, or cancel and return to the previous screen.

(1100 ' DIFFERENCES

@ Use the current changes and overwrite the settings in the device

(O Reload the configuration by reading from the device again

For this option, the device will be updated with the changes you've
made. Any previous changes to the device will be overwritten.

Figure 4-23 Database Synchronization Prompt

In cases where controllers have been deleted in the AC 2000+ but they still exist in the nVent
RAYCHEM Supervisor database, nVent RAYCHEM Supervisor will automatically replace the first
character of the device tag with a ‘?. To remove these completely from the nVent RAYCHEM
Supervisor database, use the “Remove HTC” function.

4.8.2 DATABASE SYNCHRONIZATION FOR AN NGC-UIT AND NGC-40 BRIDGE

An NGC-UIT and NGC-40 Bridge keeps track of changes that occur internally. If nVent RAYCHEM
Supervisor is connected to a NGC-UIT or NGC-40 Bridge, it will periodically poll the NGC-UIT or
NGC-40 Bridge for the status of changes. If changes are identified, nVent RAYCHEM Supervisor
will automatically perform a database synchronization sequence.

Automatic database synchronization manages synchronization due to the following events:
New Circuits or NGC-40 modules added to the NGC-UIT or NGC-40 Bridge
Circuit(s) or NGC-40 module(s) deleted

When these events occur, nVent RAYCHEM Supervisor will attempt to synchronize its database
with the NGC-UIT or NGC-40 Bridge. nVent RAYCHEM Supervisor will notify the user when this
occurs.

These synchronization events are recorded in the history log database. To view history logs, refer
to Section 5.2 “Viewing History Logs.”

4.9 USING THE DEVICE CONFIGURATION LOADER

The Device Configuration Loader is used to retrieve configuration settings for all of the field
devices such as HTCs. If you run the Device Configuration Loader and it completes successfully,
nVent RAYCHEM Supervisor will have a copy of the current settings for each field device stored in
its database.

4.9.1 LOAD HTC CONFIGURATIONS

Use the System drop-down menu in the Client’'s main window and select Load Device
Configurations. The Load HTC Configuration window will display. On this window, a list of Host
Devices (i.e.: GCCs, NGC-UITs, or NGC-40 Bridges) display in the left window pane. If you select a
host device, the right window pane shows any subordinate (child) devices belonging to the host
device (i.e.: HTCs, Circuits, NGC-40 Modules). If you check the Load Unloaded Device Only
checkbox then only the child devices that are not loaded will display in the list. If you check the
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All Devices in User’'s Group checkbox, then all host devices displayed will be selected. The device
list on the right window pane will include all child devices for each of the host devices.

To start the configuration loader, click the Start button. A configuration loader task is created in
the nVent RAYCHEM Supervisor EHT system, and is assigned to run on the Parent and Child
Servers. At any time, the user can view the running status of this configuration loader task using
the View Device Configuration Loaders window. If this task is completed, then it is removed from
the task list and will no longer display on the View Device Configuration Loaders window. When a
configuration loader task is running, you can choose to cancel this task with the cancel button.

.'
u IMPORTANT: A configuration loader task will continue to run until all selected devices are
loaded. If there are devices that cannot be loaded, you may stop the configuration loader task
manually. Otherwise, nVent RAYCHEM Supervisor will continue to attempt to load any unloaded
devices up to 10 times.

&/
u IMPORTANT: An unloaded device will have its device model and firmware versions displayed
as 0.

4.9.2 VIEW DEVICE CONFIGURATION LOADERS

To view currently running configuration loader tasks, use the System drop-down menu in the
Client's main window and select View Device Configuration Loaders. Once the View Configuration
Loader window displays, you can select a configuration loader task and view the list of the
loaded/unloaded devices. On this window you can stop a configuration loader task using the Stop
button, or you can refresh the window with the Refresh button. To exit this window, use the Close
button.

4.10 DEVICE COMPARE FUNCTION

Every time nVent RAYCHEM Supervisor starts up, it compares the list of HTCs stored in its
database with that of any installed in connected GCC(s), NGC-UIT(s) and NGC-40 Bridge(s). Should
a mismatch occur, the system generates a “Mismatch HTC list” error. To correct this problem,
select the Compare HTC list option under the Device, GCC drop-down menu, or the Compare UIT
option under the Device, NGC-UIT drop-down menu, or the Compare Bridge option under the
Device, NGC-40 Bridge drop-down menu. nVent RAYCHEM Supervisor will then compare its
installed HTC/Circuit/Module list with the GCCs or NGC-UITs or NGC-40 Bridges. This action
should also be selected periodically if you never shut down your EHT system, or run it for extended
periods of time to ensure synchronization between nVent RAYCHEM Supervisor and any installed
GCCs, NGC-UITs, and NGC-40 Bridges.

If the software detects a difference between the lists, it will bring up a window showing these
differences, and allow you to select which source you wish to use as the correct one (refer to
Figure 4-24 Compare Installed HTC List). The information will then be copied over to the incorrect
or incomplete list. If you are copying from the GCC or NGC-UIT or NGC-40 Bridge, and the program
is adding more controllers to the nVent RAYCHEM Supervisor database, you will need to run the
Load Device Configuration to copy the configuration of the new controllers(s) into nVent
RAYCHEM Supervisor database.
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Compare Installed HTC List - O X
This screen shows discrepancies in the installed HTC lists between the selected GCC and the system
database.

|Syslem Database |GCC Hardware
Tag |Paﬂ|Mdrass|s Tag |Part|Mdmss|s
DUMMY-HTC A 444 o
«| | ] L |

USE SYSTEM DATABASE LIST >> << USE GCC'S HARDWARE LIST

i)

Figure 4-24 Compare Installed HTC List

4.10.1 COMPARE HTC CONFIGURATIONS

The Compare HTC Configurations screen can be used to identify differences between the
configuration settings in the system database and the field device that it represents. The
differences are displayed in the list on the screen. The browse button beside the Device Tag field
can be used to select a different device, for example if the compare is between a selected device
in the system database and a different field device that are of the same device type. This compare
tool can only identify differences. The onus will be for the user is to update and synchronize the 2
configurations if discrepancies are found.

Compare HTC Configurations — a
HTC = HTC L3
Tag [[Hrcot ] Tag [Hrcon |1 @
@ System DB O O System DB @ HTC Hardware
HTC # HTC #2
Name [ value Name [ value
_Setpoint 200 Setpoint 70
copnre % ciose 3

Figure 4-25 Compare HTC Configurations Screen
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4.11 COPY HTC CONFIGURATIONS

Clicking the Copy Configuration icon will display the “Copy Device Configuration” dialog box. Use
this dialog box to copy the configuration of an HTC to another HTC or to another group of HTCs.

The “Copy Device Configuration” may also be used to backup an HTC configuration to a database
template. You can then copy the template back to the HTC in the future as required. Once you

create a template, it can also be edited. The template includes all of the configuration information
such as Temperature, Temperature Alarm, Electrical, Alarm, Miscellaneous, and Drawing settings.

..
u IMPORTANT: You can only copy the configuration of an HTC to another if the destination
HTC is the same model and its firmware version is the same or higher. This applies to copying a
template to an HTC as well. nVent RAYCHEM Supervisor will only display a list of valid destination
HTCs when using the copy configuration function.

Copy Device Configuration O X
Copy Device To Template
Device
Tag | Mdnss| Port | DevineTyp:| Model | Finn...‘ 0
Template Selecti
<Enter a name for your templates
COMPARE
=D Bar

Figure 4-26 Copy Device Configuration Window

The Device Copy Configuration window allows you to perform the following:
Copy HTC to HTC

Copy HTC to Template

Copy Template to HTC

Edit Templates

4.11.1 COPYING DEVICE TO TEMPLATE
Use this when you want to save a copy of an HTC configuration to a template file for future use.

1. Select the Copy Device to Template operation.

2. Select an HTC in the Device Selection box. Use the Browse button to display the Device
selection window.

3. Inthe Template Selection box, type in the desired template name or select an existing
template.

4. Click the Start button to start the copy process.
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4.11.2 COPYING DEVICE TO DEVICE
Use this when you want to copy an HTC configuration directly to one or more HTCs.

1. Select the Copy Device to Device operation.

2. Selectan HTC in the Copy From Device Selection box. Use the Browse button to display the
Device selection window.

3. Inthe Copy To Device Selection box, use the Add button to add in an HTC. Use the Remove
button to remove an HTC from the list.

4. Click the Start button to start the copy process.

4.11.3 COPYING TEMPLATE TO DEVICE

Use this when you want to copy an HTC configuration that was previously saved as a template to
one or more HTCs.

1. Select the Copy Template to Device operation.

2. Select a Template from the Copy From Template Selection box.

3. Inthe Copy To Device Selection box, use the Add button to add in one or more HTCs. Use the
Remove button to remove an HTC from the list.

4. Click the Start button to start the copy process.

u IMPORTANT: The template name is not case sensitive.

4.11.4 EDITING A TEMPLATE

Once you create a template, you may edit it and save the changes to the same or to a different
template.

1. Select the Template operation.

2. Select atemplate.

3. Click the Edit button. The HTC Configuration window displays. You may edit the configuration
fields as you would for any HTC.

4. To save the configuration, click the OK button.

4.11.5 REMOVING A TEMPLATE

When you no longer require a template, you can remove it from the database.

1. Select the Template operation.

2. Select atemplate.

3. Click the Remove button. You will be prompted to confirm the operation. Click Yes to
continue with the deletion.

u IMPORTANT: Once you removed a template, it cannot be recovered. Before you remove a
template, make sure that it is safe to do so.
4.12 MISCELLANEOUS FEATURES

nVent RAYCHEM Supervisor provides many more features in addition to the core features. This
section describes these features in detail.

4.12.1 DEVICE DRAWINGS

You can associate any number of drawings with a device. You can then view these drawings with
the viewer you have specified.

Associate Drawing with a Device

Select a device. From the Device drop-down menu, select Drawings. The Device Drawings window
will display. Click the Add button to associate a drawing with the selected device. You should
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specify a type for the drawing so that you can identify a specific viewer that will display that type
of drawing. You can set up drawing types in the System Preference window (refer to “Specifying
Drawing Views,” which follows).

Device Drawings X
Device Tag I HTC-01 |
Device Type | wTe |
Drawing List

Drawing Type | Drawing Path |

CLOSE

Figure 4-27 Device Drawings

Add Device Drawing

Drawing Type

Drawing Path | @

MNote: For viewing from different PCs, drawings should be in a network shared folder.

Figure 4-28 Add Device Drawings
Specifying Drawing Viewers

You can specify a specific viewer for each type of drawing. Each nVent RAYCHEM Supervisor
Client has its own drawing viewer settings. The viewer should be installed at the local computer.

To specify a viewer, do the following:

1. Select Drawing Viewers from the Client drop-down menu. The Drawing Viewer Setup window

will display.

2. Select a drawing type and click the Set Viewer button. The Specify Drawing Viewer window
displays.

3. Give a descriptive name to your viewer, and specify the path in the details box beneath the
subject.

4. Click OK to save and exit.
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Drawing Viewer Setup O *

Drawing Type Viewer Name Viewer Path

Auto CAD Drawings

Use Windows File Association
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Figure 4-29 Drawing Viewer Setup Window

4.12.2 EMAIL NOTIFICATION

nVent RAYCHEM Supervisor may be configured to send out an email when an alarm occurs.
Before you decide to use to this feature, you must first ensure that an SMTP mail server is
available in your office or plant, as this is required for this feature to work.

If an SMTP mail server is available, you can proceed to set up a user account that may be used by
nVent RAYCHEM Supervisor. You do not have to set up a user account if your nVent RAYCHEM
Supervisor is sending email within the company’s intranet. If nVent RAYCHEM Supervisor is
required to send email outside the company’s intranet, then you will need a user account and
password. Contact your IT department for details.

To setup the SMTP Server settings in nVent RAYCHEM Supervisor, bring up the System Preference
window (refer to Section 3.5.1 “Setting System Preferences — General Settings”). Enter the SMTP
Server, SMPT user, and password fields that were given to you by your IT department. Save the
settings with the Apply or OK button.

To setup the Alarm Notification Email addresses, bring up the Alarm Notification window (refer to
Section 3.5.2 “Setting System Preferences — Alarm Email Notification Settings”). Follow the
instructions in Section 3.5.2 to add the appropriate email addresses.

4.12.3 AUTO ALARM ACKNOWLEDGEMENT

In some situations (such as during Plant startup), you may want to ignore alarm notifications from
nVent RAYCHEM Supervisor until the system is commissioned. You can have nVent RAYCHEM
Supervisor automatically acknowledge alarms for you so that you will not be bothered with Alarm
notifications. Enable the Auto Alarm Acknowledgement feature and enter the duration for this
feature to remain active. Refer to Section 3.5.3 “Setting System Preferences — Other Alarm
Settings” for details on how to set up Auto Alarms Acknowledgement.

4.12.4 STEAM OUTS

Steam out is a special feature in nVent RAYCHEM Supervisor that applies to HTC and HTC-direct
devices only. The Steam out feature raises the control setpoint of a device to a preset value for a
specified period of time. After the time has expired, the control setpoint is returned to its previous
value. This steam out period is preset by the user. Refer to Section 3.5.7 “Setting System
Preferences — Steam Out Settings” for details on how to set up for Steam outs.

Before you can set steam out parameters for an HTC or HTC-direct device, you must enable the
Steam out setting for the device. This setting can be found in the Device Properties - refer to
Section 4.12.7 “Device Properties” for more information.
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Once an HTC or HTC-direct device is enabled for Steam out, you can start a Steam out using the
Tools drop-down menu and selecting Steam out. Navigate the Device Selection tree and select the
device. Click the Click to steam out/reset checkbox to start. Once the steam out has started, you
can do a reset by clicking the Click to steam out/reset checkbox again. Resetting a steam out
returns the control setpoint of the HTC to the previous value. To close the Steam Out windows,
click the Close button.

nVent RAYCHEM Supervisor maintains a list of all the Steam outs currently running. You can view
or reset a steam out using the Current Steam out window. In the Client’s main window, use the
Tools drop-down menu and select the Current Steam Outs menu item. Choose the steam out you
want to reset and click on the Click to steam out/reset checkbox.

Steam out O X
r Navigation ———— - Steam out devices
By Line Equipment Number Confirm before executing CLOSE
El- EHT System = e o

i Line/Equipment Number A e ice Tag A
Line/Equipment Number B
- Line/Equipment Number C

« 2

Figure 4-30 Steam Out

4.12.5 USER MESSAGES

nVent RAYCHEM Supervisor supports a simple user messaging system that can send a warning
message to all users when it is about to shut down. A nVent RAYCHEM Supervisor user can also
send and receive messages to other nVent RAYCHEM Supervisor users. The user messaging
system provides the foundation for the User Reminders which is described in the section on
“Device Notes.”

To send a message to another user, use the View drop-down menu and select Message Window.
Once the Message Window is displayed, type your message in the Message box, select a user with
the Send to drop- down box. Finally, click the Send button to send to the message.

Note that the Send to drop-down box will display a list of users that are presently logged in.
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Figure 4-31 User Message Window

4.12.6 DEVICE NOTES

nVent RAYCHEM Supervisor allows you to create notes for each device such as a GCC or HTC.
Similar to alarms, each note is linked to a specific device. Each note has a status that indicates if it
is active or not. This status provides a way to organize and display them to the user. All notes that
are active require further attention, and all notes that are not active are considered closed.

u IMPORTANT: When you delete a device such as a GCC or an HTC, all notes linked to that GCC
or HTC are deleted as well.

Generally, all users may view and print notes. To create a new note, modify the active status, or
add comments to a note, the user must have Create Notes permission. To delete notes, a user
must have Delete Notes permission.

Creating a New Note

A note consists of:

A subject

Atag

The date time the note was created
The note creator’s user name

Note details

When you create a new note, nVent RAYCHEM Supervisor will automatically add the device tag, the
current date time, and your user name to the note. You must fill in the subject and note details.

To create a note, do the following:

1. Select a device then right click on the mouse to display a pop-up menu.

2. Select the Create Note option. The Create Device Note window displays (refer to Figure 4-32
Create a New Note).

3. Type in a subject for the note and fill in the details box beneath the subject. If you need to
send a Reminder to other users click the Reminder button.

4. Select the user to send the reminders to (for more information on User Reminders, refer to
“User Reminders,” which follows).

5. Click OK to save and exit.
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Device Tag | necazHTC |

Subject | | I

Details
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Figure 4-32 Create a New Note

User Reminders

User Reminders in nVent RAYCHEM Supervisor uses the functionality of both the User Messaging
system and Device Notes. User Reminders are useful in situations when you want to create a note
for several users, and you want to notify them immediately to read the note.

To accomplish this, you have to create a new note. Once you've completed your edits, click the
Reminders button and select the users that you want to remind. Finally, click the OK button to save
the note and send the reminders.

Once the note is saved, a reminder will be sent to the selected users. If the selected users are
currently logged in, the Message Window will pop up on their window immediately. If the selected
users are not logged in, the next time they log in, the Message Window will pop up immediately
and they will be notified to view the note.

After the user has viewed a reminder, the user should dismiss the reminder to remove it from the
database. If a reminder is not dismissed, then the user will be notified each time they log in.

Create Device Note X
Send A To
Davice Tag | necaHTCe | o
in
Subject I |
Details

Figure 4-33 Note Reminder Selection

Viewing a Note
Once you create a note, other users can view it and/or add comments to it.
To view a note

1. Bring up the notes list by clicking the View Notes tab.

2. Once the note list is displayed, double click on the note using the mouse to view it. In the list,
all notes linked to the currently selected device are displayed. The display will be blank if no
notes are linked to the particular device that is selected.

3. Right mouse click on the note you want to view to display a pop-up menu.
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4. Select the View option. The View Note window will display allowing you to update the active
status, add comments to the note, print the note, or create a new note.
5. To save your changes, click the OK button. To exit without saving, click the Cancel button

Removing a Note
You must have Delete Notes permission to delete notes.
To delete a note

1. Bring up the notes list by clicking the View Notes tab.

2. Select the note(s) to delete and right click on the mouse to display a pop-up menu (to select
multiple notes, use the Shift or Ctrl key and use the mouse to select multiple notes).

3. Select the Remove option — you will be prompted to confirm the deletion.

4. Click Yes to continue with the delete or Cancel to abort.

&/
u IMPORTANT: Once a note is removed, a new note could be manually added back by way of
importing Device Notes.

4.12.7 DEVICE PROPERTIES
The Device Properties window provides general and internal status information for a device.

The Plant documentation tab includes the plant documentation. The user can edit the Breaker
Panel, Breaker Number, Controller Panel and Controller Number for a device if the user owns the
lock for this device (Refer to Section 4.1 “nVent RAYCHEM Supervisor and Multi-user Access”).

In the Miscellaneous tab, the user can set the drawings, Device Priority, enable Steam out, and
change Device Communications settings. The user must own the lock before he/she can save the
changes.

The Device Communication Settings provide some flexibility for the Administrator to control the
behavior of how nVent RAYCHEM Supervisor communicates to field devices. These parameters
include the number of retries and the transmit delay. Under normal circumstances, the number of
retries and transmit delay already defined for each COM port is sufficient for most device
communications. However in some cases where wireless devices are used, these settings may
need to be modified. A unique combination of settings may be configured for each device.

Device Properties O *
PLANT DOCUMENTATION | MISC | COMMUNICATION SETTINGS |
Name | Value |
Tag NGC40-HTC -
Parent Tag NGC40-BRIDGE
Port
Address (CAN Network (D) 000065
Device Type NGC-40 HTC
Model NGC-40 HTC
Firmware 4.006.030
Installation Date 6/19/2020 6:25:49 PM
Communication Success 8880
Communication Failure 53
Communication Retry 63
Lock Status Locked by user admin on Client CAED1L8301
Alarm Scan Enable Yes J
D

Figure 4-34 Device Properties
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4.12.8 ADMINISTRATIVE TOOLS

The Administrative Tools contains a variety of useful functions, for example an administrator can
view which devices are currently locked and by whom, the list of currently logged in users, and all
devices that are currently offline. In addition there are system maintenance functions such as
setting all the devices in the system either Offline or Online, and importing plant documentation
from an Excel spreadsheet. Setting the EHT system Offline may be useful in situations when the
communication port needs to be free so that other applications can access them. This is because
nVent RAYCHEM Supervisor takes control of the communication ports while it runs in the
background as in a Windows Service. Unless the Service is shut down, Supervisor remains running
at all times. The Import plant documentation from an Excel spreadsheet may be useful when
working with Plant documentation. This allows you to create plant documentation with Excel then
import them into Supervisor.

Locked Devices

In the Client’s main window, use the Tools drop-down menu and select Administrative, then
Locked devices. The Locked Devices window displays and shows the currently locked devices.

Logged In Users

In the Client’s main window, use the Tools drop-down menu and select Administrative, then
Logged in users. The Logged in Users window displays and shows the list of users that are
presently logged in.

Set EHT System Offline and Online

If nVent RAYCHEM Supervisor is setup to connect to field device(s) via a COM port, this COM port
will be used by nVent RAYCHEM Supervisor and it will not be available for other applications until
nVent RAYCHEM Supervisor stops running. The Set EHT System Offline function will tell nVent
RAYCHEM Supervisor to release the COM port, by first setting all devices in the system to Offline.
The Set EHT System Online function will reverse this operation thus returning the devices back
Online. This eliminates the need to shut down nVent RAYCHEM Supervisor in situations where the
user lacks permission to stop a Windows Service or have access to the Parent Server computer
where nVent RAYCHEM Supervisor is currently running on.

In the Client's main window, use the Tools drop-down menu and select Administrative, then Set
EHT System Offline or Online. A confirmation prompt displays and you must confirm your action
before the operation is carried out.

Import Excel File

The Import Excel file will import plant documentation from a CSV file into nVent RAYCHEM
Supervisor.

In the Client’s main window, use the Tools drop-down menu and select Administrative, then Import
Excel File. The Import Excel file screen displays. Follow the on-screen instructions to complete the
import.

Excel Data Importes - o x

- e O 1®

Import

e casa o oo T35 rer—— |
[ ver Wete Existing Setsings

vewe  [EETTETETSTTUNN  STATUSLOGS | ERRORLOGS |

oingeam |

NGCAGBROGEWGC...  BOM
8 NGCAOBRIOGEWGC.. CAD Drawing

Figure 4-35 Import Excel Data Window
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Name

Description

DeviceTag This is the tag of the Circuit or device. This column MUST exist
since it is used as the key for matching the Excel data row to a
device in the nVent RAYCHEM Supervisor system database.

Location The name of the Location this DeviceTag is assigned to.

LineEquipNum’1

The name of the Line Equipment Number this DeviceTag is
assigned to. There can be up to 5 different Line Equipment
Numbers assigned to a DeviceTag.

LineEquipNum2

The name of the Line Equipment Number this DeviceTag is
assigned to. There can be up to 5 different Line Equipment
Numbers assigned to a DeviceTag.

LineEquipNum3

The name of the Line Equipment Number this DeviceTag is
assigned to. There can be up to 5 different Line Equipment
Numbers assigned to a DeviceTag.

LineEquipNum4

The name of the Line Equipment Number this DeviceTag is
assigned to. There can be up to 5 different Line Equipment
Numbers assigned to a DeviceTag.

LineEquipNum5

The name of the Line Equipment Number this DeviceTag is
assigned to. There can be up to 5 different Line Equipment
Numbers assigned to a DeviceTag.

ControllerPanel

The name of the Controller Panel this DeviceTag is assigned to.

ControllerPosition

The name of the Controller Position this DeviceTag is assigned to.

BreakerPanel The name of the Breaker Panel this DeviceTag is assigned to.

BreakerNumber The name of the Breaker Number this DeviceTag is assigned to.

DrawingType The name of the Drawing Type. If the Drawing type is blank, no
changes are made.

DrawingPath The path of the drawing including the name of the drawing file. If

the DrawingPath is empty, no changes are made.

SteamoutEnable

This option enables or disables steamout for this deviceTag. The
value can be Yes/No or True/False. If the SteamoutEnable is
empty, no changes are made.

DevicePriority

This option sets the device priority for this device Tag. The value
is a number from 0 to 7. If the DevicePriority is empty, no changes
are made.

IPAddress

This option sets the IP Address for this device Tag. The device
must have direct connection to the network such as a AC2000+,
NGC-40 Bridge, 920, etc. Valid IP Address has the format x.x.x.x
where x is a number from 0 to 255. If the IPAddress is empty, no
changes are made. To activate a new IPAddress, it is necessary
to set the device from Offline to Online or restarting the Master
Server.

As shown above, included in the file is the device's IP address - ‘IPAddress’. This simplifies the
process for updating multiple devices. Below is an example of the ‘Excel Data Importer’ window
with the IPAddress shown:
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Figure 4-36 Import Excel Data Window with IP Address

4.12.9 AUTOMATIC LOGOUT

The Client software is programmed to detect mouse or keyboard activity. A timer is set to
automatically log off the current user if there is no activity for a specific period of time. Once
mouse or keyboard activity is detected, the timer is reset and the interval restarts.

The default timeout is set for 30 minutes, and this may be changed by using the System menu
selection, choosing the Preferences..., then selecting the Miscellaneous tab and modifying the
“Auto Logout Interval” parameter. To disable the Auto Logout feature, set the time out interval to
zero. Note that this is a global parameter and applies to all users.

System Preferences - (m] X

GENERAL DRAWING TYPE ALARM - EMAIL  RUISHSIWIUGITEE  ALARM - OTHER | 4

Auto Logout Interval

System Temperature Unit

Log Communication Activities Option

Server Name

(< J<]

[] Enable Alarm Filter for NGC-40 Devices

Number of alarm scan intervals to filter by

D Disable retry on Modbus exception error 0xB

Figure 4-37 Auto Logout Interval Setting

If a specific computer always needs to be logged into the system (for example a monitoring
workstation in a control room), the Auto logout feature may be disabled by creating a user with the
appropriate permissions and disabling the “PerformAutoLogout” permission. This will cause the
Auto Logout to be ignored when the timer expires. It is highly recommended that only a restricted
set of permissions be allowed on any permanently connected user.
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User Account information 74

User Name | agmin |
Full Name | Administrator |
01d Password [ |
New Password | |
Confirm Password | |

i <=»

User Groups and Roles [[EET=TEERITE ALARM ACCESS PERMISSIONS |
Group Name | Role Name I .[ Setup System Preference { Import Data
( Setup Plant Documentation .[ Perform Copy Device Config
o Setup Scheduled Tasks o Install New Devices
o Transfer License o Run Config Loader
+ Backup System Database + Setup Trend Groups
< >

Figure 4-38 User Account Information Settings

4.12.10 DIAGNOSTIC FUNCTIONS

The Diagnostics options are intended for troubleshooting purposes. The options available are
logging of communication activities and alarm filter for NGC-40 Devices.

In the Client’s main window, use the Tools drop-down menu and select System Preferences, then
navigate to the Miscellaneous tab. The Diagnostic options can be accessed from this screen.

Log Communications Activities

This option enables the communications activities logging function in Supervisor.
Communications activities are saved to a file in the C:\temp folder of the Parent Server computer
(i.e. C:\temp\SupervisorCommLog.txt). The recorded data include a time stamp and the
communication messages used, which may consist of query messages sent from Supervisor, or
response messages received from field devices.

Example contents of the communications log file is shown below:
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Figure 4-39 - Communications Log sample

The data enclosed in RED contains the Device Tag followed by the Device Address. The data
enclosed in BLUE are the actual Modbus data, with (T) at the end identifying it as a Transmit
message and an (R) identifying it as a Response message. At the end of a Response message,
enclosed in GREEN, is the status of the operation, where two significant response times are
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included (measured in 1/10 of a millisecond). Response time #1 is the time when Supervisor
sends a Modbus request to the communication queue and a response is received. Response #2 is
not affected by the queue since Supervisor takes a measurement after the item is processed and
when data is sent and received. The number after the ' is the Transaction ID (in hexadecimal),
which increments for every Transmit / Receive pair. In the example shown, it took 160.0 and
109.55 mS to receive the response with no errors. A more detailed explanation of Modbus
messages can be found within the Modbus maps of field devices.

.'
u IMPORTANT: New data is always being appended to the communications log file, therefore,
in order to limit the size of the file, only the first 120 bytes of data per message will be saved. The
system will create a new log file if it's missing. Communications activities logging settings are
reset if either Supervisor, or the computer it's running on, are restarted. The logger will run for a
maximum of 5 consecutive days before automatically being disabled. If additional logging is
required, the user will be required to restart it manually.

System Preferences - o X
GENERAL DRAWING TYPE ALARM - EMAIL II :EE:::: i: E ALARM - OTHER | dir
Auto Logout Interval (50 [ minses
e
Lo ommncten st Ot T —

[[] Enable Atarm Filter for NGC-40 Devices
[T] pisable retry on Modbus exception error 0xB

Figure 4-40 System Preferences - Miscellaneous Tab

There are 3 Log options available. None, Log All and Log by Server.
Log Option Action

None This option disables the Communication Activities Logger, and is the
default mode.

Log All This option enables the Communication Activities Logger. This option
applies to all Supervisor Server including the Parent Server and any Child
Servers.

Log by Server | This option enables the Communication Activities Logger to be active only
on the selected Supervisor Server.

Enable Alarm Filter for NGC-40 Devices:

The Alarm Filter option for NGC-40 Devices are specific to NGC-40 systems. If this option is
enabled, nVent RAYCHEM Supervisor will allow Device Communication Failure alarms to occur for
a period of time before they are reported as alarms. The purpose is to filter out Device
Communication failure alarms that occurs momentarily and is reset automatically shortly after.
Due to the nature of these alarms they do not affect the operation of the Heat trace system. If this
type of alarm is a nuisance in your heat trace system, you can explore this option further.

4.12.11 COMMON ALARM OUTPUT

The Common Alarm Output feature provides remote alarm annunciation through nvVent RAYCHEM
Supervisor. One or more Remote Output modules are required for turning On/Off relays that are
connected to annunciator panels. The Remote Output module must support the Modbus
communications protocol.
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The Common Alarm Output Configuration includes a set of screens to allow a nVent RAYCHEM
Supervisor administrator to setup the Common Alarm Outputs for their system. When the user
selects the Common Alarm Output Configuration menu, the following screen is displayed.

Common Alarm Output Settings - (u] X
F”":""'T Ahmonaml Plant Group | Alarm Type(s) [wmuwu] m-mal Alarm Mode | Emai
atput
Output #2 = Al Any alarm AdamiO_1 1 Steady
Output #3 2 Engineering Comm failureGrou.. Adaml0_1 1 Toggle joee.aby|
Output #4
Output #5 23 Al Any alarm None 1 Disable
Output #6 24 Al Any alarm None 1 Disable
Outpan #7, 25 Al Any alarm None 1 Disable
Output #8
Output #9 26 Al Any alarm None 1 Disable
Output #10 27 Al Any alarm None 1 Disable
Output #11 . z
Output #12 28 Al Any alarm None 1 Disable
Output #13 29 Al Any alarm None 1 Disable
Output #14 210 Al Any alarm None 1 Disable
Output 15
Output #16 M Al Any alarm None 1 Disable
12 Al Any alarm None 1 Disable
213 Al Any alarm None 1 Disable
14 Al Any alarm None 1 Disable
215 Al Any alarm None 1 Disable
216 Al Any alarm None 1 Disable
< | 2
RESET ALLOUTPUTS JRDISABLE ALL OUTPUTS [ ok X canca ]}

Figure 4-41 Common Alarm Output Configuration

On this screen, the user can setup any one of the 16 alarm outputs. By selecting an Alarm Output
on the Alarm Outputs Tree, the screen is updated to allow changes to each individual field for a
Common Alarm Output.

Common Alarm Output Settings - o X
a8 "':""' AhmOutpm| Plant Group Alarm Type(s) ConImnAhmModuhl ch.mdl Alarm Mode Emai
utput #1
Output #2 =1 Al Any alarm Adami0_1 1 Steady
Output #3 22 Engineering Comm failureGrou...  AdamiO_1 1 Toggle joee.ab.s
Output #4
Output #5 23 Al Any alarm None 1 Disable
Output #6 24 Al Any alarm None 1 Disable
Output #7 P Al Any alarm None 1 Disable
Output #8
Output £9 26 All Any alarm None 1 Disable
Output #10 27 All Any alarm None 1 Disable
Output #11 -
kg 2 28 Al Any alarm None 1 Disable
Output #13 # Al Any alarm None 1 Disable
Output #14 #10 Al Any alarm None 1 Disable
Output #15
Output £16 = Al Any alarm None 1 Disable
#12 Al Any alarm None 1 Disable
13 All Any alarm None 1 Disable
214 Al Any alarm None 1 Disable
215 Al Any alarm None 1 Disable
#16 Al Any alarm None 1 Disable
< | 2
RESET ALLOUTPUTS JRDISABLE ALL OUTPUTS [ ok X cance ]

Figure 4-42 Common Alarm Output Configuration for Individual Alarm Output
For each Common Alarm Output, the following fields are relevant.

v Plant Group (Filtering alarms from devices belonging to a specific Plant Group)

Alarm Types (Type of alarms that will activates a Common Alarm Output)

Common Alarm Module (Associate an Output Module Type used for a Common Alarm Output)
Channel (Output Module Type Channel used for a Common Alarm Output)

Alarm Mode (Steady or Toggle Mode)

Toggle Duration (Duration used with Alarm Mode set for Toggle)

Email Address (Email notification when a Common Alarm Output is activated)

AN N NI RN

Most of these fields are self-explanatory; however the Common Alarm Module may need further
explanation. Instead of using devices such as what is currently used with the Load Shedding
feature, we use a more flexible scheme. This scheme allows the user to define as many Common

nVent.com/RAYCHEM | 76



Alarm Module as they need, with each Common Alarm Module associated with a predefined
Output Module. The Output Module contains the hardware related information. This is simply the
Output Module Type and Communication Settings such as COM port and/or a Modbus address
associated with the Output Module. Currently nVent RAYCHEM Supervisor supports 2 Output
Module types; this includes the MoniTrace RMC and ADAM 4000 Series Output Modules. Each
Common Alarm Module has a name which is user defined. Therefore if there are several RMCs
and/or ADAM Output Modules used, each will have its own name and they can be referenced by
the Common Alarm Outputs.

Manage Common Alarm Modules

@ D

EDIT

Communication Port
Modbus Address
Relay Output

C: Alarm Module
Adami0_1 Name Settings
RMC 21 - Control Room Output Module RMC #1 - Control ...

comi
50
Normally Open

Figure 4-42a Manage Common Alarm Modules Window

To edit the Alarm Types or Common Alarm Module fields, click on the Edit button on that field.

Edit Common Alarm Medule X
Identification
Name RMC #1 - Control Room
Output Module
Name [ rmc
Relay Output I Normally Open
o
@ serial
COM Port [ comn N4
() EtherNet
IP Address | |
el a—

Figure 4-42b Edit Common Alarm Module
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Test Commeon Alarm Module X
Commen Alarm Module
Name RMC #1 - Comrol Room
Output Module
onens [ ™
oy Ot
pont
Modbus Addrass
Output Module Relay Status
Status IE‘
Communication Success El
Communication Failures (E|
SET RELAY ON SET RELAY OFF

A Test function is available to test the Common Alarms Module if it's on-line to verify its operation.

Figure 4-42c Test Common Alarm Module

The user can view the Common Alarm Output Status anytime by using Tools pull down menu in
the nVent RAYCHEM SupervisorClient main screen.

Common Al Output Status - o x
- HROUD | Moem Ot Sute | Last Actwaton Time (Outputset 1o At stae) |
7
owparz |1 1o Al S1te (Comm | Satwday, e 20 2020, 44636 PM
oupass | —
Oupa #4
Output 45 = NatUsed
owpass |8 Nt e
ownas? |
“ s N e
Ouput #9 = et Used
Outpus #10 o Nt Used
owpa 11
b Netusea
owpar | # Nerusea
owpa st | o e
oupa #15
owpanre |1 et Used
m Netsea
o N Uses
e Netsea
s Nt sea
e et e
Last Update Time: 45616 Pl -«

Figure 4-43 Common Alarm Output Status

The details of each Alarm Output can be viewed by selecting a Common Alarm Output in the Alarm
Output tree.

Comman Alarm Output Status - o x
5w Oty
Ouga #1
Prant Grop S—
Outpt 43 =
Outpet 4 Aorm Types Commomications Fasure Grouns Fac Graund Faut TrpHs
Outpat 45
s Camman Alsrm Mosle Adamio.1
Outut #7 rama 1
Output 48
pomaiin Asrm Moda Teggle s
Ovgut 0% Eman Addross joes ab com
Outgut 411
Outper 412
oupur #13
Outpat 414
Name Ruc
Outpt 415
Ouput 116 Pon cows
Madus Address ©
Rtay Ot Nomaby Open
Statun
Name. [ Vove  ~
Sute. Noemal
The time starmp when s cutpet wes set 1o ALARM state
The time stamp when this cutpet retmed o NORMAL state
The name of thesiarm tha riggered the cutput 10 ALKRM sate
The time stame of the olarm tha ggered the cutp 10 ALARM
The value of the aarm tht rggered the cutput 10 ALARM state
The Device Tag ofthesiaem tha iggered the cutp 10 ALARM
Pt e e e e =
Last Updesa Time: 45816 PM ear

Figure 4-44 Common Alarm Output Status with Alarm Output Details
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Section 5 — ALARM SCANNER

At all times during nVent RAYCHEM Supervisor operation (either foreground or background
operation), the alarm scanner continuously monitors for any alarm that may appear in any device
installed in the system. If a new alarm is detected, a warning window will pop up in the upper right
corner of the window indicating how many new (unacknowledged) alarms or warnings are present
in the system.

EHT System --- Unacknowledged Alarms
| —

17 Alarms 1601

Figure 5-1 Alarm Warning Window

If the Beep on Alarms checkbox is selected in the System Configuration, the computer will
continuously beep until all new alarms are either reset or acknowledged. If you click the Silence
button, it will suspend the beeping until the next new alarm or warning is detected.

Clicking the Details button will display details regarding the new alarms that have been detected.

EHT System --- Unacknowledged Alarms

17 Alarms 1601

HTCO1 6/20/20.. | Warning i‘

6/20/20...

Limiter Comm Failure
HTC-01 Contactor Cycle Count | 50

1006 0

Warning
HTC-01
HTC-01
HTC-01
HTC-01

High Resistance Warning

EEROM Data Failure - Warning
Low Resistance 060 - | Warning
Switch Failure - | Warning

HTC-01 2500 W - | Wamning

Warning ;I

Power Limiting

HTC-01 Protection Trip 6/20/20

Figure 5-2 Detailed Alarm Warning Window

The alarms are displayed in reverse chronological order, as they are received. Clicking a column
heading (GCC Tag, HTC Tag, etc.) will sort the information alphanumerically.

To acknowledge or reset an alarm, click the desired alarm and press the right mouse button. This
will pop up an action box that will allow you to acknowledge or reset the alarm (or warning). As in
Windows, if you click the top alarm, hold the Shift key down and click the last alarm, all the alarms
will be highlighted. Clicking the right mouse button will give you the option of resetting or
acknowledging all of the selected alarms.

Once you have acknowledged an alarm, it is removed from the list and placed in the alarm
queue (Refer to Section 4.5, “View Alarms Window"). Once all of the alarms are either reset or
acknowledged, the window will disappear, and reappear the next time a new alarm is detected.
If the alarm is reset, it is removed from both the unacknowledged alarm list as well as the
alarm queue.
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5.1 SHOW PLANT DOCUMENTATION OPTION

5.2 VIEWING HISTORY LOGS

The Alarm Warning Window can display the Plant documentation along with each alarm.

The Plant documentation is the Location, Line Equipment Number, Controller Panel or Breaker
Panel of the alarming device. Click on the drop down portion of the Details button to bring up the
plant documentation selection menu. Once selected, a column containing the plant documentation
is displayed.

EHT System --- Unacknowledged Alarms

17 Alarms 1601

Breaker Panel
Default Breaker Panel HTC-01 Limiter Comm Failure

Default Breaker Panel HTC-01 Contactor Cycle Count | 50
Default Breaker Panel HTC-01 ig i e 100.6 0
Default Breaker Panel HTC-01

Default Breaker Panel HTC-01 Low Resistance

Default Breaker Panel HTC-01 Switch Failure

Default Breaker Panel HTC-01 Power Limiting 2500w

Figure 5-3 Detailed Alarm Warning Window with Breaker Panel

— History Logger

The History Logger runs in the background while nVent RAYCHEM Supervisor servers are
operating. Alarm, Warning, Administrative, and System activities are passed to the History Logger
for storage in the system'’s database.

The maximum number of log records that will be stored is user configurable, and the default is set
at 3000. When this limit is reached, the oldest records can be either overwritten by the latest data
or saved to a compressed archive file depending on the system preference settings. The user can
view either the current logs in the database, or the archived logs.

To view history logs, use the System drop-down menu and select View History Logs, then select
Current Logs. By default, the history logs are sorted based on date and time. You may click a
column header to sort the data on that column.

The History Log window does not refresh automatically. Use the Refresh button to refresh the
display if new alarms and warnings have arrived.

You can resize the History Log window to fit your desktop. To resize the window, use the mouse
and click the bottom right corner of the window and drag it to the desired dimension.
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Current History Logs — O X
Current History Logs
Description | Value | Setting ‘ Device Tag Date Time ‘ Status |

TS 1 Failure GCCTEST\HTC-19  6/20/20202:. New ﬁ‘
Low Load Current 0.0A 1.0A GCCTEST\HTC-19  6/20/20202:..  New

High Load Current 0.0A 6.0 A GCCTEST\HTC-19 6/20/2020 2:... MNew
Control TS Failure GCCTEST\HTC-19  6/20/20202:..  New

High Ground Fault Current 0mA B0 mA GCCTESTV\HTC-19 6/20/20202:...  MNew

Low Voltage ov aov GCCTEST\HTC-19  6/20/20202:..  New

High Voltage owv 280V GCCTEST\HTC-19 6/20/2020 2:...  MNew
Ground Fault Current Trip 0 mA B0 mA GCCTESTV\HTC-19 6/20/20202:... MNew

Switch Failure GCCTEST\HTC-19  6/20/20202:..  New

HTC Reset GCCTEST\HTC-19 B/20/2020 2:... MNew
Overcurrent Trip GCCTEST\HTC-19 6/20/2020 2.  MNew

: | of

EPOI .i-=ii-=\ri. CLOSE

Figure 5-4 Current History Logs

To exit the History Log window, click the Close button.

To view Archived History Logs, use the System drop-down menu, and select View History Logs,
then select Archived Logs. Use the archived log drop down box and select an Archived History log

to view.
Archived History Logs - [m} *
Please Choose a File to Views=|
Archived History Logs
Description | Value ‘ Setting | Device Tag Date Time | Status ‘ User
. B
acC»

Figure 5-5 Archived History Logs

5.3 SETTING HISTORY LOGS ARCHIVING OPTIONS

You can set the maximum number of history log records that the system keeps in its database.
When the maximum number is reached, you can decide whether to overwrite the oldest records, or
to archive them to a file. If you choose to archive the oldest records, you can set the percentage of
records to archive, and the maximum number of archive files that you want to keep.

For details on history log settings, please refer to Section 3.5.4 “History Log Settings.”
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Section 6 — SECURITY

6.1 OVERVIEW

Multi-level, user configurable security is an integral part of nVent RAYCHEM Supervisor. This
section describes the basic theory behind the nVent RAYCHEM Supervisor Security system and the
relationships between plant Groups, Roles and Users.

nVent RAYCHEM Supervisor’s security is based on plant Groups, Users, and Roles.
Users identify the people that will be using nVent RAYCHEM Supervisor.

Roles define a set of permissions that allow or disallow a user access to certain nVent RAYCHEM
Supervisor functions.

Groups allow one or more devices to be combined together in a logical group. This would normally
be used to divide a plant’s operations into functional areas, allowing only information and devices
that are relevant to the current user to be displayed. Group along with Role defines the access
permission for a user.

« Functional area’s within a plant. Permissions

Distillation unit, Coker Unit.

Roles define a set of permissions o0 H"'{ *Add/Remove Device, Run batches

that allow or disallow a user access

: Device § =
to certain Raychem Supervisor Permission { *Configure/Monitoring Devices

functions.
. . s 2 sAffect system wide functions. New
) UsersAldentlfy the people ‘thm will N siaer users, plant documentation, scheduled
be using Raychem Supervisor Permissions tasks

There are three types of permissions: user, system and device. The system and device
permissions are defined as part of a user’s Role. The user permission is defined for a user.

User permissions are assigned to a specific user, and users have their own set of user
permissions. User permissions affect system-wide functions. These include permissions to: Setup
System Preferences, Roles/Users/Plant Documentation, Scheduled Tasks, Transfer Licenses,
Backup the System Database, Import Data, Copy Device Configurations, Install New Devices, Run
the Configuration Loader, Setup Trend Groups, Setup Batches/Recipes, Steam Out Devices, and
Setup Servers.

System and Device permissions are Role based. Roles are used in combination with a plant Group
and User. For example, a user is assigned a particular Role for a particular Group. This user’s
accessibility to devices in this Group is based on the assigned Role.

System Permissions controls the following nVent RAYCHEM Supervisor functions: Replace Device,
Remove Device, and Run Batches.

Device Permissions controls the following nVent RAYCHEM Supervisor functions: Configure
Device, Change Device Configuration, Edit Device Tag, Perform Device Maintenance, Set Device
Date/Time, Perform Device Compare, Change Limiter Parameters, Reset Limiter Alarms, Delete
Note, Create Note, and Unlock Devices.

In a typical plant, workers have unique skill sets each having their areas of responsibility. For
example: Operators, Engineers, Electricians, Technicians, Managers, etc. In nVent RAYCHEM
Supervisor, roles, users and groups are used to represent the plant hierarchy. Groups sub-divide
the user’s work boundary and roles determine what a user can or cannot do. Groups, roles, and
users are the building blocks that define security in nVent RAYCHEM Supervisor.

The basic concept behind the use of groups, users, and roles is quite simple. Given a specific
device in a plant, various users may need a different level of access to the device (for example,
some users should be allowed to change settings, while others should only be allowed access to
view settings).
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To accomplish this, we can create different roles and assign each user a role in that particular
group. As an example:

For Group #1, User A is assigned a Technician role, User B is assigned an Engineering role, and
User C is assigned a Manager role. Each user will have a different level of access to any devices
assigned to Group #1, since each of their roles is different.

When a device such as a GCC, NGC-UIT, or HTC is installed, it will be automatically assigned to the
Default Group by nVent RAYCHEM Supervisor. The Default Group is a place holder for all new
devices. Any device in the Default Group inherits full System and Device permissions, and will be
accessible to all users.

In order to restrict access to some of these devices, you must create a new Group and move the
devices into it. For each user that needs access to these devices, assign them a role in this new
plant Group that will give them the desired permissions. Finally, remove these devices from the
Default Group.

If the devices are not removed from the Default Group, then they will belong to multiple groups. In
this case, the default group permissions will override the permissions of the other group(s). This
will void the security mechanism, since all users have full access to devices in the default group. If
the devices are removed from the Default group, then only users assigned to the new group will be
able to access these devices (i.e.: another user will not be able to see them on the selection
window).

..
u IMPORTANT: There are no restrictions on the number of plant Groups and Roles allowed in
nVent RAYCHEM Supervisor. Many different combinations can be created and used, however over-
using them can create a complex system which is difficult to maintain. It is highly recommended
that the nVent RAYCHEM Supervisor Administrator perform adequate system planning before
implementing their security hierarchy. Planning ahead will help create a robust foundation for
future upgrades and maintenance. (Refer to Section 3.1 “Planning Your System”).

&/
u IMPORTANT: A device can belong to more than one Group. The effective permissions for
devices belonging to more than one Group are the sum of the permissions for all those Groups.

u IMPORTANT: All devices in the Default Group will have full System and Device permissions.

Therefore, any devices that are assigned specifically to a Group must also be removed from the
Default Group.
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6.2 SETTING UP ROLES

Before you can set up roles, you must have user permission to Setup Roles/Users/Plant
Documentation.

Set Up Roles — O

X

Role List

Name Description

Default Role This is the default role

Electrician

Manager

q HE
= =
-

Figure 6-1 Set Up Roles

6.2.1 ADDING A NEW ROLE
To add a new role, do the following:

1. Inthe Client's main window, use the Security drop-down menu and select Roles.

2. Once the Set up Roles window is displayed, click the Add Role button.

3. Inthe Add a New Role window, enter the role name and its description. Note that the
maximum length for the role name is 20 characters, and the maximum length for the role
description is 50 characters.

4. Edit the System and Device permissions.

5. When you have completed your edits, click OK to save and exit.
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Add Role *

Role Name

Role Description

SyEqpa i DTS DEVICE PERMISSIONS

D Remaove Devices
D Replace Devices
D Run Batches

Figure 6-2 Add a New Role

6.2.2 EDITING A ROLE
To edit a role, do the following:

1. Inthe Client's main window, use the Security drop-down menu and select Roles.

2. Once the Set up Roles window is displayed, click the Edit Role button.

3. Using the Edit Role window, edit the role name, description, System permissions, or Device
permissions.

4. When you have completed your edits, click OK to save and exit.

Edit Role *

Role Name

| Electrician |

Rele Description

| Electrician Role Definition |

Syapat Balant sl ) DEVICE PERMISSIONS

Remaove Devices
Replace Devices
Run Batches

Figure 6-3 Edit Role
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6.3 SETTING UP GROUPS

6.2.3 DELETING A ROLE
To delete a role, do the following:

1. Inthe Client's main window, use the Security drop-down menu and select Roles.

2. Once the Set up Roles window is displayed, click the Remove Role button.

3. When you are prompted to confirm the removal, click Yes to remove the role,
otherwise click No.

-
u IMPORTANT: The Default Role cannot be deleted.

Before you can set up users, you must have user permission to Setup Roles/Users/Plant
Documentation.

6.3.1 ADDING A NEW GROUP
To add a new group, do the following:

1. Inthe Client's main window, use the System drop-down menu and select Plant
Documentation, then Group.

2. From the Configure Group window, click the Add Group button. The Add a New Group window
is displayed.

3. From the Add a New Group window, fill in the group name and description. The maximum
length for the group name is 50 characters. The maximum length for the description is 50
characters.

4. When you have completed your edits, click OK to save and exit.

Add Group X

Group Name

Group Description

Figure 6-4 Adding a New Group

6.3.2 EDITING A GROUP
To edit a group:

1. Inthe Client's main window, use the System drop-down menu and select Plant
Documentation, then Group. Once the Configure Group window is displayed, click the Edit
Group button.

2. From the Edit Group window, edit the group name and description.

3. When you have completed your edits, click OK to save and exit.
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Edit Group

Group Name

I Electrical Shop

Group Description

Electrical Shop Area

Figure 6-5 Editing a Group

6.3.3 REMOVING A GROUP

To remove a group:

1. Inthe Client's main window, use the System drop-down menu and select Plant
Documentation, then Group. Once the Configure Group window is displayed, click the
Remove Group button.

2. When prompted to confirm the removal, click Yes to remove the Group, otherwise click No.

&/
u IMPORTANT: If you are deleting a Group and this Group has been assigned to Trend Groups
or Batches (i.e.: Group specific Trend Group and Batches), devices assigned to this Group will be
removed from those Trend Groups and Batches as well.

6.3.4 ASSIGNING DEVICES TO A GROUP

To assign devices to a group:

1. Inthe Client's main window, use the System drop-down menu and select Plant

Documentation, then Group.

2. Once the Configure Group window is displayed, click the Assign Devices button.
3. From the Assign Devices to Group window, add and/or remove devices.
4.  When you have completed your edits, click OK to save and exit.

Assign deviees to groups Electrieal Shop
UnAssigned Davice List

Device Tag | Device Type ‘ Address
\GCCTEST\HTC 36 HTC 54 ﬂ
\GCCTESTHTC34 HTC 52
\GCCTEST 6ee 1
\GCCTEST\HTC-38 HTC 56
\GCCTESTIHTCOC HTC 12
\GCCTEST\HTC28 HTC 43
\GCCTESTHTC27 HTC 39
\UIT2TESTUD 9 CRCUT 9
\GCCTESTHTC40 HTC 64
\GCCTEST\HTC3C HTC 60
\UIT2TESTVD 46 CRCUT 46 El
. o

a X
Assigned Device List
Device Tag | Device Type ‘ Address
\NGC40-ERIDGE\NGC4. NGC4010 000066
\NGC40-BRIDGE\NGC4. NGC-40H.. 000065
\NGC40-ERIDGE\NGC4. NGC-40S.. 000068
\NGC40-BRIDGE\NGC4. NGC-403-.. 000067
K1} J—

Figure 6-6 Assign Devices to Group

6.3.5 ADDING USERS TO A GROUP

To add users to a group:
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1. Inthe Client's main window, use the System drop-down menu and select Plant
Documentation, then Group. Once the Configure Group window is displayed, click the Assign
Users button.

2. From the Add Users to Group window, add and/or remove users.

3. When you have completed your edits, click OK to save and exit.

Add Users to Group x

Group: Electrical Shop

Usars and Roles
Please Select User and User Role ————————————
User Name I Role Name I
Users User Roles S | admin Default Role

u ISeIL‘ct a User Role H

Figure 6-7 Add Users to Group

6.4 SETTING UP USERS

Before you can set up users, you must have permission to Setup Roles/Users/Plant

Documentation.
Set Up User - O x
User List
Name Full Name
admin Administrator
joee joe electrician
paul-m paul manager
EXIT
User Groups and Roles A0 VA0 AL ARM ACCESS PERMISSIONS |
Group Name Role Ni || 3¢ Setup System Preference W Import
Engineering Electrician }( Setup Plant Documentation }( Perforr
¥ Setup Scheduled Tasks W Install
7 Transfer License ¥ Run Co
K Backup System Database Ksetup'
< > £ >

Figure 6-8 Setup Users
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6.4.1 ADDING A NEW USER
To add a new user:

1. Inthe Client's main window, use the Security drop-down menu and select Users.

2. Once the Set up User window is displayed, click the Add User button.

3. From the Add a New User window, fill in the user name, Full name, and password fields. The
maximum length for the user name is 15 characters. The maximum length for the full name is
30 characters. The maximum length for the password is 15 characters.

4. Edit the user's permission levels.

5. Select Group and User Role. When you have completed your edits, click the OK to save and
exit

&/
u IMPORTANT: The user name is case sensitive (i.e.: “JOE-M", “Joe-M", or “joe-m” refer to
different users).

&/
u IMPORTANT: All users have access to the Default Group, and all users have full permission
for devices in the Default group.

Add a Mew User X
User Name | | [ S UESLIE) ALARM ACCESS PERMISSIONS |
D Setup System Preference D Import Data
Full N.
ull Name | | Dsmup Plant Documentation D Perform Copy Device (
DSctup Scheduled Tasks DlnslaHNr_‘w Devices
P rd
asswo | | DTransfer License D Run Config Loader
DBa:kup System Database DSctupTrcnd Groups
Confirm Password | |
< >

User Groups and Roles

Please Select Group and User Role Group Name Role Name ‘

Groups User Roles

Select a Group IScIch a User Role

Figure 6-9 Add a New User

6.4.2 EDITING A USER
To edit a user:

1. Inthe Client's main window, use the Security drop-down menu and select Users.

2. Once the Set up User window is displayed, select the user to edit then click the Edit User
button.

3. From the Edit User window, edit the user name, Full name, password, update the user
permissions, and/or user Groups and Roles. To edit the password, you must check the Reset
Password option.

4.  When you have completed your edits, click the OK to save and exit.
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Edit User

X

User Name [ioe—e] | TET RSN ALARM ACCESS PERMISSIONS |
Dsmupsyswm Preference D Import Data

Full N: j lectrici

ull Name | Joe electrician I Dsmup Plant Documentation D Perform Copy Device C

DSctupSchcdulcd Tasks D Install New Devices

Pas: rd

swo | I D Transfer License D Run Config Loader

D Backup System Database D Setup Trend Groups

Confirm Password | I
£ >

D Reset Password

User Groups and Roles
Please Select Group and User Role

Group Name Role Name

Engineering Electrician
Groups User Roles

Select a Group |Se\ec1 a User Role

Figure 6-10 Edit User

6.4.3 REMOVING A USER

To remove a user:

1. Inthe Client's main window, use the Security drop-down menu and select Users.

2. Once the Set up User window is displayed, select the user to Remove then click the Remove
User button.

3.

When prompted to confirm the removal, click Yes to remove the user, otherwise click No.
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Section 7 — REPORTS

nVent RAYCHEM Supervisor supports numerous printed reports that you can access from the top
menu selections or from individual windows.

7.1 PRINTING EHT SYSTEM REPORTS

The System drop-down menu includes a Reports menu that allows you to print different system
reports as shown in Figure 7-1.

I Raychem Supenvisor

Ele  System Cliemt  Device Aom  Secuity  Toois [TUSUURl View  Langusge Help B —
= ~ Roles v 1
| °
oy User - Summary
User - Group Roles

T — T s

e =~
T e
® # cccTesT Communication Setup.
= B NGC40-BRIDGE Group - Summary
¥ NGC40-HTC Group - Devices
W NGC40-HTC3-123 Siowp > \edes.
) NGC40-10-12 Line/Equipment Number - Summary
M NGCA0-SUM1234 Line/Equipment Number - Devices.
& urraresT Controller Panel - Summary
e
(GCC/MTC Configurations »
Al NGC-40 Bridge Confguratians
T I
o
o e

Figure 7-1 System Reports

Roles

The Roles report prints all of the roles and their permissions as defined in the system.
User — Summary

The User — Summary report prints all of the users defined in the system. Only user names and user
full names are printed.

User — Group Role

The User — Group Role report prints all of the system users and their roles in the various groups.
User — Permissions

The User — Permissions report prints all of the users and their permission settings.

Location — Summary

The Location — Summary report prints all of the plant locations and their descriptions.

Location — Devices

The Location — Devices report prints a list of all devices and their locations.

Communications Setup

The Communications Setup report prints the setup for the serial ports (COM ports) that are used
to communicate with field devices. The report includes port configuration details for each Server
computer.

Group — Summary

The Group — Summary report prints all of the groups and their descriptions.
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Group — Devices
The Group — Devices report prints a list of all of the groups and the devices that belong to them.
Group - Users

The Group — Users report prints all of the groups, along with the users and roles that have been
assigned to them.

Line/Equipment Number - Summary

The Line/Equipment Number — Summary report prints all of the Line/Equipment numbers and their
descriptions.

Line/Equipment Number - Devices

The Line/Equipment Number — Devices report prints all of the Line/Equipment numbers and the
devices that have been assigned to them.

Controller Panel — Summary

The Controller Panel — Summary report prints a list of all of the controller panels and their
descriptions.

Controller Panel — Devices

The Controller Panel — Devices report prints all of the controller panels and the devices that belong
to them.

All GCC Configurations

This selection will print a configuration report for each installed GCC. If you want to print the
configuration for a specific GCC, use the GCC Reports feature found in the Device menu (see
Section 7.2).

All HTC Configurations

This selection will print a configuration report for each HTC installed in the system. Note that in a
system with a large installed base of HTCs, this report may be very large. If you want to print
the configuration for a specific HTC, use the HTC Reports feature found in the Device menu
(see Section 7.3).
7.2 PRINTING GCC REPORTS

GCC reports can be accessed as shown in Figure 7-2 GCC Active Alarms and Figure 7-3 GCC
Configuration.

Active Alarms
This report will print the active alarms for the particular GCC selected.
Children Active Alarms

This report prints the active alarms for all of the HTCs installed on the selected GCC.
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Bl Raychem Supervisor
File  System  Client  Dovice

AddDevice Configure  Moniio

Alarm  Security

@ K B & s

Drawings Copy Config

Tools  Reports
]

View by Device

q‘ VIEW DEVICE

View  Language  Help

Hre Compare

HTC|  setGec Time
HTC Report Children Configurations

Configure
HTC!
e
HTE Report Children Active Alarms
e Report Children All Active Alarms
Report Device Configuration
HTe Report Device Notes
HTC
Hrg)  Dravinge
Create Note
HTC ~ EditTag

HTC. Unlock Device
HTC Change Communications

Hrg|  Remeve
Set Offline
HTC
Set Online
HTC/
wrc  Properties

HTC-14
HTC-15
HTC-16
HTC-17

b b B B B B B B B B B B B B B B B B B B N Y
3
a

Figure 7-2 GCC Active Alarms Menu

Configuration

VIEW ALARMS \
B4 EHT System || oevice priority Device Tag
-4 (More Devices)
54 6CCTES urc

This report prints the configuration information for the selected GCC. (In the GCC configuration
window, click Print Report).

Installed HTCs

This report will print a list of all of the HTCs installed on the selected GCC. (In the GCC
configuration window, click Installed HTCs).

Configure GCC X
GCC CONFIGURATION
Tag EEE
Model [acz000+ | PRINT REPORT
Firmware Version  1.43 |

ACTIVE ALARMS

PROPERTIES INSTALLED HTCS

| GLOBAL ALARM PRIORITIES | CONTACTINPUTS | LOAD SHEDDING | MISCELLANEOUS |

GCC Reset

Alarm Queue 80% Full
Alarm Queue 100% Full
Configuration Lost

Clock Battery Failed

Alarm Setup

Enabled . Warning
[[] Enabiea [l Warning
[] enatiea [l warning
Enabled . Warning
D Enabled . Warning

.In I. PRINTER | PORT CARRIER | PORT OFFLINE

Lok J canca R arety ]

Figure 7-3 GCC Configuration
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7.3 PRINTING HTC REPORTS

HTC reports can be accessed as shown in Figure 7-4 HTC Active Alarms Menu and Figure 7-5 HTC
Configuration.

Active Alarms
This report will print any active alarms for the selected HTC.
Configuration

This report will print detailed configuration information for the selected HTC. (Click the Print
Report button).

B Raychem Supervisor
Ele  Systom  Client  Devico  Marm  Secunty  Jools  Reports View  Language  Help

vico  Configure
e LT -
4 EHT System ~
B4 (More Devices)
=# GecTEsT
4 W0~
Com
# Hico )

HTC-0|  Configure
Hrc-o  Menitor
HTC-0, View Trand Data =
HTC-0,
-
HTC-0!
Repont Device Configuration

HTC-0' Report Device Notes
HTC-0

Figure 7-4 HTC Active Alarms Menu

Configure HTC X
HTC CONFIGURATION
o0 Y, EDIT TAG
N ]

w7 |
— | D EED

| TEMPERATURE ALARM SETTINGS | OTHER ALARM SETTINGS | ELECTRICALSET 4| »

Setpoint Temperature F

TS Co e RS
ATC ote I
TS Fail Mode W or

L L e s B CONTROLMODES | TEMPERATURE SENSOR | MISCELLANEOUS

e €D ¥

Figure 7-5 HTC Configuration
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7.4 PRINTING HISTORY LOGS AND DEVICE NOTES REPORTS
History Logs

The History Logs report prints all logged alarms and warnings saved in the nVent RAYCHEM
Supervisor database.

To print reports, click the Report button in the View Current Logs window or in the View Archived
Logs window.

Device Notes

The Device Notes report prints all of the notes and comments for the selected device.

Current History Logs = O X
Current History Logs
Description | Value | Setting | Device Tag Date Time | Status |
TS 2 Failure GCCTESTVWHTC-14 6/19/2020 6:...  New 3
High Load Current 0.0A 6.0A GCCTESTVHTC-14 6/19/2020 6:... New
Ground Fault Gurrent Trip 0mA 60 mA GCCTESTYHTC-14 6/19/2020 6:... | New
High Ground Fault Current 0mA 60 mA GCCTESTVWHTC-14 6/19/2020 6:... New
Low Load Current 00A 1.0A GCCTESTVWHTC-14 6/19/20206:... New
High Voltage ov 280V GCCTESTWHTC-14  6/19/2020 6:...  New
Protection Trip GCCTESTWHTC-14  6/19/2020 6. New
Low Voltage av a0V GCCTESTVHTC-14 6/19/2020 6:... New
Overcurrent Trip GCCTESTVHTC-14  6/19/2020 6. New
Power Limiting 2500 W GCCTESTWHTC-14  &/19/20206:..  New
Switch Failure GCCTESTVWHTC-14 6/19/2020 6:... | New
< | _’I_I

Figure 7-6 Current History Logs

B Reychem Supenvisor

Eile System Client Device Alarm Secugity Jools Reports  View Language Help
— % Asd GCC
= = Add HTC Direct
“ce Configwre K o0
View by Device Add 40101/40201 Direct e
Add NGC-20 Direct
£ 4 EHT System Add NGC-40 Bridge Direct Device Tag Description
® 4 (More Devices) Add RMC Direct
&= GCCTEST e
& HTCO1
HTCD Remove
o Configure
Copy Device Configuration
PTE o Nh:’llol "
Hreos Manitor Multiple Devices
HTC06
. Report Device Active Alaims
N rt Device Configuration
HTC08 =
HTC09
HTC-0A Drawings
HTC-0B Create Note
HTCOC EditTag
HTCOD Uniack Device
Replace HTC
S8l Offine
Set Online
Properties

L L L L L L L L Y

Figure 7-7 Notes Report Selection
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Section 8

— TRENDING AND DATA LOGGING

nVent RAYCHEM Supervisor supports the trending and logging of HTC parameters. Trend Groups
are used to organize trend settings and trend data. A Trend Group consists of one or more HTC(s)
for which trend data is to be logged. It also contains other settings such as how often to scan the
HTC(s) for data, the types of data to read, etc.

nVent RAYCHEM Supervisor supports multiple Trend Groups and trend data collected is stored in
the database. The Trend Data Viewer can be used to view the trended data. For more information
on use of the Trend Data Viewer, refer to Section 8.3 “Trend Data Viewer.”

&/
u IMPORTANT: Before a user is allowed to setup Trend Groups, the user must have user
permission to set them up. Refer to Section 6 “Security” for details on how to setup user
permissions.

8.1 SETTING UP TREND GROUPS

To display the Device Trending window from the main window, click the Tools drop-down menu
and select Device Trending. The Device Trending Window will display (refer to Figure 9-1 Device
Trending Window).

Device Trending — O *

Trend Group | Group Read Interval | Run Status

ln l H
E !

Figure 8-1 Device Trending Window

8.1.1 USING A GLOBAL GROUP OR A TREND GROUP FOR A SPECIFIC PLANT GROUP

nVent RAYCHEM Supervisor allows a Trend Group to be assigned to a particular plant Group, or
assigned to all plant Groups (i.e.: a Global).

A Trend Group that is assigned to a specific plant Group is visible to users that have permission to
that plant Group. Users without permission to that plant Group will not be able see or select these
trend groups. You can create this type of Trend Group if it is intended only for specific users in
your plant.

Trend Groups assigned to the Global plant Group are visible and accessible to all users.
If you want to allow all users to access a Trend Group, then set the plant Group as Global for the
Trend Group.
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Choose plant Group for Trend Group

Which plant Group does the Trend Group belong to?

[y V]

Figure 8-2 Choose Plant Group for Trend Group

8.1.2 TREND GROUP PARAMETERS
The set of parameters for each Trend Group is explained in detail below.
Trend Group Name

Each Trend Group must have a unique alphanumeric name. The maximum length for a Trend
Group name is 50 characters, and can include both upper and lower case characters.

Read/Logging Interval
The time interval for which to scan and save trend data for all selected HTCs in this Trend Group.
Maximum Number of Reads

The Maximum Number of Reads is used to limit the amount of data stored in the database. The
size of each data record is dependent of the number of selected HTCs to trend. One data record is
approximately 1600 bytes, multiplied by the number of HTCs being trended. For example, if the
Maximum number of Reads is 1440, and there are 20 HTCs to trend, then the total amount of data
stored in the database is approximately:

1600 bytes x 20 HTCs x 1440 = 46 MBytes

For more information on requirements, please see Appendix E - System Requirements and
Guidelines for Data Trending in Supervisor.

Action When Maximum Number of Reads Is Reached

nVent RAYCHEM Supervisor keeps track of the number of reads performed for a Trend group.
When the number of read exceeds the maximum, the data logging will stop or the logged data will
be archived and nVent RAYCHEM Supervisor will continue to log data using a new data table. Once
the maximum number of reads has been reached, the user may set the action to one of these
options:

Stop data logging for this trend group

Continue data logging but archive old data
Continue data logging but overwrite oldest data
Enable Data Logging

This parameter enables the data logging for this Trend Group. This field must be ENABLED for
trending and data logging to run.

Extended Trending
Enable Extended Trending to use this feature.

With earlier versions of Raychem Supervisor, the collection of trend data for a device included both
analog and maintenance values. This is now known as the ‘Full’ data set. A new ‘Small’ data set
has been defined; it is a subset of the ‘Full’ data set, and is comprised of a few of the analog
values. The ‘Small’ data set specifically contains only the Electric Heat Trace values that are
significant in most cases, such as:

» Temperature sensor temperatures

« Control temperature
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* Line current

+ Ground fault current
+ Voltage

* Power

» Output State

In order to maintain compatibility with existing systems, previously defined trend groups will have
the extended trending option disabled.

The option to choose a smaller set of data to trend with enables users to improve the performance
of the overall data collection process. If the ‘Enable For Extended Trending' is checked, the
‘Maximum Number of Reads' is increased to 50,000, otherwise it remains at 1440.

For a complete list of the ‘Full’ and ‘Small’ data sets, please refer to the section on Device Type
data points for Full and Small data sets in Appendix E.

Assign Devices

The Assigned Devices window is used to include devices for the Trend Group. User can select
devices with the device selection window on the left window pane and move them to the selected
device window pane on the right window pane.

u IMPORTANT: Only devices that a user has access to will be displayed in the device selection
window.

Trend Options

The trend options are enabled by default and cannot be disabled by the user.

8.1.3 ADDING A NEW TREND GROUP
To add a new Trend Group:

1. From the Device Trending window, click the New button. The Choose plant Group for Trend
Group window is displayed.

2. Select one of the plant Groups listed for your Trend Group.

3. Select Global if this new Trend Group is to be used by all users, otherwise select a specific
plant Group. After you've selected a plant Group, the New Trend Group window is displayed.

4.  Fillin the information in the Trend Group Settings tab.

Click the Assigned Devices tab and assign devices to this Trend Group.

6. When you have completed your selection, click the OK button to save and exit.

o

IMPORTANT: The Data Logging Enabled checkbox must be checked to start the trending
and data logging.

New Trend Group - O X

ASSIGNED DEVICES | TRENDING OPTIONS

Name

Description

Group

Data Logging Enabled

Read/Logging Interval = -

Maximum Number of Reads

When Maximum is Reached | Disable data logging

Enable For Extended Trending O |
[ o« J canca J

Figure 8-3 New Trend Group
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8.1.4 EDITING A TREND GROUP
To edit a Trend Group:

1. From the Device Trending window, select a Trend Group then click the Edit button.

2. From the Edit Trend Group window, make changes to the Trend Group as desired.

3. When you have completed your changes, click the OK button to save and exit, or the Apply
button to save.

Edit Trend Group — o X
ASSIGNED DEVICES | TRENDING OPTIONS
Name [ ]
Description [ ]
Group | (Global) ]
Data Logging Enabled
st s
Maximum Number of Reads
When Maximum is Reached [ isable data logging
Enable For Extended Trending E |
[ ok J cance J

Figure 8-4 Edit Trend Group

8.1.5 DELETING A TREND GROUP
To delete a Trend Group:

1. From the Trend Groups box in the HTC Trending window, select a Trend Group from the Trend
Group List then click the Delete button.

2. When prompted with a confirmation window, click Yes to confirm the deletion or click No to
cancel as the following example indicates.

CONFIRMATION

@ Are you sure you want to delete the selected trend group?
[ ves W no ]

Figure 8-5 Delete Trend Group Confirmation

&/
u IMPORTANT: Once you delete the saved data, it cannot be recovered.

8.1.6 VIEWING TREND GROUP DATA

Once the Device Trending window is displayed, select a Trend Group from the Trend Group List.
Then click the View button. The Trend Data Viewer window is displayed. Refer to Section 8-3
“Trend Data Viewer” for more information on how to use the Trend Data Viewer.

8.1.7 EXPORTING A TREND GROUP

A trend group’s data can be exported to a Comma Separated Value (CSV) file for use with another
program.

To export a Trend Group:

1. From the Device Trending window, select a trend group to export then click the Export
button. You will be prompted to enter a name for the exported file.
2.  Select a path and enter a file name, then click OK to start the export.
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8.2 ARCHIVED TREND GROUPS

8.3 TREND DATA VIEWER

Archived Trend Groups can be viewed or exported to a CSV file. To display the Archive Trend
Groups window, use the Tools drop-down menu and select View Archived Trend Data.

Archived Trend Groups X

Archived Trend Data File List

fullex 2019 December 17 11h16m4535P1 zip

fullex 201% December 17 15h32m21s5P1 zip

fullex 201% December 18 0%hD6m45s3P1.zip

fullex 201% December 18 13h23m43s3P1 zip

fullex 2019 December 18 17h56m57s5P1.zip

large 2020 June 20 11h58m30sSP1.zip

large 2020 June 20 14h13m35s4P1.zip

large 2020 June 20 16h58m40s%P1.zip
OneDeviceEachFullSet 2019 August 14 11h13m05s$P1 zip
OneDeviceEachFullSet 2019 August 14 11h20m02s5P2 zip
OneDeviceEachFullSet 2019 August 14 12h30m23s$P10.zip w

o

Figure 8-6 Archived Trend Groups

8.2.1 REMOVING AN ARCHIVED TREND GROUP

From the Archived Trend Group window, select an Archived Trend group to delete then click the
Remove button. The delete will remove the Archived Trend group from the database.

u IMPORTANT: Once the archived trend group is deleted from the database, it cannot be
recovered.

8.2.2 VIEWING A ARCHIVED TREND GROUP

From the Archived Trend Group window, select an archived trend group to view then click the View
button. The Trend Data Viewer window is displayed. Refer to Section 8.3 “Trend Data Viewer” for
more information on how to use the Trend Data Viewer.

8.2.3 EXPORTING A ARCHIVED TREND GROUP

An Archived Trend group can be exported to a Comma Separated Value (CSV) file for use with
another program. From the Archived Trend Group window, select an Archived Trend group to
export then click the Export button. You will be prompted to enter a name for the exported file. You
can select a path and enter a file name, then click OK to start the export.

The Trend Data Viewer can be used to display trend data as a Value versus Time plot(s). Multiple
trend data points can be displayed simultaneously as multiple plots on the plot window. Each
trend data point is identified as “Channel X" where X is a number from 1 to 999. This number is
automatically assigned by Trend Data Viewer and should not be changed. Relevant information for
each data point is displayed in the Trend Group Data Point box (the bottom window panel on the
Trend Data Viewer Window).

The trend data for a Trend Group or archived Trend Group contains many data points for each
HTC, so when the Trend Data Viewer window is initially shown, the window will NOT display any
data points. You must use the Add button to add the data elements that you wish to view on the
window. Customization of the Data Viewer window can be accomplished for each Trend Group.
Refer to Section 8.3.4 “Using the Trend Graph Window” for more details.
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A user can choose to view a Trend either though the main ‘“Trend Group’ screen, or through the
quick access context menu found within the Device Tree view of the main screen. For the quick
access method, the user selects a device in the tree, and using the right mouse click, opens a
context menu and selects ‘View Trend Data’ from the menu. Refer to Figure 8-7 View Trend Data
quick access. This will then open the ‘Trend Data Viewer’, prepopulated with the more common

EHT data points:

» Temperature sensor temperatures

+ Control temperature

« Line current

» Ground fault current

» Output State

- Raychem Supervisor
Client

/S

Configure

File System

Monitor

Device Alarm Security Tools Reports  View
2 L
Drawings Copy Config

I View by Device

E-4> EHT System Device Priority ‘ o
-4 (More Devices)
1 \NGC40-BRIDGE\NG(
=M NGC40-BRIDGE T
1 NGCA0-BRIDGENGC
4 NGC40-HT~
NGC-40 Module Identification JBRIDGEWNGC
M NGC40-HT|
Compare
# NGC40-10-
M NGC4o-sL|  Configure
Monitor

Report Device Active Alarms
Report Device Configuration
Report Device Notes

Drawings
Create Note

Edit Tag
Unlock Device

Raniara TR

Figure 8-7 View Trend Data Quick Access

Trend Data Viewer

L5 ala] [

E-é-

Channel-4

Load Current 60.0 A

Plot Data Point Description | Last Read Value Tag
Channel-1 TS control temperature 140°F NGC20 6/26/2020 515
* Channel-3 TS2 temperature 140°F

020 515

v

Data Sample Size

~
| Default: 100 Int 04

Figure 8-8. Trend Data Viewer with Common EHT Data Points

When choosing to view trend data for a device that belongs to multiple trend groups, the ‘Trend
Group’ selection box will appear, allowing the user to select an appropriate trend group to view.
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Trend Group Selection

choose one.

| daily trend

The selected device belongs to more than one Trend Group. Please

VI ox Qi canceL

24

Figure 8-9. 'Trend Group Selection' for Devices Belonging to Multiple Trend Groups

8.3.1 ADDING DATA POINTS TO DISPLAY

When adding devices to a trend within the Trend Data Viewer window, data points to include for

each device can be chosen in two ways.

&/
u IMPORTANT: If more than one device is selected, data point selections apply to all of the

selected devices.

After having chosen a device(s):

e  Choose data points to apply from among the list within the ‘Data Point Selection’ window

e Using the right mouse click context menu, open a window with a list of the more
common EHT data points to choose from. This method simplifies the selection process,
however, the full set of data points still remain available as noted above

Trend View Add Device

X

Trend D

Data Point Sel

V|Mdrass| Port | Device

e PR PP

Select Common EHT data

Select Control Temperature

Select Trace Current

NGC40-HTC
NGC40-HTC3-123

P SImED; Select Ground Fault Current

Select TS1 Temperature
Select TS2 Temperature

Select Trace Qutput State

Clear All

~l

Contactor Cycle Count
Control Output Duty Cycle
Control Setpoint

Frequency

Ground Fault Current

Heater Time

Hours in use

Hours since reset

Last on contrel temperature
Last on effective load current
Last on Ground Fault Current
Last on load current

Last on voltage

>

A

Figure 8-10. Trend Parameter Selection

Common EHT data points are similar for different device types, however, there are some
differences for certain controller types. For example, 3 phase controllers have 3 line/trace current

data points instead of 1.

Common EHT data points are available to controllers only, and are not available for NGC-40 10 and

SLIM modules.
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Trend View Add Device X
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Control Min temperature
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Control Setpoint

Effective Line Current

Fixed Frequency

Fixed Voltage
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Highest Instantaneous Ground Fault Ever Mea
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Hours in use w
>
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Figure 8-11. Trend View Add Device

8.3.2 DELETING DATA POINTS

In the Trend Data Viewer window, select the Data Point(s) to delete, then click the Delete button.
The Delete button will remove the data points from the Trend Graph Window as well as from
the list.

u IMPORTANT: Delete data points will only remove the selected data point(s) from the Trend

Data Viewer window - no change is made to the trend group database. You may always add and

view the data points at some later time.

8.3.3 DELETING ALL DATA POINTS

In the Trend Data Viewer window, click the Clear button. The Clear button will remove all the data

points from the Trend Graph window as well as from the list.

&/
u IMPORTANT: Deleting all data points will remove all of the selected data point(s) from the
Trend Data Viewer window only — no change is made to the trend database. You may always add
and view the data points at some later time.

8.3.4 USING THE TREND GRAPH WINDOW

The Trend Graph Window consists of the Toolbar, X and Y-axis, Plot Window and Legend areas.
The Toolbar at the top of the Trend Graph Window is used to manipulate the displayed graphs. The
functionality of each Toolbar button is as follows:

»

Use the Resume button to restart or reset the Plot Window that you have previously paused.

Resume

Pause

Use the Pause button to stop the Plot Window from being updated with new data. Once the Plot
Window stops, you can scroll the X or Y-axis by clicking, holding and moving the mouse left and
right or up and down

—II Axis Scroll Mode

Use the Axis Scroll Mode button to control the scrolling of the X or Y-axis. Click the mouse on the
X or Y-axis then drag the mouse left or right or up or down.
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4 L3

2 Axis Zoom Mode
Use the Axis Zoom Mode button to expand or shrink the scale of the X or Y-axis. Click the mouse
on the X or Y-axis then drag the mouse left or right or up or down.

g Zoom In

Use the Zoom In button to expand the X or Y-axis. Click the mouse on the X or Y-axis, and then
click the Zoom In button.

ﬂ Zoom Out

Use the Zoom Out button to shrink the X or Y-axis. Click the mouse on the X or Y-axis, and then
click the Zoom Out button.

Zoom Box

Use the Zoom Box button to expand both the X and Y-axis simultaneously. Click the Zoom Box
button, and then use the mouse to create a box around the area to expand and release the mouse
button.

b4 |
Hair-line Cursor

Use the Hairline Cursor button to create a hair-line cursor that can be moved on the Plot Window.
As the hair-line cursor is moved, the X and Y values will display near the hair-line. Start by clicking
the Cursor button to display a hairline cursor. Use the mouse to drag and move the hair-line or hold
the Control key down and use the Left of Right arrow key to scroll through the data. You can also
select a different channel for the hair-line cursor to focus on. To select a channel, click a channel
in the Legend area (text located on right portion of the Plot Window).

|
Edit Properties

Use the Edit Properties button to edit the properties of the X and Y-axis, the Legend, and the Plot
Window. You can completely customize the Trend Graph Window through the Edit Properties
button. There are many properties for the Plot Window, and you are encouraged to experiment with
these. For more information on the use of the various properties in the Trend Graph Window, refer
to the “PlotPackUserManual.pdf” document included in the “User Documents” folder on the nVent
RAYCHEM Supervisor CD.

Changes to any properties are saved and they will be used the next time the Trend Group data is
viewed.

By using the Edit Properties button, you can customize the Trend Graph Window for your
application. As the following example shows, you can add multiple Y-axes to display multiple
graphs with true scaling for each.

nVent.com/RAYCHEM | 104



Trend Data Viewer - =] X
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Currents

Data Sampia Siza

Data Point Description | Last Read Value

“ Channe nstantaneous GFI current  SmA NGCAO-HTC 6/20/2020 6:21:44 PM

v
EXIT

Figure 8-12 Example of a Customized Trend Graph Window

Copy

Use the Copy button to copy an image of the Trend Graphs Window to the clipboard.

— 1 Save

Use the Save button to save the collected data to an ASCII text file.

&

— Print

Use the Print button to output the current image of the Plot Window to a printer.

Highlight plot lines and data for a specific channel

Please refer to the three red arrows in Figure 8.13 — Trend Data Viewer parameter highlighting.
When a user selects a channel from within the Legend of the plot window, the corresponding plot
becomes a dotted line. The corresponding data is also highlighted in the information box below
the plot window.

B Trend Data Viewer - m} X

[0 o] ala] (0] o] »lals

Data Sample Size:

| Plot ‘ Data Point Description | Last Read Value | Tag | Date Time -
P TS temperature 80F S20TEST 9/25/2018 2.07.07 p |Default: 100 intery =
Charnel-2 T52 temperature BZF G S20TEST 9/25/2015 2.07.07 P i
* Channel-3 TS control temperature 80°F S20TEST 5/25/2015 2.07.07 P =
+  Chamnel4 Load Currert 4204 S20TEST 9/25/2018 207.07 P Delete
Charnel 5 Ground Faut Curent 3mA S20TEST 9/25/2019 207.07 P -
Clear
£ > Eat

Figure 8-13 'Trend Data Viewer' Parameter Highlighting
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Zoom-In on plot data

On the information box, a right mouse click will bring up a context menu with the ‘Zoomin’ feature
available for selection.

Trend Data Viewer — O X

Data Sample Size

i iots i A
Plot Data Point Description Last Read Value Tag Date Tim Defaut 100 I

*. Channel1 TS contrel temperature 126°F NGC20 6/26/2020 5:23:

*  Channel-3 TS2 temperature 126°F NGC20

#.  Channel-4 Load Current 0oA necn

<

Figure 8-14 'Trend Data Viewer' Parameter Zoom

The Zoomin feature will bring up a second Y Axis with the proper scaling to show the graph in
more detail.

|
m]
x

Trend Data Viewer

0] &f alaf [

u-@ :

Charnel-

Plot Data Point Description Last Read Value Tag
Channel-1 TS control temperature 126°F NGC20
*.  Channel-3 TS2 temperature 126°F NGC20
* | Channel-4 Load Current DOA NGC20
<

Figure 8-15 ‘Trend Data Viewer' Axis Update
Option to select the amount of data to retrieve for viewing

With previous versions of Supervisor, a Trend setup permitted users to set the maximum number
of reads for a Trend group to 1440 reads. This has been increased to 50,000 through extended
trending support.

With an increase in read count, combined with the multitude of available data points that can be
retrieved from the Parent Server, the time to collect and display the data locally can also increase.
For each view of a trend plot, the graphs are built with all of the data selected by the user.

As a means to improving usability of the trending function, two optimizations have been applied,
and occur when the trend display is first opened:

e Number of intervals is set to 100
e  Utilize the ‘Small’ data set as a baseline of data points
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Data Sample Size selection

The user has the ability to change the ‘Data Sample Size' via. a pull down menu, which contains the
following options for retrieving data to display:

Data Sample Size Selection

Data retrieved

Default — 100 Intervals

Depending on the amount of data collected, up to 100 read
intervals of data is retrieved from the Parent Server.

1 Day Depending on the amount of data collected, up to 1 day of data
is retrieved from the Parent Server.

7 Days Depending on the amount of data collected, up to 7 days of data
is retrieved from the Parent Server.

30 Days Depending on the amount of data collected, up to 30 days of
data is retrieved from the Parent Server.

90 Days Depending on the amount of data collected, up to 90 days of
data is retrieved from the Parent Server.

180 Days Depending on the amount of data collected, up to 180 days of
data is retrieved from the Parent Server.

365 Days Depending on the amount of data collected, up to 365 days of
data is retrieved from the Parent Server.

All Depending on the amount of data collected, up to the Maximum

read Intervals of data, as defined in the Trend group, is retrieved
from the Parent Server.
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Section 9 — BATCHES AND RECIPES

9.1 SETTING UP RECIPES

A Recipe is a predefined template of device configuration parameters. These parameters include
control setpoints, alarm enables, alarm setpoints, etc. You can create as many Recipes as desired.

A Batch is a collection of Recipes and each Recipe can be associated with one or more device(s).
In other words, a Recipe is nothing more than a template and is not useful until it is defined in a
Batch.

Once arecipe is defined in a Batch, this Batch can be run manually by the user or automatically by
the Scheduler. When a Batch is run, the device configuration parameters defined in each Recipe
will be written to the device(s). The use of Batching can be very useful for automating plant
operation.

Normally the following steps are taken to use Batches and Recipes:

1. Creation of the recipe(s)

2. Creation of a batch

3. Assigning recipes and devices to the batch
A

Batch may have one or more Recipes, and each Recipe can be assigned to one or more devices.

Before you can set up Recipes, you must have the Setup Batches & Recipes permission. Refer to
Section 6 “Security” for details on how to configure permissions.

From the main window, use the Tools drop-down menu and select Batches and Recipes. The
Batches and Recipes window is displayed:

Batches and Recipes X

RECIPES |

Name | Group Description
batctest (Global)

CLOSE

Figure 9-1 Batches and Recipes Window
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9.1.1 ADDING A NEW RECIPE

To create a new Recipe, click the Recipes tab, then click the Add button. The Choose Recipe Type
window is displayed. Presently, only one recipe type is supported - the HTC Recipe. Select HTC
Recipe type and click OK to display the New Recipe window. In this window, the HTC configuration
parameters are divided into several tabs.

These tabs are:

Temperature Control
Temperature Alarm
Voltage and Current
GFl and Resistance
Other Alarms
Miscellaneous

gk wnN =

Click on the individual tabs to access the configuration parameters required. The configuration
parameters in each tab are grouped together based on their functionality. Associated with each
configuration parameter are the following optional fields: Enable, Value, Use Incremental, and
Incremental Step.

Enable

If you enable this field, this parameter in an HTC will be updated to the value defined in the
Value field.

Value
This is the predefined value written to the HTC if the Enable field is checked.
Use Incremental

For some parameters, it may be desirable to write an incremental value instead of an absolute
value. These include Temperature Setpoint, Proportional band, and Deadband parameters. If the
Use Incremental Value is enabled, the parameter in an HTC will be incremented by the amount
defined in the Incremental Value field.

&/
u IMPORTANT: There can only be one enable selection for each parameter, use either the Value
or use the Incremental Value.
Incremental Value

This is the predefined value used to update the HTC if the Enable Incremental Value field is
selected. Note that a parameter may be decremented by placing a minus sign (=) in front of
the value.

o
X

New HTC Recipe

Name [ Test Recipe ]

Description [ |

Recipe Points

- Temperature Control Description
- Temperature Alarms
- Voltage and Current
- Ground Fault Current and Resistanc
- Other Alarms

Miscellaneous Setpoint Increment (°F)

Enable ‘ Setting

El
»

400

Setpoint (°F)

Control Temperature Source

TS Fail Mode

Switch Control Mode

Proportional Band (*F)

Proportional Increment (*F)

Deadband (°F)

Dead Band Increment (“F)

OoOooooooao

< >[4

(o Y cance ey ]

Figure 9-2 Recipe Window
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9.2 SETTING UP BATCHES

9.1.2 EDITING A RECIPE

To make changes to an existing Recipe, choose a Recipe then click the Edit button or double click
on the recipe. Edit as desired then click Apply to save without exiting or OK to save and exit.
9.1.3 REMOVING A RECIPE

To delete an existing Recipe, click the Remove button. You will be prompted to confirm your
action. Click Yes to continue with the deletion or No to cancel the operation.

9.1.4 RENAMING A RECIPE

After you create a Recipe, you can change its name if required. To rename a Recipe, bring up the
Edit Recipe window. Refer to Section 9.1.2 “Editing a Recipe” for details.

9.1.5 MAKING A COPY OF A RECIPE

Use the Copy button to make a copy of an existing Recipe. You will be prompted to enter a name
for the new Recipe. After you've entered a new name, click OK to save.

Before you can set up Batches, you must have permission to Setup Batches and Recipes. Refer to
Section 6 “Security” for details on how to configure permissions.

From the main window, use the Tools drop-down menu and select Batches and Recipes. The
Batches and Recipes window is displayed.

9.2.1 CREATING A NEW BATCH

To create a new Batch, click the Batches tab, then click the Add button and the Choose Batch
Group window is displayed. You can choose to create a Global batch or a plant Group specific
batch. All users can see and run a Global batch, but only users in the same plant Group as a batch
can see and run the plant Group specific batch.

Choose plant Group for Batch

Which plant Group does the Batch belong to?
(Global) W

Figure 9-3 Assign the Batch to a Plant Group

After you have chosen Group or Global, click OK and the New Batch window displays. To setup a
Batch, you must provide a name of up to 50 characters.

You may add Recipe(s) to this Batch by using the Add button in the Recipe List group. Once a
Recipe is added to this Batch, you can add device(s) to this Recipe by using the Add button in the
Device List for the Selected Recipe group. You can assign as many device(s) to a Recipe as
required.

You can also assign one or more Recipe(s) to a Batch. Recipes are run in the order they appear in
the list. The top-most Recipe will run first, followed by the second Recipe, then the third, etc. You
can change the order in which a Recipe will run by selecting it and using either the Up arrow or
Down arrow buttons to raise or lower its position (priority) in the list. When you've finished your
setup, click the OK button to save and exit.
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Figure 9-4 New Batch Window

Choose a Recipe

I | Recipe Type | I
___

Test Recipe

- D

Figure 9-5 Adding Recipes to Batch Window
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Figure 9-6 Adding Devices to a Recipe Window

9.2.2 EDITING A BATCH

To make changes to an existing Batch, choose a Batch then click the Edit button or double click on
the batch. Edit the Batch then click Apply to save without exiting or OK to save and exit.

9.2.3 REMOVING A BATCH

To delete an existing Batch, choose a Batch then click the Remove button. You will be prompted to
confirm your action. Click Yes to continue or No to cancel the operation.

9.2.4 RENAMING A BATCH

After you created a Batch, you can change its name if required. To rename a Batch, choose a
Batch then click the Edit button. Refer to Section 9.2.2 “Editing a Batch” for more information.

9.2.5 RUNNING A BATCH

There are two ways to run a Batch operation. The first is to manually run a Batch by using the Run
button. The second is to create a scheduled event in the Scheduler. Refer to Section 11
“Scheduled Events” for more information on how to set up a scheduled event.

To manually run a Batch, you must choose a Batch first then click the Run button — the Run Batch
window will display. Click the Start button to start the operation. The Run Batch operation can take
some time to complete, depending on the number of devices that have been assigned to a Batch.
The Run Batch window displays a running status during this operation, and you can stop it at any
time by using the Stop button.

&/
u IMPORTANT: Interrupting a Batch part of the way through its execution will result in some
HTCs having been modified according to the Recipes in the Batch and others left unchanged.

You can click the Close button to close the Run Batch window and come back to view the batch
status later. Refer to Section 9.2.6 for more information on how to view the status of a batch that
is running.
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Run Batch: Test Batch

«=D cuose

Session Status | Completed. |
Device Tag | Recipe Name | Device Type | Device Address | Message |

(' HTC-01 test HTC 1 Success

f HTCD2 test HTC 2 Success

" HTCD2 test HTC 3 Success

f‘ HTC-D4 test HTC 4 Success

Figure 9-7 Run Batch Window

9.2.6 VIEWING RECENTLY RUN BATCHES
You can view recently run Batches and/or the status of Batches that are still running.

To view recently run Batches, use the Tools drop-down menu and select Recently Run Batches.
The Recently Run Batches window displays. From here you can check the status of a Batch that is
running, stop a running Batch, run the Batch again, or retry the Batch for failed devices. Click the
Run button to fully run the selected Batch. Click the Retry button to run the selected Batch, but only
process devices that failed during the last attempt.

Recently Run Batches O X

Batch Name User Start Time ‘ Device Tag Recipe Name Devit

batctest admin 6/20/2020 &:05:38 PM ( HTC-04 test HTC

Test Batch admin 6/20/2020 £:05:52 PM { HTC-01 test HTC

'f HTC-02 test HTC

'f HTC-03 test HTC

< > < >
-« crose

Figure 9-8 Recently Run Batches
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Section 10 — LOAD SHEDDING

Starting with version 2.2, nVent RAYCHEM Supervisor can act as the load shedding parent for
NGC, Elexant family, and some Legacy Controller products, instead of a more typical parent such
as a Distributed Control System (DCS). Load shedding commands for legacy products, such as
the T2000's, are initiated and controlled by other systems such as 780/GCC'’s and DCS's.

There are two ways to initiate load shedding. One way is to manually direct nVent RAYCHEM
Supervisor to start load shedding for specified zones (Referred to as “User-Initiated” or “nVent
RAYCHEM Supervisor-Initiated”). A Zone is a grouping of controllers. The other is to configure
nVent RAYCHEM Supervisor to initiate load shedding based on the state of specified digital inputs
(Referred to as “Remotely Activated”). When this feature is enabled, nVent RAYCHEM Supervisor
will monitor one or more digital inputs for an ON state, then broadcast a message instructing the
controllers to activate their load shedding algorithm. The ON state must be provided by a user
supplied device, such as an RMC. nVent supplied an RMC-direct device that provides up to 40
digital inputs. The RMC must be added to the nVent RAYCHEM Supervisor system as described
below. In addition, there are two new user permissions that enable a user to Configure Load
Shedding, and to Start/Stop Load Shedding. A user must have the appropriate permissions in
order to perform Load Shedding configurations and/or Start/Stop Load Shedding in nVent
RAYCHEM Supervisor.

10.1 ADDING AN RMC-DIRECT DEVICE

In order for nVent RAYCHEM Supervisor to know when to initiate load shedding actions, it needs to
detect an ON state signal from one or more digital inputs of an RMC device (contact your local
nVent representative for more information regarding available RMC configurations.). Therefore, to
setup and use the Remotely Activated Load Shedding features, you must add at least one RMC-
direct device to the nVent RAYCHEM Supervisor system and establish the proper Modbus
communication parameters.

To add an RMC-direct device, choose Device from the main menu, then select Add RMC Direct.
The following window is displayed:

Add a New RMC Device With Direct Connection ? X
Server I CAED1LB301(192.168.226.1)(Master)
Tag I RMC #1 - Control Room I
COM Port v
IP Address | 192.168.226.1 |

—

I:] Set Offline

Figure 10-1 Add a New RMC Device with Direct Connection

As you can see, this step is very similar to adding an HTC-direct controller.
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10.2 MONITORING AN RMC-DIRECT DEVICE

Once the RMC has been added, you may monitor its operational states (basically, the on/off states
of each digital channel.) In order to do this, in the nVent RAYCHEM Supervisor main tree view,
right-click on the RMC and then select Monitor. The RMC Monitor window is displayed as in the
following example.

RMC Monitor - a X
[ 1o roor [
UIT Tag [ |
Model [ RMc irect (30) | ACTIVE ALARMS
Firmware Version I 0 ]
::i':'l ms Description | Value |
Digital Input 1 =
Digital Input 2
Digital Input 3 B
Digital Input 4 E
Digital Input 5 IE]
Digital Input 6 E
Digital Input 7
Digital Input 8 Off
=
: Monitoring Interval second View Meters in Rows CLOSE y

Figure 10-2 RMC Monitor Window

10.3 LOAD SHEDDING CONFIGURATION

Setting up Load Shedding for operation, consists of mapping individual digital inputs to “Zones”

(a Zone is simply a grouping of controllers) and specifying load shedding communications
channels. Each digital input may be mapped to one or more zones. In addition, each controller
needs to be configured to belong to one or more zones. Once a digital input has been mapped to a
Zone(s), if the state of that digital input is ON, nVent RAYCHEM Supervisor will broadcast a load
shedding command message to all devices on the appropriate communications channels.

If a controller had been previously configured to be a member of the appropriate Load Shedding
zone, then it would process the broadcast message and begin Load Shedding action accordingly.

10.3.1 ZONE SETTINGS

A controller of the NGC series can be assigned to one or more zones, with a maximum of up to 16
different zones. As part of the setup for Load Shedding, each controller in your Heat Trace system
that needs to perform load shedding must be configured to their proper zones (see Section 10.3.4
Assign controllers to Zones for more information).

The Zone Settings in nVent RAYCHEM Supervisor defines the mapping of Zones to physical digital
inputs of one or more RMC devices. The layout of the Zone Settings in nVent RAYCHEM
Supervisor is displayed in the following example.
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Load Shedding Configuration - o X
Servers — 1 CAED1L8301 (Master)\Zone Settings
El' CAED1L8301 (Master) RMC | Dot |
z:a::e.l‘:e:ngs Zone 1 [[ipisabied [ =
Other Settings R [ Disabieal [
Zone 3 [ Ipisabled] [
Zone 4 [ Toisabied) [
Zone s | [Disabled] o
Zone 6 [ Disabied) [
Zone 7 [ Toisabled) [
Zone & | [Disabled] o
zZone o [ Ibisabled] [
Zone 10 [ Toisabled) [
Zone 11 | IDisabled] e —
Zone 12 [ Ioisabled) [
Zone 13 [ Ibisabledl [T .
TS eI

Figure 10-3 Load Shedding Zone Settings

Each Zone can be assigned to a specific digital input of an RMC device. For example, the window
above shows Zone 1 is assigned to RMC_1A and digital input 1 of RMC_1A is to be monitored for
an ON state. As well Zone 5 is assigned to RMC_1A and digital input 5 of RMC_1A is to be
monitored for an ON state. In other words, for that particular setup nVent RAYCHEM Supervisor

will do the following:

1. When the state of digital input 1 of RMC_1A is ON, send out a Load Shedding command to
each of the communication channels (See section 10.3.2 Channel Settings) to activate Load

Shedding for Zone 1.

2. When the state of digital input 5 of RMC_1A is ON, send out a Load Shedding command to
each of the communication channels (See section 10.3.2 Channel Settings) to activate Load

Shedding for Zone 5.

When a controller receives a Load Shedding command from nVent RAYCHEM Supervisor and it
has been configured such that it belongs to either Zone 1 and/or Zone 5, and there are no
restrictions preventing it from load shedding, it will go into Load Shedding mode.

If there are one or more Child Servers in your nVent RAYCHEM Supervisor systems, you must
setup the Zone Settings for each Child Server as well. In case where only one setting is required for
all Servers, then the Use For All button can be used. The Use For All button forces the current Zone
Settings to all the Servers in your nVent RAYCHEM Supervisor system.
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10.3.2 CHANNEL SETTINGS

The Channel Settings contain the definitions of where nVent RAYCHEM Supervisor will send out
the Load Shedding commands. They are physical communication medium such as a COM port or
a TCP/IP address. The following example shows the Channel Settings:

Load Shedding Configuration — m] ¥
- Servers —————— - CAED1L8301 (Master)\Channel Settings
E-- CAED1L8301 (Master) Channel | COM Port/IP Address |
:::::lt:::;m Channel 1 |[Nnnr:]
- Other Settings Channel 2 |[Nuﬂt‘]
Channel 3 |[Nonc]
Channal 4 |[Nnnc]
Channel § |[Nunc]
Channel & |[Nonc]
Channel 7 |[Nonc]
Channel 8 |[Nonc]
Channel & |[Nnnc]
G G

Figure 10-4 Load Shedding Channel Settings

There are nine communications channels available to be assigned for Load Shedding. Normally
you should only assign channels that will be used such as COM port 1 and set the other channels
to [None], which helps improve the overall performance of the Load Shedding functionality.

If there are one or more Child Servers in your nVent RAYCHEM Supervisor system, you must setup
the Channel Settings for each Child Server as well. In case where only one setting is required for all
Servers, then the Use For All button can be used. The Use For All button forces the current
Channel Settings to all the Servers in your nVent RAYCHEM Supervisor system.

10.3.3 OTHER SETTINGS

There are two other important settings that must be setup for Load Shedding. They are the
Broadcast Interval and the Load Shedding Enabled fields. The Broadcast Interval tells nVent
RAYCHEM Supervisor how often to re-send the Load Shedding command out each of the Channels
once it has started Load Shedding. This is required because a Controller such as an Elexant 5010i
or NGC-20 will stop Load Shedding if it fails to receive a Load Shedding command from nVent
RAYCHEM Supervisor within a certain period of time (i.e. Load Shed Communications Time out).
This is a safety mechanism pre-programmed in the controller. The Load Shedding Enabled field
enables or disables the Load Shedding function. This field must be set to Enabled for Load
Shedding to work in nVent RAYCHEM Supervisor. The following window example shows the Other
Settings window.
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Load Shedding Configuration - o X
Servers ———————————  CAED1L8301 (Master)\Other Settings
B CAED1LE301 (Master) o ‘ e | Unit
i Zone Settings
- Channel Settings Broadcast Interval second
- Other Settings Load Shedding Enabled EEEE
GECED GIIITED

Figure 10-5 Load Shedding Other Settings

If there are one or more Child Servers in your nVent RAYCHEM Supervisor systems, you must
setup the Other Settings for each Child Server as well. In case where only one setting is required
for all Servers, the Use For All button can be used. The Use For All button forces the current Other
Settings to all the Servers in your nVent RAYCHEM Supervisor system.

10.3.4 ASSIGN CONTROLLERS TO ZONES

For a controller to Load Shed, it must be configured to use the correct Load Shed Zone Settings.
To setup Load Shedding for an Elexant 5010i or NGC-20, open its Configuration window and edit
the Load Shed Zone fields.

™ ==
| T
& | T
P— > | D @

Losd Shadeing Ensbied

Lows Shadeing FallSafe Enale

e § Load Shadding

Figure 10-6 NGC-20 Load Shedding Control

It is important to note that some planning and a general strategy should be created before you
begin configuring each controller. The general strategy should include organizing and grouping the
necessary controllers in your Heat Trace system to Load Shed Zones, acquiring RMC devices and
mapping the different digital inputs of each RMC device to Load Shed Zones. If Child Servers are
used in your system, you must take into consideration those Child Servers as well.

Since there are only nine load shedding channels for each server, it is important that you group
your load shedding controllers properly so that they can be all connected to the available channels
and use as few channels as possible.
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10.4 MONITORING LOAD SHEDDING STATUS

To see the on/off status of all Load Shedding zones, you need to select the Tools drop-down
menu, then Load Shedding Status, which will display the Load Shedding Status window as shown
below. In this window, the tree view portion shows all the Servers that are available in your nVent
RAYCHEM Supervisor system. The example shows a system with only the Parent Server. The right
portion of the window shows the Load Shed ON/OFF status of the Parent Server, with each column
representing a Zone. The status of each Zone will be indicated by a colored dot. The dot color has
the following meaning:

Red = Load Shedding is NOT active
Green = Load Shedding is remotely activated
Blue = Load Shedding is activated by user initiated action.

In this example, no active Load Shedding zone exists.

Load Shedding Status - o x

» '

Servers | EHT System

o1 aostcr Server Name |[1|3 4‘5|6|7‘l vlw‘n 12‘13'14‘15‘16
CAED1LB301 (Master) . - . - - . . - . - . . . . . -

o ——

Figure 10-7 Load Shedding Status Window

In this window, the user can use the toolbar buttons to Start, Stop, and Restart Load Shedding, or
to view the Load Shedding Configurations. When a user selects the EHT System on the tree view
as shown on the example window, the Start, Stop, or Restart toolbar buttons apply to the entire
nVent RAYCHEM Supervisor system (i.e. Load Shedding for the Parent Server as well as the Child
Servers if they are available).

When Load Shedding is remotely activated, this implies that nVent RAYCHEM Supervisor has
successfully detected that a digital input from an RMC is in the ON state, and this digital input is
assigned to a Load Shed Zone. When Load Shedding is user initiated, this implies that a user has
manually started the Load Shedding for this Zone.

To manually activate Load Shedding (i.e. User initiated), you must use the Toolbar on the Load
Shedding Status window. The toolbar allows a user to Start, Stop, and Restart Load Shedding, as
well as to view the Load Shedding Configurations.

The Start Load Shedding window appears when a user clicks the Start button. In this window, the
user must select the Zones that are to Load Shed, and select how long this Load Shedding will
last. Once the Start button is clicked, nVent RAYCHEM Supervisor will begin the Load Shedding
process and will automatically stop the Load Shedding process after the specified period has
expired.

nVent.com/RAYCHEM | 119



Note that during the time when a Zone is remotely activated for Load Shedding, if a user starts a
user initiated Load Shedding for the same Zone, the user initiated load shedding will take priority
for this Zone. The remotely activated Load Shedding will start again when the user initiated Load
Shedding expires.

Start load shedding n

r Please select load shedding zones

[Jzone1 [Jzone7 [Jzone 13
[Jzone2 [Jzones [Jzone 14
E]ZoneJ E]Zone9 DZone 15
[Jzone 4 [Jzone 10 [Jzone 16
[Jzones [Jzone 11
[Jzones [Jzone 12

- Please specify load shedding d

: @
[z Ed © hours

Figure 10-8 Start Load Shedding

The Load Shedding Status of the Parent Server or a Child Server can be viewed by selecting the
appropriated node from the tree view. The following window shows the Load Shedding Status for
the Parent Server. The right portion of the window shows the status including the Zone, Control
Status, Start, Duration, and Initiator. The Start column shows the time when the Load Shed begins.
The Duration column indicates the time frame this Load Shedding will last, and the Initiator column
is the user that started this Load Shedding activity.

Lozd Shedding Status - o X
> B ® !
EHT L8301 (Master)
8 W;’;::‘m T Zone Control Status Start Duration Initiator
Zone1 Remote 6/20/2020 6:17:34 PM
Zone2 off
Zone3 off
Zoned Off
Zone5 off
Zones off
Zone? Off
Zones off
Zoned off
Zone 10 off
Zone 11 off
Zone 12 Off
Zone13 off
Zone 14 off
Zone15 off
Zone 16 off
o [ ox )

Figure 10-9 Load Shedding Status Detail
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Section 11 — SCHEDULED EVENTS
The Scheduler automatically runs scheduled events based on the recurrence patterns specified by
the user.

11.1 SETTING A SCHEDULED EVENT

Before Scheduled Events can be set up, the user must have permissions to Setup Scheduled
Events. Refer to Section VIl “Security” for details on how to configure permissions.

To bring up the Scheduler Main window, use the Tools drop-down menu and select
Scheduled Events.

Scheduled Events —

17

arms 1801
Name Description Type Last Run Time Next Run Time .~ Schedule Last Run Status ‘_1
Reset Control ... Rin Batch Not run yet 6/21/2020 6:22 PM veti day, June 21,2020 . Not ran yet o)
Name Type Next Run Time -~ Schedule

Figure 11-1 Scheduler Main Window

11.1.1 EVENT TYPES
There are four types of scheduled events: Batch event, Email Trend Data event, Export Trend Data

event, and System Database Backup event.

L/
u IMPORTANT: A Batch or Trend Group must already have been created before you can set up
a Batch or Email Trend Data event.

Mew Scheduled Event

Event Name | Weekly backup |

Evant Descripticn | |

r Event Type Setup

Event Type | System Database Backup

The system database will be backed up to the system's backup folder.

r Recurrence Pattern

O Once only

Start Time Sunday . June 21,2020 lo7asem
O Hourly
Recur every week on
Daily
O [[] sunday [[] monday [[] Tuesday  [] wednesday
@ Weekly [] Thursday [] Fricay Saturday
O Maonthly

Figure 11-2 Scheduled Event Setup Window
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1. Batch Event

When this type of event is selected, you must specify the Batch name that you want the
Scheduler to run.

2. Email Trend Data Event

When the Scheduler runs this type of event, it compresses the trend data from the selected
Trend Group and emails the compressed file to the destination email address.

u IMPORTANT: A Trend Group must already be set up before you can use this type of
event.

3. Export Trend Data

When the scheduler runs this type of event, it is similar to the ‘Email Trend Data event’,
however, instead of the data being emailed, the data is exported to a local or network drive as
the scheduled event time. The event type setup options for this event are:
= Trend Group:
o  The name of the Trend group to export
= Qutput Path:
o The location to store the exported data. The exported data is saved in
CSV format and the results are compressed to a zip file. The name of the
zip file is a combination of the Trend Group name and the date / time
when the file was created.
o Example - ‘EMC Unit Steam Traps m4d10h8m30.zip’
= Incremental Export Option:
o If this option is enabled, the exported data will include data newer than the
last time a scheduled export was completed, otherwise, all data from the
selected trend group are exported

4. Backup System Event

A Backup System event requires a destination path for the backup file. You can enable the
option to append the date/time to the backup file name if you want to create a unique backup
file each time. When the Scheduler runs this type of event, it will backup all the files in the
...\DB folder to the backup file. The files are compressed (Zipped) before they are backed up.

Recurrence Patterns

Each scheduled event can run in one of the five recurrence patterns. These are Hourly, Daily,
Weekly, Monthly, and Once only.

1. Once Only

A Once Only Recurrence Pattern can be set for any time in the future but will only run once.
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Mew Scheduled Event
Event Name

Event Description

| Backup |

| Backiup system database |

r Event Type Setup

Event Type

| System Database Backup

The system database will be backed up to the system's backup foldar.

r Recurrence Pattern

@ Once only

O Hourly
O Daily
O Weekly

O Monthly

Start Time Sunday . June 21,2020 |D'.-':25PM | ==

Figure 11-3 Event with Once Only Occurrence Pattern

2. Hourly

An hourly Recurrence Pattern can be set to every hour or every N hours. N is a number between 1
and 24. A scheduled event with this type of recurrence pattern will repeat one or more times during

the day.

Mew Scheduled Event
Event Name

Event Description

| Backup |

| Backiup system database |

r Event Type Setup

Event Type

| System Database Backup

The system database will be backed up to the system's backup folder.

r Recurrence Pattern

O Once only

@ Hourly
O paily
O Weekly

O Monthly

Start Time Sunday , June 21,2020 |D?:25PM | ==

Recur Every

Figure 11-4 Event with Hourly Recurrence Pattern
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3. Daily

A Daily Recurrence Pattern can be set to once a day or once every N days. N is a number between

1and 31.

Mew Scheduled Event

Event Name | Backup |
Event Description | Backiup system database |
r Event Type Setup

Event Type | System Database Backup

The system database will be backed up to the system's backup folder.

r Recurrence Pattern

[} I
O Once anly Start Time Sunday , June 21,2020 |ozasem |
O Hourly
@ Daily Recur Every day(s)
O Weekly
(O Monthly

Figure 11-5 Event with Daily Recurrence Pattern

4. Weekly

A Weekly Recurrence Pattern can be set to one or more days of every week.

Mew Scheduled Event

Event Name | Backup |
Event Descripticn | Backiup system database |
r Event Type Setup

Event Type | System Database Backup

The system database will be backed up to the system’s backup folder.

r Recurrence Pattern

o I
O once only Start Time Sunday . June 21,2020 [o725em =]
o Hourly
Recur every week on
O Daily
Sunday [] monday [] Tuesday [[] wednesday
@ Weekly [] Thursday [[] Friday Saturday
o Manthly

Figure 11-6 Event with Weekly Recurrence Pattern
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5. Monthly

A Monthly Recurrence Pattern can be set for a certain day of the month for one or more months.

Mew Scheduled Event

Event Name | Backup I
Event Description | Backiup system database I
Event Type Setup
Event Type | System Database Backup

The system database will be backed up to the system's backup folder.

Recurrence Pattern

] I
) T Start Time Sunday . June 21,2020 [o725em
O Hourly

Recur on day \/ of

Daily
O January [[] February ] marcn [ apri
O Weekly D May June D July D August
@ Monthly D September D October D November D December

Figure 11-7 Event with Monthly Recurrence Pattern

&/
u IMPORTANT: The Start time defines when the scheduled event will become active, not
necessarily when it will run. This allows the user set up an event some time into the future.

The actual run time of the event occurs when all conditions have been met. For example, referring
to Figure 12-7, the Backup event becomes active on Dec. 21, 2004, but will not run until the 26th
day of December at 12:49PM, since these are the recurrence conditions.

11.1.2 CREATING A NEW SCHEDULED EVENT

To create a new Scheduled Event:

1. Click the Add button and the New Event window is displayed.

2. Fill in the Name field and the Event Type parameters field. The event Name can have up to 50
characters.

3. After you have completed your edits, click the OK button to save and exit.

11.1.3 EDITING A SCHEDULED EVENT

To edit a Scheduled Event, click the Edit button and the Edit Event window will display. Make your

changes, and then click OK button to save and exit.

11.1.4 DELETING A SCHEDULED EVENT

To delete a scheduled event, choose a scheduled event then click the Remove button. You will be
prompted to continue with the delete or cancel the operation. Select Yes to continue or No to
cancel.

&/
u IMPORTANT: Once a scheduled event is deleted, it cannot be recovered.

11.1.5 RUNNING A SCHEDULED EVENT IMMEDIATELY

To force a scheduled event to run immediately, select the desired event, and then click the Run
button. You will be prompted to continue with the run or to cancel the operation. Select Yes to
continue or No to cancel.
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11.2 RUNNING THE EVENT SCHEDULER

The Scheduler is automatically invoked when nVent RAYCHEM Supervisor Parent Server is started,
and any scheduled events will run automatically. To view the status of the Scheduler, use the
Tools drop-down menu and select Scheduled Events. The Scheduled Events window is displayed.

Scheduled Events [=I

Al scheduled events:

Name Description Type Last Run Time MNext Run Time .. Schedule
Reset Control Aun Batch Wot run yer 6/20/2020 922 PM__ Occurs every 1 dayls) effective time Saturday, June 20, 2020 922 PM_| P
ol CLOSE

| Today's events

Hame Type Neat Run Time . Schedule

Reset Control .. Aun Batch 6/20/20209:22 P Qoours every 1 day(s) effective time Saturday, June 20, 2020 9:22 PM

Figure 11-8 Scheduler Window

The All Scheduled Events window shows all of the scheduled events that are configured in the
scheduler database. Each scheduled event includes a Name, Event Type, Next Run Time,
Scheduled Time, Last Run Time, and Last Run Status column. To sort on a column, click on that
column with your mouse.

In this window the user can Add, Remove, Edit, Run or Refresh scheduled events. The Run button
allows the user to force an event to run before its scheduled time has elapsed. The Today’s Events
window shows all of the scheduled events that are to be run today. The columns for this window
are similar to the columns in the All Scheduled Events window.

Using this window, you can view the details of an event, refresh the window, or skip an event. If
clicked, the Skip button allows the user to stop an event from running as scheduled. However, if an
event to be cancelled is a recurring event (such as an event that is triggered hourly), then it will
skip to the next scheduled time (i.e.: 2 hours later).
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Section 12

— DOCUMENTING YOUR PLANT

nVent RAYCHEM Supervisor provides several types of documentation parameters to allow you to
link additional information to your Plant or devices. These include plant Group, Location, Line
Equipment Number, Breaker Panel, and Controller Panel. Among these documentation types,
Group is the most important since it is used in combination with the Users and Roles to provide
security as mentioned in Section 6 “Security”.

Section 12.1 “Definitions and Terminology” describes in detail each type of documentation
parameter. For a user to configure the plant documentation, the user must have Edit
Roles/Users/Plant Documentation permission. This is a user permission and by default is granted
to the ‘admin’ user.

It is important to plan ahead before implementing plant documentation for your EHT system. The
selection windows in the Client software use plant documentation to convey the plant information
to the user. If the documentation fields are clear, concise and well organized, the end users will
benefit from the additional information provided.

12.1 DEFINITIONS AND TERMINOLOGY

This section describes the definition and terminology for the different types of documentation
available in nVent RAYCHEM Supervisor.
12.1.1 GROUP

A plant Group is a logical grouping used to represent a specific area of a plant. Devices such as
GCCs and HTCs are assigned to Groups. Users assigned to a plant Group will have access to
devices in that Group. The user's level of access will be determined by the Role permissions
assigned to the user for that Group.

Both the Group name and Group description can be up to 50 characters in length.

12.1.2 LOCATION

A Location can be used to represent a physical location, such as a particular part of the plant.
Devices such as GCCs and HTCs are assigned to a Location. nVent RAYCHEM Supervisor
enforces the rule that a device can only be assigned to one Location. If the same device is
assigned to another Location then it is automatically removed from the previous Location.

Both the location name and location description can be up to 50 characters in length.

12.1.3 LINE/EQUIPMENT NUMBER

A Line/Equipment Number can be used to represent a length of heater or section of pipe in the
field. Devices such as HTCs are assigned to Line/Equipment Numbers. An HTC can be assigned to
multiple Line/Equipment Numbers, and a Line/Equipment number can be assigned to multiple
HTCs.

Both the Line/Equipment Number name and Line/Equipment description can be up to 50
characters in length.
12.1.4 BREAKER PANEL

A Breaker Panel can be used to represent the Breaker Panel that feeds power to GCCs and HTCs in
the field. A device can be assigned to only one Breaker Panel. If a device is re-assigned to another
Breaker Panel, it will be removed from the previous Breaker Panel.

Both the Breaker Panel name and Breaker Panel description can be up to 50 characters in length.
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12.2 SETTING UP GROUPS

12.1.5 BREAKER NUMBER

A Breaker Number can be used to identify the specific branch circuit breaker in a breaker panel
that provides power to the device. A Breaker Number can be up to 20 characters in length.

12.1.6 CONTROLLER PANEL

If the HTC (controller) is mounted in a control panel, the Controller Panel parameter can be used to
represent the physical Controller Panel in the plant. Devices such as HTCs are assigned to
Controller Panels and can be assigned to only one Controller Panel. If the same device is re-
assigned to another Controller Panel, then it is removed from the previous Controller Panel.

Both the Controller Panel name and Controller Panel description can be up to 50 characters in
length.
12.1.7 CONTROLLER POSITION

A Controller Position can be used to represent the controller’s physical position in the controller
panel. A Controller Position can be up to 15 characters long.

Before a user is allowed to set up Plant Documentation, he/she must have user permissions to
Setup Roles/Users/Plant Documentation. Refer to Section 6 “Security” for details on how to set up
user permissions.

Configure Group - m} X
Group List
Mame Description
Default Group This is the default group
Engineering
Electrical Shop
Main Broiler

EXIT

Figure 12-1 Group Setup

12.2.1 ADDING A NEW GROUP

Refer to Section 6.3.1 “Adding a New Group” for details.

12.2.2 EDITING A GROUP

Refer to Section 6.3.2 “Editing a Group”.

12.2.3 REMOVING A GROUP

Refer to Section 6.3.3 “Removing a Group” for details.

12.2.4 ASSIGNING DEVICES TO A GROUP

Refer to Section 6.3.4 “Assigning Devices to a Group” for details.
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12.3 SETTING UP LOCATIONS

12.2.5 ASSIGNING USERS TO A GROUP

Refer to Section 6.3.5 “Adding Users to a Group” for details.

Before you can set up Locations, you must have user permission to Setup Roles/Users/Plant
Documentation.

Configure Location - [m] X

Location List

Name Description |
Default Location This is the default location
Location B Description for Location B
Location C Description for Location C
Location A Descripton for Location A

EXIT

Figure 12-2 Configure Locations

12.3.1 ADDING A NEW LOCATION

To add a new location:

1. Inthe Client's main window, use the System drop-down menu and select Plant
Documentation, then Location.

2. From the Location window, click the Add button.

3. When the Add Location window is displayed, fill in the Location name and Location
description. The maximum length for the Location name is 50 characters. The maximum
length for the description is 50 characters.

4.  When you have completed your edits, click the OK to save and exit.

Add Location .t

Location Name

Location Description

Figure 12-3 Add Location
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12.3.2 EDITING A LOCATION
To edit a location:

1. Inthe Client's main window, use the System drop-down menu and select Plant
Documentation, then Location.

2. From the Location window, click the Edit button.

3. When the Edit Location window displays, edit the Location name and description.

4.  When you have completed your edits, click the OK to save and exit.

Edit Location *

Location Name

| Location A |

Lecation Description

| Descripton for LocationAl |

Figure 12-4 Edit Location

12.3.3 REMOVING A LOCATION
To remove a location:

1. Inthe Client's main window, use the System drop-down menu and select Plant
Documentation, then Location.

2. From the Location window, click the Remove button.

3. When prompted to confirm the remove, click Yes to remove the Location otherwise click No
to cancel.

12.3.4 ASSIGNING DEVICES TO A LOCATION
To assign devices to a location:

1. Inthe Client's main window, use the System drop-down menu and select Plant
Documentation, then Location.

2. From the Location window, click the Assign Devices button.

When the Assign Devices to Location window is displayed, add and/or remove devices.

4.  When you have completed your edits, click OK to save and exit.

w
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UnAssigned Device List

Assign devices to Location: Location A

Device Tag

| Device Type | Addr... |

\GCCTEST\HTC-36
\GCCTESTV\HTC-34
\GCCTEST
\GCCTEST\HTC-38
\GCCTEST\HTC-0C
\GCCTEST\HTC-2B
\GCCTEST\HTC-27
\UITZTESTMD 9
WGUCTESTVHTC-40
A\GCCTEST\HTC-3C

\UIT2TESTAID 46
1

HTCG
HTC
GCC
HTC
HTCG
HTC
HTC
CIRCUIT
HTC
HTC
CIRCUIT

54
52
1

56
12
43
39
9

64
&0
46

Defi
Def,

Defi »
S cance

Assigned Device List

Device Tag

| Device Type | Addr... |

Figure 12-5 Assigning Devices to a Location

12.4 SETTING UP LINE/EQUIPMENT NUMBERS

Before you can set up Line/Equipment Numbers, you must have user permissions to Setup
Roles/Users/Plant Documentation.

Line/Equipment Mumber

Line/Equipment Number List

Name

Description

Default Line/Equip Number

This i= the default linefequip number

= O X

EXIT
Figure 12-6 Line/Equipment Number
12.4.1 ADDING A NEW LINE/EQUIPMENT NUMBER
To add a new line/equipment number:
1. In the Client’'s main window, use the System drop-down menu and select Plant

Documentation, then Line/Equipment.
2. From the Line/Equipment window, click the Add button.
3. When the Add Line/Equipment Number window is displayed, fill in the Line/Equipment name
and Line/Equipment description. The maximum length for the Line/Equipment name is 50
characters. The maximum length for the description is 50 characters.
4. When you have completed your edits, click Add to save and exit.
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Add Line/Equipment Number *

Line/Equipment Number Name

Line/Equipment Number Description

Figure 12-7 Add Line/Equipment Number

12.4.2 EDITING A LINE/EQUIPMENT NUMBER
To edit a line/equipment number:

1. In the Client’s main window, use the System drop-down menu and select Plant
Documentation, then Line/Equipment.

2. From the Line/Equipment Number window, click the Edit button.

3. When the Edit Line/Equipment window displays, edit the Line/Equipment nhame and

description.
4. When you have completed your edits, click OK to save and exit.
Edit Line/Equipment Mumber *

Line/Equipment Number Name

Description for Line/Eguipment Number &

Line/Equipment Num ber Description

I Line/Equipment Mumber A |

Figure 12-8 Edit Line/Equipment Number

12.4.3 REMOVING A LINE/EQUIPMENT NUMBER
To remove a line/equipment number:

1. Inthe Client's main window, use the System drop-down menu and select Plant
Documentation, then Line/Equipment.

2. Once the Line/Equipment window is displayed, click the Remove button.

3. When prompted to confirm the remove, click Yes to remove the Line/Equipment otherwise
click No to cancel.

12.4.4 ASSIGNING DEVICES TO A LINE/EQUIPMENT NUMBER
To assign devices to a line/equipment number:

1. Inthe Client’'s main window, use the System drop-down menu and select Plant
Documentation, then Line/Equipment Number.

2. Once the Line/Equipment Number window is displayed, click the Assign Devices button.

When the Assign Devices to Line/Equipment window displays, add and/or remove devices.

4. When you have completed your edits, click OK to save and exit.

w

nVent.com/RAYCHEM | 132



Assign devices to Line/Equipment Number: Line/Equipment Number A [m] hed

UnAssigned Device List Assigned Davice List
Device Tag ~ | Device Type ‘ Address Device Tag | Device Type | Address
\GCCTEST oce 1 i‘
AGCCTESTAHTC-01 HTC 1
AGCCTESTAHTC-02 HTC 2
AGCCTESTAHTC-03 HTC 3
\GCCTESTW\HTC-04 HTC 4
AGCCTESTAHTC-05 HTC 5
AGCCTESTV\HTC-06 HTC i “
AGCCTESTAHTC-O7 HTC 7
AGCCTESTNHTC-08 HTC §
AGCCTESTAHTC-09 HTC 9
AGCCTESTAHTC-DA HTC 10 -
a | SRl coc: N o]

Figure 12-9 Assigning Devices to a Line/Equipment Number

12.5 SETTING UP BREAKER PANELS

Before you can set up Breaker Panels, you must have user permission to Setup Roles/Users/Plant
Documentation.

Breaker Panel — O *

Breaker Panel List

Name Description |

Default Breaker Panel default

EXIT
4

Figure 12-10 Breaker Panel

12.5.1 ADDING A NEW BREAKER PANEL

To add a new breaker panel:

1. In the Client’'s main window, use the System drop-down menu and select Plant

Documentation, then Breaker Panel.

2. Once the Breaker Panel window is displayed, click the Add button.

3. When the Add Breaker Panel window is displayed, fill in the Breaker Panel name and
Breaker Panel description. The maximum length for the Breaker Panel name is 50
characters. The maximum length for the description is 50 characters.

4, When you have completed your edits, click Add to save and exit.
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Add Breaker Panel x

Breaker Panel Mame

Breaker Panel Description

Figure 12-11 Add Breaker Panel

12.5.2 EDITING A BREAKER PANEL

To edit a breaker panel:

1. In the Client’s main window, use the System drop-down menu and select Plant
Documentation, then Breaker Panel.

2. From the Breaker Panel window, click the Edit button.

3. When the Edit Breaker Panel window displays, edit the Breaker Panel name and description.

4. When you have completed your edits, click OK to save and exit.

Edit Breaker Panel *

Breaker Panel Name

| Breaker Panel A

Breaker Panel Descripticn

Description for Breaker Panel A |

Figure 12-12 Edit Breaker Panel

12.5.3 REMOVING A BREAKER PANEL
To remove a breaker panel:

In the Client’s main window, use the System drop-down menu and select Plant Documentation,
then Breaker Panel.

From the Breaker Panel window, click the Remove button.

When prompted to confirm the remove, click Yes to remove the Breaker Panel otherwise click No
to cancel.
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12.5.4 ASSIGNING DEVICES TO A BREAKER PANEL

To assign devices to a breaker panel:

1. Inthe Client's main window, use the System drop-down menu and select Plant
Documentation, then Breaker Panel.
2. From the Breaker Panel window, click the Assign Devices button.
3. When the Assign Devices to Breaker Panel window displays, add and/or remove devices.
4.  When you have completed your edits, click OK to save and exit.
Assign devices to Breaker Panel: Breaker Panel A m} X
UnAssigned Device List Assigned Device List
Device Tag =7 | Device Type | Addr... Bre: Device Tag | Device Type ‘ Addr... |

\GCCTEST GCC 1 Def;i‘

\GCCTESTA\HTC-01 HTC 1 Defi

\GCCTEST\HTC-02 HTC 2 Def

\GCCTEST\HTC-03 HTC 3 Defi

\GCCTEST\HTC-04 HTC 4 Def

\GCCTEST\HTC-05 HTC 3 Defi “

VGCCTEST\HTC-06 HTC 6 Def

\GCCTEST\HTC-07 HTC 7 Defi

VGCCTEST\HTC-08 HTC 8 Def

\GCCTESTV\HTC-09 HTC L] Defi

VGCCTESTVWHTC-0A HTC 10 Defi o

« | Nl cance N ,

Figure 12-13 Assigning Devices to a Breaker Panel

12.6 SETTING UP CONTROLLER PANELS

Before you can set up Controller Panels, you must have user permission to Setup
Roles/Users/Plant Documentation.

Controller Panel — O X

Controller Panel List

Name Description ‘

Default Controller Panel default

Figure 12-14 Controller Panels

12.6.1 ADDING A NEW CONTROLLER PANEL

To add a new controller panel:

1.

In the Client’s main window, use the System drop-down menu and select Plant
Documentation, then Controller Panel.

Once the Controller Panel window is displayed, click the Add button.

When the Add Controller Panel window is displayed, fill in the Controller Panel name and
Controller Panel description. The maximum length for the Controller Panel name is 50
characters. The maximum length for the description is 50 characters.

When you have completed your edits, click Add to save and exit.
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Add Controller Panel

Controller Panel Name

Controller Panel Descripticn

Figure 12-15 Add Controller Panel

12.6.2 EDITING A CONTROLLER PANEL

To edit a controller panel:

1. In the Client’s main window, use the System drop-down menu and select Plant
Documentation, then Controller Panel.

2. Once the Controller Panel window is displayed, click the Edit button.

3. When the Edit Controller Panel window displays, edit the Controller Panel name and
description.

4. When you have completed your edits, click OK to save and exit.

Edit Controller Panel

Controller Panel Name

x

[

Controller Panel Description

Description for Controller Panel A

Figure 12-16 Edit Controller Panel

12.6.3 REMOVING A CONTROLLER PANEL

To remove a controller panel:

1. Inthe Client's main window, use the System drop-down menu and select Plant

Documentation, then Controller Panel.

2. From the Controller Panel window, click the Remove button.

3. When prompted to confirm the remove, click Yes to remove the Controller Panel otherwise

click No.

12.6.4 ASSIGNING DEVICES TO A CONTROLLER PANEL

To assign devices to a controller panel:

1. Inthe Client's main window, use the System drop-down menu and select Plant

Documentation, then Controller Panel.

2. From the Controller Panel window, click the Assign Devices button.
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12.7 VIEWING YOUR PLANT

3. When the Assign Devices to Controller Panel window is displayed, add and/or remove
devices.
4. When you have completed your edits, click OK to save and exit.

Assign devices to Controller Panel: Controller Panel A [m| X
UnAssigned Device List Assigned Device List

Device Tag = | Device Type | Addr... | Cont Device Tag | Device Type ‘ Addr... | <
NWGCCTEST GCC 1 De‘fi‘
AWGCCTESTV\HTC-01 HTC 1 Def:
YWGOCTESTVHTC-0Z2 HTC 2 Defi
WGCCTESTV\HTC-03 HTC 3 Defi
\GCCTESTVHTC-04 HTC 4 Defi
AGCCTESTV\HTC-05 HTC 5 Defi
NWGCCTESTVWHTC-06 HTC 6 Defi “
AVGCCTEST\HTC-07 HTC 7 Defi
AWGCCTESTV\HTC-08 HTC 8 Defi
A\GCCTESTAHTC-09 HTC 9 D

1

AWGCCTESTVHTC-0A HTC

efi
a | - | b

Figure 12-17 Assigning Devices to Controller Panel

nVent RAYCHEM Supervisor allows you to display seven different plant views. Each plant view
shows the relationship between the devices and the Plant Documentation for your EHT System.
The seven plant views are: View by Devices, View by Groups, View by Servers, View by Locations,
View by Line/Equipment Number, View by Breaker Panel, and View by Controller Panel.

To select a Plant View, click the desired tab on the tree view window located on the left hand side
of the display.

12.7.1 VIEWING BY DEVICES

Many devices of varying types will be added to Supervisor over the course of setting up a system.
Depending on the device age, model, and function, Supervisor organizes the devices in specific
ways that are often defined by the composition of the devices themselves.

Primary device types such as GCC's, HTC's, and UIT’s are easily visible at the highest levels.
Devices, such as RMM'’s for example are organized in a manner suitable to the device it is either
associated with, or managed by, and will therefore be listed in a different way.

To extend the example of RMM'’s, as these modules are referenced to and managed by NGC-40
Bridge Modules and UIT's, details pertaining to how they are used can be found within the device
configuration for a given Bridge, UIT, and / or HTC module. UIT devices also list RMM modules
within the UIT Devices list.

Refer to Appendix E for more information on Device Types and their associated data point
definitions.

The View by Device option displays a list of the primary device types as listed above, in the list
window. The tree view window on the left of the main window will display the hierarchy of all of the
GCCs and HTCs. Any devices that have no children (subordinate devices) are placed in the More
Devices group (i.e.: HTC-direct devices, and GCCs with no children).
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Figure 12-18 Plant View by Device Window

On the View by Device screen, there is an option to include Plant documentation along with the
rest of the device data. One of the following Plant documentation can be added such as Location,
Line Equipment Number, Controller Panel or Breaker Panel. This option is available when you use
the mouse and right click on the header of the empty column near the end of screen.

lil Ch“r...l Installed DateTime I Setpoint I Model I Dcvlc[
0 6/20/2020 2:01 PM 70°F CM2000+ 0
0 6/20/2020 2:01 PM 70°F CM2000+ 0
0 6/20/2020 2:01 PM 70°F CM2000+ 0
0 6/20/2020 2:01 PM 70°F CM2000+ 0
0 6/20/2020 2:01 PM 70°F CM2000+ 0
0 6/20/2020 2:01 PM 70°F CM2000+ 0
0 6/20/2020 2:01 PM 70°F CM2000+ 0

Figure 12-19 Plant Documentation Selection Menu

Show None
Show Line Equipment
Show Controller Panel
Show Breaker Panel

rcoc ure
W1CH wie
wiez ure

Figure 12-20 Plant Documentation Information Added

12.7.2 VIEWING BY GROUP

wwaozoeM TP cuaooe [

A Group is a user-defined label for grouping GCCs and HTCs in a plant. Each GCC and HTC can be

assigned to a unique or a common Group.

For this view, the window on the left of the main window displays a tree representation of the
Groups configured in your EHT System. Each Group node can be expanded to show all of the
GCCs and HTCs associated with this particular Group. The window on the right will display a list of
Groups if the System node in the tree view is selected, or a list of GCCs and HTCs if a Group node
in the tree view is selected.
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[ Raychem Supervisor
File  System  Cliem  Device Alarm  Security Tools  Reports View  Language  Help

- @Eﬁ

= 1< Copy Config
|
El-4 EHT System Group Name | Description |
4 Default Group
Engineering
Electrical Shoj
(D¢ P Electrical Shop
Engineering
B4 Eng . Main Broiler
3] Main Broil
-4~ Mein Eroller Default Group This s the default group

Figure 12-21 Plant View by Group

12.7.3 VIEWING BY SERVER

For this view, the window on the left of the main window displays a tree representation of the
Servers configured in your EHT System. Each server node can be expanded to show all of the
GCCs and HTCs associated with this particular server. The window on the right will display a list of
servers if the System node on the tree view is selected, or a list of GCCs and HTCs if a server node
on the tree view is selected.

B Raychem Supenvisor
File  System  Client  Device  Alarm  Secuity Tools  Reports View  Language  Help

» ] &
2. .% f B
AddDevice  Configuwe  Montor  Drewio:  Copy Config
e L T
5 4 EHT System Server Name ‘ Server IP | Description
G- CAED1L8301 (Master)
CAED1LE301 152.168.226.1 Master Server
14 SlavePC.1 (Slave) SlavePC_1 192.168.226.130 Slave Server 21

Figure 12-22 Plant View by Server

12.7.4 VIEWING BY LINE/EQUIPMENT NUMBER

A Line/Equipment Number is a user-defined label for grouping devices in the plant. Each device
can be identified with one or more Line/Equipment Numbers.

For this view, the window on the left of the main window displays a tree representation of the
Line/Equipment Numbers configured in your EHT System. Each Line/Equipment Number node can
be expanded to show all of the GCCs and HTCs associated with this particular Line/Equipment
Number. The window on the right will display a list of Line/Equipment Numbers if the System node
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on the tree view is selected, or a list of GCCs and HTCs if a Line/Equipment Number node on the
tree view is selected.

[ Reychem Supervisor
Ele  System  Cliont Device Alorm  Secuity Tools  Reports View  Language  Help

= : =
@R .45 F B 4

Add Device Configure Copy Config

View by LineEquipment Number m il Aaiate | T
~ ¢ EHT System

& Line/Equipment Number A

u
&4 Line/Equipment Number B
4> Line/Equipment Number C

Figure 12-23 Plant View by Line/Equipment Number

12.7.5 VIEWING BY LOCATION

A Location is a user-defined label for grouping GCCs and HTCs in a plant. Each GCC and HTC can
be assigned to a unique or to a common Location.

For this view, the window on the left of the main window displays a tree representation for all of
the Locations configured in your EHT System. Each Location node in the tree view can be
expanded to show all of the GCCs and HTCs associated with this particular Location. The window
on the right will display a list of Locations if the System node in the tree view is selected, or a list
of GCCs and HTCs if a Location node in the tree view is selected.

[ Raychem Supervisor
File  System  Client  Device Alarm  Security Jools  Reports View  Language  Help

R .5 & B
Add Device Configure 4 Copy Config
Visaty Locaon T o || vevos
& 4 [EHT System Location Name | Description \
14 Default Location -
Default Location This is the default location
&-4 Location A
Location 8 Description for Location B
-4 Location B =

Location C Description for Location C

& 4 Location C
i Location A Descripton for Location A

Figure 12-24 Plant View by Location

12.7.6 VIEWING BY BREAKER PANEL

A Breaker Panel is a user-defined label for grouping devices in the plant. Each device can be
identified with one Breaker Panel.

For this view, the window on the left of the main window displays a tree representation of the
Breaker Panels configured in your EHT System. Each Breaker Panel node can be expanded to
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show all of the GCCs and HTCs associated with this particular Breaker Panel. The window on the
right will display a list of Breaker Panels if the System node on the tree view is selected, or a list of
GCCs and HTCs if a Breaker Panel node on the tree view is selected.

[l Raychem Supervisor

Eile System Client Device

. K

Add Device  Configure

View by Breaker Panel

& ¢ EMT System
)4 Breaker Panel A
%4> Breaker Panel B
@) 4 Breaker Panel C
@9 Default Breaker Panel

AMarm  Security  Tools  Reports View  Language  Help
I
¥ Copy Config
 vewomce | view asems | VIEW NOTES
Breaker Panel Description I

Default Breaker Panel
Breaker Panel B
Breaker Panel C

Breaker Panel A

Figure 12-25 Plant View by Breaker Panel

12.7.7 VIEWING BY CONTROLLER PANEL

default
Description for Breaker Panel B
Description for Breaker Panel C

Description for Breaker Panel A

A Controller Panel is a user-defined label for grouping devices in the plant. Each device can be
identified with one Controller Panel.

For this view, the window on the left of the main window displays a tree representation of the
Controller Panels configured in your EHT System. Each Controller Panel node can be expanded to
show all of the GCCs and HTCs associated with this particular Controller Panel. The window on
the right will display a list of Controller Panels if the System node on the tree view is selected, or a
list of GCCs and HTCs if a Controller Panel node on the tree view is selected.
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. Raychem Supervisor
File System Client Device Alarm Security Tools Reports  View Language Help

2. % 8 B &

Add Device Monitor  Drawings  Copy Config

e — .. T ST
“ ¢ EHTSystem. Controller Panel | Description I

4 Controller Panel A

Default Controller Panel default
@4 Controller Panel B
Controller Panel A Description for Controller Panel A
-4 Controller Panel C -
Controller Panel B Description for Controller Panel B
Default Controller Panel
=4 Controller Panel C Description for Controller Panel C

Figure 12-26 Plant View by Controller Panel
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Section 13 — WORKING WITH OFFLINE DEVICES

With the Offline feature, you can install and configure a nVent RAYCHEM Supervisor EHT system
without the presence of any field devices. However, you should have documentation for the actual
hardware that will be used in the field available.

The Offline feature can be useful in situations where the EHT system is designed and the nVent
RAYCHEM Supervisor software will be configured prior to connection to a live system. When an
EHT system is created using the Offline feature, nVent RAYCHEM Supervisor does not perform
alarm monitoring or data trending on any GCCs, NGC-UITs, or HTCs that are in Offline mode.
Changes to Offline devices are saved to the nVent RAYCHEM Supervisor database only, rather
than to the actual field devices when a device is Online.

A Set Online function is available to synchronize the configuration of the field device hardware
with the configuration in the database. The Set Offline and Set Online functions are available for
different device levels, such as System, GCC, NGC-UIT, or HTC. In addition, the Set Online function
has the option ‘Update select device(s) with the offline settings.” This option is explained in detail
in the following sections.

13.1 SETTING DEVICES OFFLINE

This section describes the various ways to make GCCs, NGC-UITs, and HTCs offline. To display
the Set Device(s) Offline window, you need to use the Device drop-down box and select the Set
Offline menu item.

13.1.1 SETTING EHT SYSTEM OFFLINE

Selecting the EHT system on the tree view and proceeding to display the Set Devices(s) Offline
window will show a list of parent devices (such as GCCs) that are currently in Online mode. You
must use the Select check box to select one or more device(s) to set to Offline mode. After you've
completed your selections, click the Start button to start the operation. While the operation is
running, you will see the status of each device in the Progress window. If you choose you can stop
the operation using the Stop button.

Set Device(s) Offline - a X

Select | Tag ‘ Device Type Model [ Status |
D \NGC10-Tester 4010i/402... 4010i/402... Deviceisonline i‘
O \UIT2TEST\5GF-2 5GF SGF Device is online
D \UIT2TEST\5GF-1 5GF 5GF Device is online
D \UIT2TEST\SGF-3 5GF 5GF Device is online j
< | ]
‘anness seuzcmuJ

[ starr J close ]

Figure 13-1 Set EHT System Offline

&/
u IMPORTANT: Setting a parent device such as a GCC to Offline will cause all of its children to
be set to Offline as well.

u IMPORTANT: When a GCC, NGC-UIT, or HTC is set Offline, no changes are made to the field

hardware. nVent RAYCHEM Supervisor recognizes that the GCC, NGC-UIT, or HTC is Offline and it
will disable alarm monitoring or data trending for the device.
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13.1.2 SETTING A GCC OR NGC-UIT OR NGC-40 BRIDGE OFFLINE

Once you have selected a GCC or NGC-UIT or NGC-40 Bridge on the tree view and displayed the
Set Devices(s) Offline window, this GCC or NGC-UIT or NGC-40 Bridge will be included on the list if
it is currently in Online mode. You must use the Select check box to select the GCC or NGC-UIT or
NGC-40 Bridge. After you've checked the selection, click the Start button to start the operation.
While the operation is running, you will see the running status on the Progress window. All children
of the GCC or NGC-UIT or NGC-40 Bridge will be set to Offline as you will see in the Progress
window. If you choose you can stop the operation using the Stop button.

Set Device(s) Offline - m] X
| o <[owate] vesd | smm |

D \GCCTEST Gece AC2000+ Device is online i{

D \GCCTEST\HTC-01 HTC CM2000+ Device is online

D \GCCTEST\HTC-02 HTC CM2000+ Device is online

(| \GCCTEST\HTC-03 HTC CM2000+ Device is online B

Al |

—

PROGRESS OPmNS SELECTION

Figure 13-2 Set a GCC Offline

.V
u IMPORTANT: When a GCC, NGC-UIT, or NGC-40 Bridge or any of the children devices is
Offline, no changes are made to the settings in the field device hardware. nVent RAYCHEM
Supervisor recognizes that the GCC, or NGC-UIT, or NGC-40 Bridge or any of the children devices is
Offline and it will disable alarm monitoring or data trending for this device.

13.1.3 SETTING AN HTC-DIRECT, ELEXANT 5010i, OR NGC-20 DIRECT OFFLINE

If you have selected the More Devices node on the tree view and you display the Set Devices(s)
Offline window, a list of HTC-direct (including Elexant 5010i direct and NGC-20 direct) devices that
are currently in Online mode will be shown. You must use the Select check box to select one or
more device(s) to set to offline mode. After you've made your selection, click the Start button to
start the operation. While operation is running, you will see the status on the Progress window. If
you choose, you can stop the operation using the Stop button.

Set Device(s) Offline - m] X

suml Tag lleeeTypc’ Model | Status

D 920TEST HTCDIRECT 920 Device is online

|

PROGRESS OP'"ONS SELECTION

Figure 13-3 Set HTC-Direct Offline
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13.2 SETTING DEVICES ONLINE

u IMPORTANT: When an HTC-direct is Offline, no changes are made to the settings in the field
device. nVent RAYCHEM Supervisor recognizes that the HTC is Offline and it will disable alarm
monitoring or data trending for this HTC.

&/
u IMPORTANT: The More Devices tree node includes HTC-Direct as well any parent devices
with no children (i.e.: GCCs with no HTCs).

13.1.4 SETTING AN HTC OFFLINE

If you have selected an HTC on the tree view and you display the Set Devices(s) Offline window,
this HTC will display on the list of devices if it is currently in Online mode. You must use the Select
check box to select this HTC. After you've checked the selection, click the Start button to start the
operation. While operation is running, you will see the status on the Progress window. If you
choose you can stop the operation using the Stop button.

Set Device(s) Offline - (=] b

Select | Tag Device Type Model l Status

D HTC-01 HTC CM2000+ Device is online

PROGRESS 9L} SELECTION |

L st Y cuose

Figure 13-4 Set HTC Offline

u IMPORTANT: When an HTC is Offline, no changes are made to the settings in the field device.
nVent RAYCHEM Supervisor recognizes that the HTC is Offline and it will disable alarm monitoring
or data trending for this HTC.

This section describes the various ways to make GCCs, NGC-UITs, NGC-40 Bridges and HTCs
Online.

13.2.1 SETTING THE EHT SYSTEM ONLINE

If you have selected the EHT system on the tree view and display the Set Devices(s) Online
window, a list of parent devices such as a GCC that are currently in Offline mode will be shown.
You must use the Select check box to select one or more devices(s) to set to Offline mode. You
can also select the option to Update selected device(s) with Offline settings if you want nVent
RAYCHEM Supervisor to update your field devices with the settings from the database.

After you've completed your selections, click the Start button to start the operation. While
operation is running, you will see the status of each device on the Progress window. If you choose
you can stop the operation using the Stop button.
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Set Device(s) Online - a X

Select I Tag ] Device Type | Model ‘ Status l
D \NGC10-Tester 4010i/402 4010i/402 Device is offline EI
D \UIT2TEST\5GF-1 5GF 5GF Device is offline
D \UIT2TEST\5GF-2 5GF 5GF Device is offline
E] \UIT2TEST\5GF-3 5GF 5GF Device is offline LI
<« | 2l
”D Update selected device(s) with the offline settings
‘Procress [N seLEcTion |

[ s J close

Figure 13-5 Set EHT System Online

L/
u IMPORTANT: Setting a parent device such as a GCC to Online will cause all of its children to
be set to Online as well. If the Update selected device(s) with Offline settings is checked then each
HTC device will be updated with the nVent RAYCHEM Supervisor database settings as well.

&/
u IMPORTANT: If the Using the Update selected device(s) with Offline settings is checked, the
set Online operation can take some time to complete. Depending on the device and the number of
children it has, it can take more than an hour to finish.

13.2.2 SETTING A GCC OR NGC-UIT OR NGC-40 BRIDGE ONLINE

If you have selected a GCC or an NGC-UIT or an NGC-40 Bridge on the tree view and you display
the Set Devices(s) Online window, the GCC or NGC-UIT or NGC-40 Bridge will be shown in the list if
it is currently in Offline mode. You must use the Select check box to select this device. You can
also select the option to Update selected device(s) with Offline settings if you want nVent
RAYCHEM Supervisor to update the GCC or NGC-UIT or NGC-40 Bridge settings with the
information stored in the nVent RAYCHEM Supervisor database. After you've checked the
selection, click the Start button to start the operation. While operation is running, you will see the
status in the Progress window.

All children of the GCC or NGC-UIT or NGC-40 Bridge (i.e.: all HTCs, Circuits, NGC-40 Modules,
RMMs, NGC-30s, etc.) will be set to Online as well. If you choose you can stop the operation using
the Stop button.

Set Device(s) Online — O X
Select | Tag | Device Type | Model | Status

D GCCTEST GCC AC2000+ Device is offline i

D \GCCTEST\HTC-36 HTC CM2000+ Device is offline

D \GCCTEST\HTC-34 HTC CM2000+ Device is offline

D \GCCTEST\HTC-38 HTC CM2000+ Device is offline L,

< | -l

“D Update selected device(s) with the offline settings

PROGRESS gl L} SELECTION |

Figure 13-6 Set GCC or NGC-UIT Online

13.2.3 SETTING AN HTC-DIRECT ONLINE

If you have selected the More Devices node on the tree view and display the Set Devices(s) Online
window, a list of HTC-Direct devices that are currently in Offline mode will be shown. You must use
the Select check box to select one or device(s) to set online. You can also select the option to
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Update selected device(s) with Offline settings if you want nVent RAYCHEM Supervisor to update
your field devices with the settings from the database. After you've made your selection, click the
Start button to start the operation. While operation is running, you will see the status in the
Progress window. If you choose, you can stop the operation using the Stop button.

Set Device(s) Online - a X
Select ‘ Tag l leeo'l’ypc] Model I Status ‘
D NGC20-NEW NGC-20 Di NGC-20 Device is offline

HD Update selected device(s) with the offline settings

PROGRESS op'nons SELECTION |

Figure 13-7 Set HTC-Direct Online

13.2.4 SETTING AN HTC ONLINE

If you have selected an HTC on the tree view and you display the Set Devices(s) Online window,
this HTC will be included in the list if it is currently in Offline mode. You must use the Select check
box to select this HTC. You can also select the option to Update selected device(s) with Offline
settings if you want nVent RAYCHEM Supervisor to update your field devices with the settings
from the database. After you've checked the selection, click the Start button to start the operation.
While operation is running, you will see the status in the Progress window. If you choose, you can
stop the operation using the Stop button.

Set Device(s) Online = [m] X
Select | Tag | Dwiu'l‘ypcl Model | Status
D HTC-01 HTC CM2000+ Device is offline

HD Update selected device(s) with the offline settings

PROGRESS m’mm SELECTION

<D €D

Figure 13-8 Set HTC Online

13.3 WORKING WITH OFFLINE DEVICES

nVent RAYCHEM Supervisor manages all devices such as GCCs, NGC-UIT, NGC-40 Bridges, .etc. in
Offline mode in the same way as when they are Online. The only difference is that all
communications to the devices are disabled. Most of the functions that apply to a GCC, NGC-UIT,
NGC-40 Bridge, ..etc. will work in the same fashion. Functions such as installing or configuring a
GCC, NGC-UIT, NGC-40 Bridge, ..etc. use the same display window for either mode.

To distinguish a device in Offline mode, the color used to display the tag on the tree view is grey.
The Offline icon is placed in the lower left-hand corner of the configuration windows to identify
offline devices.

@ Offline Icon
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13.3.1 INSTALLING A GCC OR NGC-UIT OR NGC-40 BRIDGE OFFLINE

To add a GCC or NGC-UIT or NGC-40 Bridge Offline, use the Device drop-down menu and select
GCC, then Add GCC, or select NGC-UIT and then Add UIT, or select NGC-40 then Add NGC-40
Bridge Direct. Another way is to select the EHT System node on the tree view and use the right
mouse click to bring up the context menu, and then select Add GCC or select Add UIT or Add NGC-
40 Bridge Direct from the context menu.

When the Add Device window displays, you will notice a checkbox labeled Set GCC Offline or when
adding an NGC-UIT or NGC-40 Bridge, a checkbox labeled Set Offline. You must enable this
checkbox in order to add a GCC or NGC-UIT or NGC-40 Bridge in the Offline mode. Once you have
edited the fields in the Add Device window, click the OK button to save and exit. When adding an
offline GCC, nVent RAYCHEM Supervisor will automatically create a GCC with the device model set
to GCC-780. If you want to change the device model, you can use the Configure GCC function
(refer to Section 13.3.4 “Editing a GCC Offline” for more details).

Add a Mew GCC 7 bd
Server | CAED1LB301(152.168.226.1)(Master)
BCC Tag | NEw-cce |
COM Port v
IP Address I I

o s [T ]

[] clear the Existing HTC List

Set BCC Offline

Figure 13-9 Add a New GCC in Offline Mode

13.3.2 INSTALLING AN HTC OFFLINE
To install an HTC Offline:

Select a parent GCC in the tree view.

Click the Add HTC toolbar button (or use the Device drop-down menu).

Select GCC, then select Add HTC.

When the Add a New HTC window is displayed, edit the fields for the new HTC.

When you have completed your edits, click OK to save and exit. "Vent RAYCHEM Supervisor
will automatically create an HTC with its device model set to 920. If you want to change the

device model type, you can use the Configure HTC function (refer to Section 14.3.5 “Editing

an HTC Offline” for more details).

abrwbd =
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Add a Mew HTC

GCC Tag

HTC Tag

GCC Port

HTC Address

| GCCTEST

| MEW-HTC

C

1234

Set HTC Offline

Figure 13-10 Add a New HTC in Offline Mode

L/
u IMPORTANT: When adding a NGC-UIT Circuit or NGC-40 module offline, select the
appropriate NGC-UIT or NGC-40 Bridge then click the Add Device toolbar menu. Fill in the

information on the screen and click OK to save.

13.3.3 INSTALLING AN HTC-DIRECT OFFLINE

To install an HTC-Direct Offline:

1. Select the EHT system node on the tree view.

2. Click the Add HTC toolbar button (or use the Device drop-down menu), select HTC, then Add

HTC-Direct.

3. When the Add a new HTC with Direct Connection to the Server window displays, edit the
fields for the new HTC.

4.  When you have completed your edits, click OK to save and exit. nVent RAYCHEM Supervisor
will automatically create an HTC with device model set to 920. If you want to change the
device model, you can use the Configure HTC function (refer to Section 13.3.5 “Editing an
HTC Offline” for more details).

Server

HTC Tag

COM Port

IP Address

Modbus Address

Sub Address

Add a Mew HTC Device With Direct Connection

| CAEDTLE30T{192.168.226.1)(Master)

[ nEw-s2q

I
I

Set Offline

Figure 13-11 Add a New HTC-Direct in Offline Mode
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13.3.4 EDITING A GCC OR NGC-UIT OR NGC-40 BRIDGE OFFLINE

The configuration of a GCC ,an NGC-UIT or an NGC-40 Bridge in Offline mode can be edited using
the GCC, or the NGC-UIT or the NGC-40 Bridge configuration windows. To bring up the appropriate
configuration window, click on the desired device, and then select the Configure option in the right
click menu or click the Configure toolbar button. This window is identical to the regular device
configuration window except that you can change the device model and firmware field.

After you have completed your edits, use the Apply button to save without exiting or the OK button
to save and exit.

&/
u IMPORTANT: When you are changing the device model, some fields will get disabled or
enabled depending on the device model selected. Make sure that the device model and firmware
version settings agree with the actual device that will be installed later.

Configure GCC X
GCC CONFIGURATION

g Y,

Model [ Aczo00-

Firmware Version |1.43

PROPERTIES
(e INUITER GLOBAL ALARM PRIORITIES | CONTACT INPUTS I LOAD SHEDDING ‘ MISCELLANEOUS }
Alarm Setup

GCC Reset enabled [l Waming

Alarm Queue 80% Full [ eneblea [l werning

Alarm Queue 100% Full [ enzblea I werning

Configuration Lost Enabled [l] Waming

Clock Battery Failed [ enabiea [ warning

m PRINTER | PORTCARRIER | PORT OFFLINE |
@ Desice s i Offine mose. [ ok X cance J

Figure 13-12 Configure GCC in Offline Mode

13.3.5 EDITING AN HTC OFFLINE

The configuration of an HTC or HTC-Direct in Offline mode can be edited using the HTC
Configuration window. To edit the HTC configuration, click the desired HTC, then select the
Configure option in the right click menu or click the Configure toolbar button. This window is
identical to the regular HTC configuration window except that you can change the HTC device
model and firmware fields.

After you have completed your edits, use the Apply button to save without exiting or the OK button

to save and exit.

&/
u IMPORTANT: When you are changing the HTC device model, some fields will get disabled or
enabled depending on the device model selected. Make sure that the device model and firmware
version settings agree with the actual device that will be installed later.
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Configure HTC X

HTC CONFIGURATION
a0 o0 DT TAG
GCC Tag |sccTesT | PRINT REPORT
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Setpoint Temperature r
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Figure 13-13 HTC Configuration Window for HTC Offline

13.3.6 REMOVING A GCC, AN NGC-UIT OR AN NGC-40 BRIDGE OFFLINE
To remove a GCC, or an NGC-UIT or an NGC-40 Bridge in offline mode:

1. Click the desired device, and then select the Remove Device option from the right-click menu.
The Remove an existing device window is displayed.
2.  Click the OK button to complete the remove.

13.3.7 REMOVING AN HTC OR HTC-DIRECT OR NGC-UIT CIRCUIT OR NGC-40 MODULE
OFFLINE

To remove an HTC, or HTC-direct, or NGC-UIT Circuit or NGC-40 module in Offline mode:

1.  Click the desired device, then select the Remove Device option from the right-click menu. You
will be prompted to confirm the remove.
2. Click Yes to continue with the remove or No to cancel.

13.3.8 CHANGING GCC, NGC-UIT, OR NGC-40 BRIDGE COMMUNICATIONS OFFLINE

To change the GCC, NGC-UIT or NGC-40 Bridge communications settings for a device in Offline
mode, select the desired device on the tree view, then use the Device drop-down menu, click on the
device, and finally click the Change Communications menu item. The Change Communication
window is displayed. Make the desired changes and click the OK button to save and exit.

Change Communications X

You can reassign a device's communication port and/or address.

Device Tag | sccTEST

Current Settings New Settings

COM Port TCP/IP COM Port TCPR/IP N
IP Address 192.168.226.1 IP Address 152.168.226.1

Device Address Device Address SN

Figure 13-14 Change Device Communication Window
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13.3.9 CHANGING AN HTC OR HTC-DIRECT COMMUNICATIONS OFFLINE

To change the HTC communications settings for a HTC or HTC-direct in Offline mode:

1. Select the desired HTC on the tree view, then from the Device drop-down menu, click on the

HTC.

2. Click the Replace HTC menu item. The Replace HTC window is displayed.
3. Make the desired changes and click the OK button to save and exit.

Replace HTC X

You can reassign a device's communication port and/or address.

Device Tag | NGC2O-NEW |
r Current Settings r New Settings

com coupr

P s o s
Device Address Device Address

Sub Address D Sub Address N

D Use existing configuration for the new device

Figure 13-15 Change HTC-Direct Communication

Replace HTC

b4 E

You can reassign a device’s communication port and/or address.

Device Tag | HTC-0 |
r Current Settings r New Settings

- - EN—
prrs [T | oo

D Use existing configuration fer the new device

Figure 13-16 Change HTC Communications
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Section 14 — DATABASE TOOLS

14.1 EXPORT AND IMPORT

nVent RAYCHEM Supervisor provides several useful tools to convert, export, import, back up, and
restore nVent RAYCHEM Supervisor database files.

The Export function allows the user to export data such as System Devices, System Plant
Documentation, and Device Notes (a.k.a. Operator Notes), and save the data in an XML-format file
or a CSV data file.

The user can use the Import function to import data from an XML-format file or a CSV data file.

14.1.1 EXPORT

Using the Export function, the user can choose to export System Devices, System Plant
Documentation, or Device Notes. The data can be saved in an XML-format file or a CSV data file.

With a System Device export, Device Notes are included. The Device Notes export allows the user
to export Device Notes independently of other data. The following files are created when Device
Notes are exported:

= ExportFileName.ds2 (This file contains general information of the export)
= ExportFileName-Notes.csv (This file contains the Device Notes)
= ExportFileName-NoteComments.csv (This file contains the Comments for the Device Notes)

u IMPORTANT: The Export function is used mainly for exchanging basic information between
nVent RAYCHEM Supervisor systems. To back up all system data, use of the system back up
function is recommended, since this will capture all system database information.

File  System  Client Device Alwm  Security Tools  Reports View  Language  Help
5 k)
Copy Config
‘I View by Device T I
B4 EHT Systom | Device Tag | Device Type | Port
< 4 (More Devices) 5 Data Expor

 (No More
= 9 NGC4e8RIDGE
W NGC40+

Data to export

5) umer
Opecator Notes.

l

Figure 14-1 Choose Data to Export

Export System Devices x
4 [l s ThisPC » OSDisk(C) > Temp folder v o Search Temp folder
Organize v New folder A ]
Perflogs A Name - Date modified Type Size
Program Files [ export on March 20, 2020.dts 6/22/202012:21 PM DTS File

Program Files (x36)
Python

temp

Temp folder
Terraform

Users

Utilities

Window

Windows
WindowsAzure

= New Yolume (D) v < >

File name: [ ~

Saveas type: DTS Data Files(".dlts) v

~ Hide Folders Cancel

Figure 14-2 Choose a File Type

To use the Export function, click the File drop-down menu and select Export.
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14.1.2 IMPORT

The user can use the Import function to import System Devices, System Plant Documentation,
Device Drawings, Device Notes / Comments, Baches, Recipes, Trend Groups, Templates, and
Scheduled events. The data file must be in the proper format in order for Supervisor to detect the
types of data and import correctly.

With a System Device import, Device Notes are included. The Device Notes import allows the user
to import Device Notes independently of other data. Further, users can import Device Notes to
different devices if they manually edit the device note’s associated device tag within the import
file.

&/
u IMPORTANT: Some data elements are dependent on others. For example, trend groups refer
to devices, so you cannot import trend groups without importing the devices.

Import System Dlata - O X
Data File | | e
r Import rules

D Replace duplicates with imported items

Items to be imported

CLOSE

Figure 14-3 Import Window — Prior to File Selection
To use the Import function, click the File drop-down menu and select Import.

In the import window, choose a data file to import. The data file will be parsed and the contents
shown in the Items to be imported window, as shown in Figure 14-4 Map to Existing Server.

The user can expand the tree view nodes to see the data items that will be imported.

&/
u IMPORTANT: Before clicking the Import button to import the data, the user must map the
devices to an existing Server. The imported data file contains Server IP addresses and ports, which
are shown in the import windows in IP:Port format.

In a target system that only has a single Server (the Parent Server), all imported devices will
automatically be mapped to the Parent Server. In a multi-Server target system, each Server to be
imported from the source file must be mapped to a corresponding Server already present in the
target system. To do this, right click on the imported Server tree nodes in red text to choose an
existing Server from the Map To list, as shown in Figure 14-4 Map to Existing Server.

This process defines to which Server the actual devices will be physically connected in the target
system.
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Description | Value | Setting | Date Time Status | User Nl Priority

Import System Data - [m] x
Data File C:\Temp folder\export on March 20, 2020.dts | 0
Import rules

D Replace duplicates with imported items

Items to be imported

- Devices
- 192.168.226.1:8388—>(CAED1L8307:192.168.226.1:8888)
i 920TEST (ID=D139)
B GCCTEST—>(GCCTEST:IP=192.168.226.1:Port=0:Address=1)
- NGC10-Tester (ID=D137)
- NGC20-NEW (ID=D138)
NGC40-BRIDGE—>(NGCAD-BRIDGE IP=192.168.226.1:Port-0:Address=16)
UIT2TEST
- 192.168.226.130:8889—>(CAED1LB301:192.168.226.1

(SlavePC_1:192.168.226.130:8889)

(CAED1 68.226.1:8888)

L eorr 3

Figure 14-4 Map to Existing Server
Import System Data - O X
Data File C:\Temp folder\export on March 20, 2020.dts | c

r Import rules

D Replace duplicates with imported items

Items to be imported

[E- Devices

- 192.168.226 1-RA88—>(CAED1LA301:192 168,226, 1:2888)

i -G20TEST (ID=D139)
GCCTEST—=(GCCTEST:IP=192.168.226.1:Port=0:Address=1)
NGC10-Tester (ID=0137)

NGC20-NEW (ID=D138)
NGC40-BRIDGE—>(NGCAD-BRIDGEIP=192.168.226.1:Port=0:Address=16)
UITZTEST

. 192 168,226 130:B8B9—>(CAED1LB301:192 168 226 1:BEAE)

CD €D

Figure 14-5 Import Window — After File Selected

The following list includes rules that the Import function follows:

The Replace duplicates with imported items option only applies to devices and plant
documentation.

Batches are imported as global batches.
Trend groups are imported as global trend groups.
Imported trend groups are disabled automatically.
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If a device has no plant group information, it will be imported to the default plant group, otherwise
the device will be imported to its specified group. If those groups do not exist in the system, they
will be created automatically.

If a device has no location information, it will be imported to the default location, otherwise the
device will be imported to its specified location. If the location does not exist in the system, it will
be created automatically.

If a device has no controller panel information, it will be imported to the default controller panel;
otherwise the device will be imported to its specified controller panel. If the controller panel does
not exist in the system, it will be created automatically.

If a device has no breaker panel information, it will be imported to the default breaker panel,
otherwise the device will be imported to its specified breaker panel. If the breaker panel does not
exist in the system, it will be created automatically.

If a device has line/equipment numbers which do not exist in the system, they will be created
automatically.

14.2 BACK UP AND RESTORE THE SYSTEM DATABASES

To back up a SQL Express system database, use the nVent RAYCHEM Supervisor Database
Backup function.

To restore from a SQL Express backup file, use the nVent RAYCHEM Supervisor Parent Server
Configuration utility. Refer to the Sections below for additional details.

..
u IMPORTANT: The internal nVent RAYCHEM Supervisor Database Backup feature cannot be
used with Multi-User/Server (SQL Server-based) systems. For these installations, use the Database
Maintenance Plan Wizard in the Microsoft SQL Server Enterprise Manager (see Appendix C for
more information).

14.2.1 BACK UP THE SYSTEM DATABASE

The user can use the Database Backup function to back up the system database. The backup file
is saved in the Backup folder under the parent server installation folder. The backup file is named
as nVent RAYCHEM SupervisorDB2012-11-23-12h04m55s.bak, with the date time information
being the moment of the backup.

To use the Database Backup function, use the System menu drop-down list and choose Database
Backup.

14.2.2 RESTORE THE SYSTEM DATABASE

To restore nVent RAYCHEM Supervisor backup database, the Parent Server Configuration Utility
can be used. This utility can be run directly from the Parent Server installation folder or using the
Start\Program menu. Follow the on screen instructions to restore your nVent RAYCHEM
Supervisor database. This utility will automatically stop your Parent Server, then restart your
Parent Server when the restore procedure is completed.
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Master Server Configuration Utility 3.0.13 - X
Master Server Configuration Utility S\
nvent

RAYCHEM

This utilility will guide you through the master server configuration process.

WARNING: This computer program is protected by copyright law and international treaties.
Unauthorized duplication or distribution of this program, or any portion of it, may result in
severe civil or criminal penalties, and will be prosecuted to the maximum extent possible
under the law.

| cance JOUSEACKY  nexT

Figure 14-6 Parent Server Configuration Utility

14.3 CONVERTING NVENT RAYCHEM SUPERVISOR DATABASES

Users upgrading from nVent RAYCHEM Supervisor 1.3X (referred to as nVent RAYCHEM
SupervisorV1) can use the nVent RAYCHEM SupervisorConvert.exe Database Conversion Utility to
convert their nVent RAYCHEM SupervisorV1 databases into an XML-format data file. The data file
can be imported into the system using the Import function (refer to Section 14.1.2 for use of the
Import feature).

It is recommended that you set up plant documentation first on nVent RAYCHEM SupervisorV1
before converting the nVent RAYCHEM SupervisorV1 database.

Please refer to the “nVent RAYCHEM Supervisor Database Conversion Utility” instructions in
Appendix C of this document for more information.

14.4 CONVERTING TRACEMASTER DATABASES

Users upgrading from TraceMaster must first use the TraceMaster DB Conversion Utility to
convert their TraceMaster databases into the nVent RAYCHEM Supervisor 1.3X database format,
after which instructions in Section 14.3 can be followed to convert the database to the nVent
RAYCHEM Supervisor XML-format.

To start the TraceMaster DB Conversion Utility:

1.  Select the TraceMaster DB Conversion Utility from the nVent RAYCHEM Supervisor 1.3X
Program file folder or use the Start button and navigate to the nVent RAYCHEM Supervisor
program folder. The TraceMaster DB Conversion Utility window is displayed. A set of default
paths are assigned to the TraceMaster and nVent RAYCHEM Supervisor Database Path
fields.

2. If the paths are different for your computer, use the Browse button to select the TraceMaster
and/or nVent RAYCHEM Supervisor databases.

3.  Click OK to start the operation.

&/
u IMPORTANT: Due to differences in functionality, some information will not be converted.
These include Batches and Data Trend Setups.

After the conversion is complete, you must use the nVent RAYCHEM Supervisor HTC
Configuration Loader function to synchronize the database information with the field device.
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14.5 CONVERTING PYROMASTER DATABASES

Users upgrading from PyroMaster must first convert their PyroMaster database into the nVent
RAYCHEM Supervisor 1.3X database format, and then follow the steps outlined in Section 14.3 .

When nVent RAYCHEM Supervisor 1.3X is installed, it will automatically detect the PyroMaster
databases, and convert them into the nVent RAYCHEM Supervisor 1.3X database format.
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Section 15 — SOFTWARE ACTIVATION AND REGISTRATION

When you first install nVent RAYCHEM Supervisor software on to your computer it will run in
DEMO time restricted mode. In this mode, the software will limit the number of simultaneous users
to four and no Child servers will be supported.

The software will run continuously for 14 days, after which it will expire. When the system has
expired no user will be allowed to login and you must stop and start the Parent Server Service to
reset the expiry timer.

To eliminate the expiry timer, you must:

1.  Register your software with nVent.
2.  Get a free activation code to activate your software. This free activation sets your copy of
nVent RAYCHEM Supervisor to a non-time restricted, fully operational mode.

There are two versions of nVent RAYCHEM Supervisor software available:

1. The Standard version of the software includes licenses for up to four Users and no Child
Sservers.

2. The Enterprise version with Multi-User/Server capabilities. This version will be limited to the
number of simultaneous users and Child Server connections based on the license model
purchased. Along with your purchase of a licensed copy of nVent RAYCHEM Supervisor, you
will receive a Configuration (Config) Code. This Config code will be used to generate a
Request code, and subsequently activate your software.

..
u IMPORTANT: The Standard version of nVent RAYCHEM Supervisor supports only Microsoft
SQL Express databases. If Microsoft SQL Server is required due to your system'’s size or
configuration, you must purchase a licensed version of nVent RAYCHEM Supervisor with Multi-
User/Server Capability.

15.1 ACTIVATE SOFTWARE LICENSE

Using a Client computer’'s main window, click the Help drop-down menu and select Software
License, then Activate. The License Activation window will be displayed.

You can perform three types of activation using the Activate Software License window.

15.1.1 ACTIVATE A DEMO VERSION

If you did not purchase your copy of the nVent RAYCHEM Supervisor software and would like to
activate it:

1.  Select Activate DEMO to Standard Version from the Activation Type drop-down box. This
process will convert your copy from DEMO time-restricted mode into non-time restricted
Standard mode.

2. Asetof Configuration (Config) Codes will be filled in for you in the Config Code boxes, and
you may click the Generate Request Code button to generate a Request Code.
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License Activation X

An Activation Code is required to activate your software. You will need 2 Request Code in order 10 obtain an
Activation Code. A Request Code can be generated on this screen.

To begin please select the Activation Type, then use the ‘Generate Request Code’ button to generate a Regquest
Code. If you have purchased your Raychem Supervisor a Config Code can be found on the Raychem Supervisor
CD case.

Activation Type Activate New License
Activation Request Codes

Config Code [ustn |[ 3381 [[com |[usr7 |
Boaeistioaa | Q000-U5J6-USTN-33B1-COSN-UVEM |

ctarion Gode I I | Il |

GENERATE REQUEST CODE ACTIVATE NOW EXIT

Figure 15-1 License Activation

Once you have the Request Code, you can use it to get an Activation Code from nVent. To activate
using the Internet, go to the nVent Website and follow the links to the Supervisory Software section
of the Website. Use the nVent RAYCHEM Supervisor Registration selection to start the activation
process. You must have your Request Code available as you will be asked to provide it.

3. Once you have obtained your Activation Code, enter it into the Activation Code boxes and
click the Activate Now button. If there are no errors, you will see a message indicating a
successful activation.

15.1.2 ACTIVATE A NEW LICENSE

If you have purchased your copy of nVent RAYCHEM Supervisor with Multi-User/Server Capability
and you need to activate it, locate the Configuration (Config) Code provided to you.

To activate a new license:

1.  Select Activate New License from the Activation Type drop-down menu.

2. Enter the Config Code on the label into the Config Code boxes.

3.  Click the Generate Request Code button. If the Config Code is valid, the Request Code text
boxes will be filled in with a Request Code.

4.  Once you have the Request Code, you can use it to get an Activation Code from nVent. To
activate using the Internet, go to the nVent Website and follow the links to the Supervisory
Software section of the Website. Use the nVent RAYCHEM Supervisor Registration selection
to start the activation process. You must have your Request Code available as you will be
asked to provide it.

5. Once you have obtained your Activation Code, enter it into the Activation Code boxes and
click the Activate Now button. If there are no errors, you will see a message indicating a
successful activation.

15.1.3 ACTIVATE AN UPGRADE

When upgrading the number of Server and/or User licenses for an existing copy of nVent
RAYCHEM Supervisor software with Multi-User/Server Capability, you will need to activate the
additional licenses. Locate the Configuration (Config) Code provided to you.

To activate an Upgrade:

1. Select Activate License Upgrade from the Activation Type drop-down menu.
2. Enter the Config Code on the label into the Config Code boxes.
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3. Click the Generate Request Code button. If the Config Code is valid, the Request Code text
boxes will be filled in with a Request Code.

4. Once you have the Request Code, you can use it to get an Activation Code from nVent. To
activate using the Internet, go to the nVent Website and follow the links to the Supervisory
Software section of the Website. Use the nVent RAYCHEM Supervisor Registration selection
to start the activation process. You must have your Request Code available as you will be
asked to provide it.

5. Once you have obtained your Activation Code, enter it into the Activation Code boxes and
click the Activate Now button. If there are no errors, you will see a message indicating a
successful activation of your upgrade.

You may verify the upgraded number of Server and/or User licenses by logging into nVent
RAYCHEM Supervisor and using the Help>About window to display the total number of licenses.

About Raychem Supervisor X
Raychem Supervisor Client Version 3.0.13
Copyright(C) 2005 - 2021nVent. All rights reserved.

Portions Copyright(C) 2000 Microsoft Corporation. All rights reserved.

Software License

Maximum User = 15 ~
Maximum Slave Server = 63
Running in Enterprise mode

Microsoft SQL Server 2000 Client Access Licenses: 64 Device CAL, 15 User CAL.

nVent Thermal, LLC i
Raychem Supervisor™ Program Software License Agreement

PLEASE REVIEW THE FOLLOWING TERMS AND CONDITIONS OF THIS SOFTWARE
LICENSE AGREEMENT (THE "AGREEMENT") CAREFULLY. THIS IS A LEGAL
AGREEMENT BETWEEN YOU, THE END USER, AND NVENT THERMAL, LLC v

Figure 15-2 About nVent RAYCHEM Supervisor

15.1.4 UPGRADE SQL SERVER LICENSES

Once you have completed the upgrade process, increment the number of SQL Server licenses that
you are approved to use. Make note of the total number and type of SQL Server 2000 Client
Access Licenses (CALs) that you now own by looking at the summary in the nVent RAYCHEM
Supervisor Help > About window (See Figure15-2 in this example; there are a total of 5 Users + 5
Servers +

1 Parent CAL for a total of 11 SQL CAL's).

1. Onthe computer where you have installed SQL Server, click Start > Control Panel-> SQL
Server 2000 Licensing Setup.

2. When prompted to choose the Licensing Mode, select the Per Seat mode and enter the total
number of CALs (devices) that you noted on the nVent RAYCHEM Supervisor Help - About
window.

15.1.5 UPGRADE WINDOWS SERVER LICENSES

Upgrading the number of Child Servers or Users in a nVent RAYCHEM Supervisor system will also
require that you increase the number of Microsoft Windows® 2003 Server or Windows® 2000
Server licenses that you own.

The user is responsible for ensuring that the proper licensing following the latest requirements is
obtained from Microsoft for legal use of Windows® Server and User or Device connections.
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15.2 REGISTERING ONLINE

A number of options for Windows Server Client Access Licenses (CALs) are available from
Microsoft.

Typical nVent RAYCHEM Supervisor systems will use a mix of Device and User CALs. You will
need to purchase a separate Windows Server Device CAL for each Parent and Child Server and a
separate Windows Server User CAL for each User in your nVent RAYCHEM system. You can verify
the number of each type of Windows Server CAL that you require by looking at the summary in the
nVent RAYCHEM Supervisor Help = About window (See Figure 15-2 About nVent RAYCHEM
Supervisor).

Click “Register” under the Help pull down menu in the nVent RAYCHEM Supervisor Client main
screen to complete the registration form online.

15.3 TRANSFERRING A LICENSE TO ANOTHER COMPUTER

A Software License may be transferred from one computer to another. In order to transfer the
license to a different computer, you must have a valid license in the computer presently running
the nVent RAYCHEM Supervisor Parent software.

Use the following steps to transfer a license:

1. Install the nVent RAYCHEM Supervisor Parent Server and Client software onto the new
computer. This computer should be connected to your plant or office network.

2. Onthe new computer, start the Parent Server service (refer to Section 4.2 “Starting Your

nVent RAYCHEM Supervisor Parent or Child Server”), then start the Client software. Log in to

the Parent server using the default user ‘admin’.

Insert a USB Flash drive, or other removable storage, into the new computer.

4. Onthe new computer’s Client main window, use the Help drop-down menu and select
Software License and Transfer. Once the Software Transfer window displays, select the
‘Create a blank software license on to a removable disk’ option and select the drive letter that
corresponds to the removable disk that you have installed in step 3 above.

5. Click the OK button to start the process.

w

Software License Transfer b4

@ Create a blank software license on to a removable disk or network location.

o Transfer softy license from toa ble disk or network location.

O Transfer software license from a removable disk or network location to computer.

(@ Removable Drive
v
O Network Location: (i.e. \\Host\folder)

Details
This option creates a blank license file on the removable disk or network location. If a removable disk is used, it
must be inserted in the new Master Server computer.

This is the first step to complete when transfering software license from one computer to another.

Figure 15-3 Create a Blank Software License

6. Insert the blank software license removable disk created in the previous step into the existing
Parent Server computer. Again, use the Help drop-down menu and select Software License
and Transfer. Select the ‘Transfer license from computer to a removable disk’ option and
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click the OK button to transfer the software license to the removable disk. The old Parent
Server computer will be updated to DEMO mode.

Software License Transfer X
(O Create a blank software license on to a ble disk or
(@) Transfer software license from toa disk or
(O Transfer software license from a disk or to

(@ Removable Drive
S
() Network Location: (i.e. WHost\folder)

r Details

This option transfers the software license from the Master Server computer to the removable disk or network
location. If a removable disk is used, it must be inserted into the Master Server computer.

This is the second step to follow when transfering software license from one computer to another.

Figure 15-4 Software License Transfer to Disk

7. Finally, install the removable disk from step 6 into the drive on the new computer and select
Software License and Transfer using the Help drop-down menu. Select the ‘Transfer license
from a removable disk to computer’ option and click the OK button. This completes the
transfer process.

Software License Transfer X

O Create a blank software license on to a ble disk or
(O Transfer software license from toa disk or
@ Transfer software license from a disk or to

(@ Removable Drive

S
(O Network Location: (i.e. \\Host\folder)
r Details

This option transfers the software license from the removable disk or network location to the Master Server
computer. If a removable disk is used, it must be inserted in the Master Server computer.
This is the final step to follow when transfering software license from one computer to another.

Figure 15-5 Software License Transfer to New Computer
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15.4 UPGRADING NVENT RAYCHEM SUPERVISOR FROM SQL EXPRESS TO SQL SERVER 2000

If you are upgrading a version of nVent RAYCHEM Supervisor using SQL Express to one using SQL
Server (nVent RAYCHEM Supervisor with Multi-User/Server Capability) perform the following

steps:

1.

Backup the SQL Express database on your existing computer using the nVent RAYCHEM
Supervisor Database Backup function (see Section 14.2.1 . Copy the backup file to a
removable drive.

If you are updating the existing computer, ensure that Microsoft Windows Server 2000 has
been installed, and that you have uninstalled the previous version of the nVent RAYCHEM
Supervisor Parent Server software.

Ensure that the new computer has been configured with all of the appropriate software as
outlined in Sections 1 and 2.

Stop the nVent RAYCHEM Supervisor Parent Server (see Section 3.3 .

Restore the database using the nVent RAYCHEM Supervisor Parent Server Configuration
utility as described in Section 14.2.2.

Start the nVent RAYCHEM Supervisor Parent Server (see Section 3.2 .

If your new system includes new Child Servers, follow the steps outlined in Section 3, Quick
Start Guide, Multi-User/Server (SQL Server) nVent RAYCHEM Supervisor Installations:, Steps
2and 3.

Register and Activate your new software (see Section 15.
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16.1 DEVICE PRIORITY SETTING

Section 16 — DEVICE PRIORITIES AND ALARM ACCESS PERMISSIONS

Unnecessary alarms greatly reduce the effectiveness of operators and compromise their ability to
address critical alarms. Starting with Raychem Supervisor version 2.12, two prioritization options

are available to assist in managing alarms:

» Device Priority setting
» User Alarm Access Permissions

Each device in Supervisor has a Device Priority setting. The Device Priority setting can be
assigned a value from 0 to 7 (users can define within their processes which end of the range is
High or Low priority). By default, the Device Priority value is set to 0. The Device Priority setting is
used throughout the various screens and reports in Supervisor. Each Device Priority value can
also be assigned to a color that is used when alarms are displayed on the screen. The Device
Priority Colors setup screen is located in the System Preferences screen (See Section 3.5.6 Device
Priority Color Settings). By using both Device Priority values and colors, a user’s experience can be
greatly improved when working with alarms as users can quickly distinguish important and critical

alarms from minor and potentially nuisance alarms.

EHT System --- Unacknowledged Alarms

Device Priority Device Tag Description Value Setting

SlavePC_1 (192.1... | Server Not Responding

{EHTSystem} Commaon Alarms Output Failure 6/

6/2020 3:55 PM
1 NGC40-HTC Control Temperature High 212°F | 212°F 6/26/2020 3:56 PM

1 NGC40-HTC High Line Gurrent T00A | 100A 6/26/2020 3:56 PM
1 NGC40-HTC High Ground Fault Current 20mA | Z0mA 6/26/2020 3:56 PM
2 NGC40-HTC3-123 | Control Temperature High 270°F | 212°F 6/26/2020 3:57 PM
2 NGC40-HTC3-123 Temperature Source 1 Failure 6/26/2020 3:57 PM
2 NGC40-HTC3-123 | High Line 1 Current 844 S00A 6/26/2020 3:57 PM
3 NGC40-10-12 Temperature Sensor 1 Low 41°F 6/26/2020 3:57 PM
3 NGC40-10-12 Alarm Source 1 Failure CAN ID:000065 | 6/26/2020 3:57 PM

NGC40-10-12 Alarm Source 3 Failure CAN ID:000067 | 6/26/2020 3:57

Figure 16-1 Unacknowledged Alarms Window

The Device Priority setting screen is located in the Device Properties screen. In order to edit the
Device Priority setting, enter the device configuration screen. Accessing the Device Properties

screen through other means will set the screen to read only.

Device Properties O

GENERAL ] PLANT DOCUMENTATION COMMUNICATION SETTINGS ]

Click the Drawings button to access the device drawings m

 Device Priority

Device Priority has several levels, and each level may be assigned a unigue color to highlight the alarms

r Steam out

D Allow Steam out for this device

Figure 16-2 Device Priority Setting in the Device Properties Screen
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16.2 USER ALARM ACCESS PERMISSIONS

In addition to the Device Priority setting, Supervisor provides a set of User Alarm Access
Permissions. The User Alarm Access Permissions is a subset of the User Permissions (See
section 6 - Security). Each user can have the same or different User and User Alarm Access
Permissions. By default, a user can view all alarms except for the alarms that are from devices
that a user has no access (i.e. view limitations are by group association). Supervisor enforces
these rules after the user logs in to Supervisor.

The Supervisor administrator can assign different users with different User Alarm Access
Permissions based on their roles, such as Operator, Electrician, Engineer, .etc. The User Alarm
Access permission provides a layer of filtering that will reduce the number of alarms that
Supervisor presents to a specific user. For example, an Operator with limited User Alarm Access
Permissions using the Supervisor Client, will only see critical alarms. For installations with a large
number of circuits, this feature can greatly improve the productivity, efficiency, and safety of the

plant and its workers.

The User Alarm Access Permissions are located in the Add a New User screen. To assign User
Alarm Access Permission to a user, enable the appropriate selections in the User Alarm Access
Permission tab under the Add/Edit User screen. Once configured, Supervisor Client will report only
those alarms that the user is entitled to see.

Add a New User x
User Name JSmith USER PERMISSIONS ARV e S 250 LTS ‘
D Any DeviceCom
ull Name _ TcmpcralurcAlarms Communic
D TemperatureFailureAlarms ilSafeOn
e [ ]
asswor _ CurrentAlarms FailSafe0ft
GroundFaultCurrentAlarms CBTripAlar
e —
< >
User Groups and Roles
Please Select Group and User Role Group Name Role Name
e — -
Engineering |Elccmmar|

Figure 16-3 User Alarm Access Permissions

Below is a summary of the User Alarm Permissions available in Supervisor:

User Alarm Permissions

Description

Examples

Any

User with this permission has
access to all alarms.

No restriction and all alarms
are visible.

Note: Limit based on user’s
group association.

Temperature Alarms

User with this permission has
access to high and low
temperature alarms.

- High TS 1 alarm

- Low TS 1 alarm

Temperature Failure
Alarms

User with this permission has
access to temperature failure
alarms.

- TS 1 Failure alarm

- RTD 1 Failure alarm

Current Alarms

User with this permission has
access to high and low current
alarms.

- High Load/Line/Trace
Current alarm

- Low Load/Line/Trace
Current alarm
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Ground Fault Current
Alarms

User with this permission has
access to ground fault current
alarms.

- High Ground fault alarm

- Ground Fault Trip alarm

Device Communication
Failure Alarms

User with this permission has
access to device communication
failure alarms. This type of alarm
occurs for a device/module in a
NGC-40, NGC-30, or GCC/T2000
system.

- Device Communication
Failure alarm

- Communication Failure
alarm

Communication Failure
Alarms

User with this permission has
access to communication failure
alarms. This type of alarm can
occurs if there is a communication
failure occurring between
Supervisor and the device.

Communication Failure
alarm

Fail Safe On Alarm

User with this permission has
access to the Fail Safe alarm and
the fail safe condition is in the fail
on state. This alarm only applies
to NGC-30 Circuits.

Fail Safe Off Alarm

User with this permission has
access to the Fail Safe alarm and
the fail safe condition is in the fail
off state. This alarm only apply to
NGC-30 Circuits.

CB Trip Alarm

User with this permission has
access to the CB Trip alarms. This
alarm only applies to NGC-30
Circuits.

Power Input Alarm

User with this permission has
access to the Power Input alarms.
This alarm only applies to NGC-30
Circuits.

User Input Alarm

User with this permission has
access to the User Input alarms.
This alarm only applies to NGC-30
Circuits.
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Section 17 = DEVICE COMMUNICATIONS

In addition to the communication settings defined on a Port by Port basis, also referred to as
Global Communication settings, communication settings can be defined on a device by device
basis, also referred to as Local Device Communication settings.

Local Device Communication settings are used to override Global Communication settings, which
are initially defined in the Setup COM Ports screen (i.e. Program Configuration).

Setup COM Ports

s

Server CAED1LB301
COM Ports Port Parameter Setting
cComi
Baud Rate Q&00 il
CcomM2
COM3 Parity Mone
coma Data Bits 8
COMS Stop Bits 2
COMB protocol Modbus RTU b
CoM7 Use DTR No
COME
Use RTS Yes
COMS -
4| | »

Figure 17-1 Setup COM Ports

If a setting within the Device Communication Settings screen has a non-zero value, Supervisor will
apply it instead of its counterpart found within Global Communication settings.

17.1 LOCAL DEVICE COMMUNICATION SETUP

The Local Device Communication Setup screen provides a user interface to setup the Device
Communication Settings for either a single device, or multiple devices simultaneously. It can also
be used to view a device’s local communication settings and communication status.

The Local Device Communication setup is accessible under the Tools\Administrative pull down

menu.
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B Raychem Supervisor
Eile System Client Device Alarm ‘Security Reports  View Language Help

2 ;' E 2] Device Trending
g a View Archived Trend Data

Add Device  Configure Drawings Copy Config
Batches and Recipes

View by Device VIE Recently Run Batches i VIEW NOTES

Scheduled Events

B4 EHT System o | rion ‘ o
4 (More Devices) Steam out
El-4 NGC40-BRIDGE Current Steam Out
W necctc Logea e
-~ M NGC40-HTC3-123 Load Shedding Status LookaciDelons
- NGC40-10-12 Offline Devices

- M NGCA0-SLIM-1234 System Connectivity Test

‘Set EHT System Offline
Set EHT System Online

Import Excel File

Local Device Communication Setup

Figure 17-2 Local Device Communication Setup Menu Option

The Local Device Communication Setup screen has a tree view on the left and a list view on the
right. The tree view shows the list of Servers available within the Supervisor system. When a
server is selected, the list view will show a list of parent devices (ex. NGC-40, GCC/AC2000, NGC-
30) and direct devices (ex. 910/915/920, 4010/4020, Elexant 5010i, and NGC-20).

The columns within the list view represent different communication settings and device status
information. Communication settings include TX Delay, Read Timeout, Write Timeout, Retries, and
the Communication Failure Management Options. Device status info includes Communication
failure count, Communication success count, and Communication retry count.

Each row in the list view represents one device, with the Tag column used as the identifier. Text
color will change to red when a device is in communication failure. The text remains black when
communications are normal.

Local Device Communication Setup - ] x
W Tag ‘ Device ... ‘ Port ‘ Address | Tx Delay | Read Time... | Write Time... | Retries. | Comm Failur... Comm Fail FII...‘ Wireless Ra...‘ Succe
NGCA-BRIDGE  NGC40.. 19216 16 o o ] 1 Mo 0 Nene 7
NGC20 NGC-20. 152.16. 21 o o 0 1 No o Nene 15
4] |

Figure 17-3 Local Device Communication Setup Menu Option

Edits to device communication settings can be performed after selecting one or more rows, and
entering the right click context menu to access Edit Comm Setup. This will bring up the Edit Local
Device Communication Settings window.
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Edit Local Device Communication Settings - O X

r Device Communication Setup

These parameters can provide finer control over device communications. Set them to 0 to
disable this feature.

Retry L4

Txdelay I:I mSs
Read Timaout I:I ms
Write Timeout I:l ms

Communication Failure Management Options

D Communication Failure Filter

Filter Time Duration

I
Lo

Wireless Radio Option

Figure 17-4 Edit Local Device Communication Settings

Note that this window contains the same parameters as the Communications Settings tab that is
found within the Device Properties window when Configuring a device, as it is in fact the same
information; this is just a different way of accessing these parameters. However, if one were to
access the Communications Settings tab by way of Properties within the right-click context menu
after highlighting a Device in the EHT System Tree of the main screen, the window presented is set
to Read Only mode.

17.2 COMMUNICATION FAILURE MANAGEMENT OPTIONS

For Heat Trace installations that are equipped with wireless communications to field devices,
several options are available in RAYCHEM Supervisor to help optimize operation.

Communication Failure Management Options are part of Device Communication Settings, and
consist of the following:

. Communication Failure Filter
. Filter Time Duration
+  Wireless Radio Option
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Device Properties O *

GENERAL | PLANT DOCUMENTATION | MISC

r Device C ication Settings
These parameters can provide finer control over device communications.Set them to 0 to disable this
feature.
= .
Txdelay 0 ms
Read Timeout 0 ms
Write Timeout 0 ms
C ication Failure Manag Options

D Communication Failure Filter

Filter Time Duration =

Wireless Radio Option |

Figure 17-5 Communication Settings - Device Properties

Communication Failure Management Options are assigned to individual devices. If an installation
contains a mix of hardwired and wireless connected devices, only those devices with wireless
connections would benefit from enabling these options. By default, these options are disabled.

17.2.1 COMMUNICATION FAILURE FILTER ENABLE

The Communication Failure Filter must be enabled before the other options can be set. When the
Communication Failure Filter is enabled, the Filter time Duration and Wireless Radio Option are
used by Supervisor to monitor and control the flow of communications to a device.

17.2.2 FILTER TIME DURATION

The Filter Time Duration is the time that must elapse after communications with a device fails
(and persists), before Supervisor reports the failure as an alarm. The Filter Time Duration limit is
4095 Seconds. If the alarm filter is not required, set it 0 seconds. For more information on the
Communication Filter and Filter Time Duration settings, refer to the section on Communication
Failure Alarm Filter Details below.

17.2.3 WIRELESS RADIO OPTION

The Wireless Radio Option controls the sequencing of communication data flow with a device.

Three options are available:

= None - When this option is selected, both monitoring and management of communication
data flow are disabled

= Keep retries together - When this option is selected, and when communication to a device
fails, Supervisor will retry until a successful response is received, or the maximum retries is
exceeded. During the retry phase, communication activities to other devices are momentarily
stopped until one of the above conditions become true. Restricting data flow to one device
will help reduce transmission errors and improve error recovery in wireless networks, which
can be susceptible to noise and other interferences.

=  Clear queued responses - This option is a combination of the Keep retries together and an
action to reset the wireless radio communications. There are wireless radio systems that can
queue and execute communication requests from Supervisor simultaneously. The purpose
for this is to increase the communication throughput. However, this can no longer be the
case if frequent interruption occurs within the wireless network. Random and frequent
interruptions and retry activities can overload the wireless network and in turn cause backlogs
within the queue and execution process. This option attempts to resynchronize the radios by
forcing the queue to clear.
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17.2.4 COMMUNICATION FAILURE ALARM FILTER DETAILS

The Communication Failure Alarm Filter in Supervisor is based on the Filter Time Duration. The
Filter Time Duration defines a period when Supervisor encounters a communication failure with a
device; it will not report a communication failure alarm immediately. However once the filter time
duration has elapsed and the communication failure is still occurring, Supervisor will then report a
communication failure alarm for this device.

Filter Time Duration Filter Time Duration
ssssssma==, csssssssessssss

RRTIRIVINRR RN

Figure 17-6 Communication Failure Alarm Filter Example

The diagram above illustrates the timing principle of the Filter Time Duration in Supervisor. The
green arrows indicate a successful communication transaction between Supervisor and a
controller. The red arrows indicate an unsuccessful communication transaction. Note that each
communication transaction includes retries if needed to obtain a successful transaction.
Normally when an unsuccessful communication transaction occurs, Supervisor will immediately
report a Device Communication Failure alarm. With the Communication Alarm Failure Filter
enabled, Supervisor will only report a Device Communication Failure alarm after the Filter Time
Duration has elapsed (if set).

For example, when an unsuccessful communication transaction occurred at T4, Supervisor will not
report a Communication Failure alarm, but it will activate the Filter Time Duration counter and set
the device status to communication fail. During the Filter Time Duration, any unsuccessful
communication transaction will not cause a Communication Failure alarm (i.e. T5 and T6). On the
first successful communication transaction (T7) since T4, Supervisor will disable the Filter Time
Duration counter and reset the device communication status back to normal. From T10 to T14,
Supervisor failed to receive a response from the controller, and the elapsed time exceeded the
Filter Time Duration, therefor, Supervisor reports a Communication Failure alarm at T14. After the
Filter Time Duration has elapsed, the Filter counter deactivates. It will be active once more when
the communication to the device is restored and the process repeats.

T State Communication Transaction Communication Alarm
T1,T2, T3 Successful transaction None
T4 Unsuccessful transaction, None

Filter is activated

T5,T6 Unsuccessful transaction, None
Filter is active

T7 Successful transaction. Filter | None
is not active

T8, T9 Successful transaction. None

T10 Unsuccessful transaction, None

Filter is activated

T11,T12,T13 Unsuccessful transaction, None
Filter is active
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T14

Unsuccessful transaction.
Filter Time Duration exceeded.
Filter is not active after a
failure alarm is generated.

Communication Failure alarm is generated.
This alarm remains until it is reset on the
next successful transaction or manually
reset by the user.
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APPENDIX A - TROUBLESHOOTING

A-1 INSTALLATION ERRORS
Cannot install Parent Server due to database error

Ensure that the Microsoft SQL Server or SQL Express is properly installed and running on the
computer where you are installing nVent RAYCHEM Supervisor.

Verify that the Parent Server name has been typed in correctly.

A-2 STARTUP AND RUN-TIME ERRORS
Cannot log in to nVent RAYCHEM Supervisor
Verify the following:

a. Make sure you are logging in to the Parent Server
b. Make sure the Parent Server is running
c. Make sure you have a LAN connection and it is working properly

“Device not found” window is displayed when trying to monitor an HTC

If the HTC is connected to a Child Server, verify that the Child Server is running and connected to
the LAN.

Cannot add Server

Make sure nVent RAYCHEM Supervisor is activated.
Ensure that the Server is online.

Cannot receive new alarms

If you have a firewall enabled, verify that ports 8888 and 8889 are open to the nVent RAYCHEM
Supervisor Client software.

nVent RAYCHEM Supervisor runs very slowly
If your system includes more than 500 to 1000 controllers, or you have multiple users running a
number of data trending or batch jobs, you may need to upgrade your database and nVent
RAYCHEM Supervisor to use Microsoft SQL Server.

A-3 COMMUNICATION ERRORS

Communication Failures

When nVent RAYCHEM Supervisor is connected to GCCs and HTC-direct controllers using a 2-wire
RS-485 configuration, make sure that the Tx Delay setting for each GCC and HTC-direct controller
is set to at least 0.06 seconds. This will ensure that the GCC or HTC-direct devices do not start to
transmit a reply until nVent RAYCHEM Supervisor has turned off its driver.

A-4 OTHER ERRORS

Some text does not display properly in the “Help About” window

If you are using McAfee Virus Scan software, you may have to disable the “Buffer Overflow
Protection” option in the McAfee setup to eliminate this problem.
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APPENDIX B — NVENT RAYCHEM SUPERVISOR DATABASE CONVERSION UTILITY

B-1

B-2

B-3

B-4

INTRODUCTION

SYSTEM REQUIREMENTS

The nVent RAYCHEM Supervisor database conversion utility was created to facilitate upgrading
from nVent RAYCHEM Supervisor version 1.x (referred to as “nVent RAYCHEM SupervisorV1”) to
nVent RAYCHEM Supervisor version 2.x (referred to as “nVent RAYCHEM SupervisorV2”).

This conversion utility converts nVent RAYCHEM SupervisorV1 system data into XML format,
which can be imported into a nVent RAYCHEM SupervisorV2 system. The utility allows the user to
choose what existing data to convert, and then export the data to a file in XML format. The
exported data can then be imported into nVent RAYCHEM SupervisorV2 using the nVent
RAYCHEM Supervisor Client's import function.

The utility runs on Microsoft .NET framework version 4.0.

INSTALLING THE NVENT RAYCHEM SUPERVISOR DATABASE CONVERSION UTILITY

The nVent RAYCHEM Supervisor Database Conversion Utility is packaged with the nVent
RAYCHEM Supervisor Client software. It can be found in the ConvertTools folder, under the nVent
RAYCHEM Supervisor Client installation folder. The utility executable is nVent RAYCHEM
SupervisorConvert.exe.

This utility requires the CsharpZip.dll to run; therefore you must copy both files if you have to run
the software on another computer.

USING THE NVENT RAYCHEM SUPERVISOR DATABASE CONVERSION UTILITY

The Figure below shows the Utility's main window.

DTS Conversion Utility — %
DTS Program Path 3 Thermal Controls\Di
- Choose What to Convert
Devices D Trend Data
Plant Documentation D Zocidin
D Batches and Recipes D Scheduled Events
D Trend Groups l:] Operator Notes

[] Templates

D Use new drawing path

New path |

crose

Figure B-1 Main Window
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B-4-1 Specifying the nVent RAYCHEM SupervisorV1 Installation Path

In the nVent RAYCHEM Supervisor Program Path textbox, type the installation path of nVent
RAYCHEM SupervisorV1. You may use the browse button at the right to browse to the folder. Any
folder that has the same structure as the nVent RAYCHEM SupervisorV1 installation folder may be
used. This folder should contain all the nVent RAYCHEM SupervisorV1 database files to be
converted.

B-4-2 Choosing the Data to Convert

From the main Ul, you can choose what data you want to convert into the new XML-based format.
Some data items are dependent on others, and in these cases, you cannot convert the dependent
data alone. Independent data can be converted separately, or at the same time as the other data.

B-4-3 Trend Data and Event Logs

If you choose to convert Trend Data and/or Event Logs, you must manually copy the converted
data files to the Parent Server computer after the conversion has been completed. The converted
Event Log files are stored in the “Archived” folder, and it may be found under the nVent RAYCHEM
Supervisor Program Path folder. The converted Trend Data files are stored in the
“Archived\TrendData” folder, which may also be found under the nVent RAYCHEM Supervisor
Program Path folder.

On the Parent Server computer under the folder “C:\Program Files\nVent\RAYCHEM Parent
Server”, you will find the “Archives” and “Archives\TrendData” folders. Copy the converted data
files to these corresponding folders on the Parent Server computer.

B-4-4 Using New Drawing Path

When you convert devices, their drawing paths will also be converted. If you want to copy the
device drawings to a new folder, such as a network shared folder to allow users to view the
drawings from different client computers, you can choose the “Use new drawing path” option to
specify a new path. The utility will replace all device drawing paths with the new path, keeping the
drawing file names only. Note that the utility does not copy the actual drawing files for you.

You can also change the drawing paths after you have imported the data into nVent RAYCHEM

o

SupervisorV2. You can do so using the nVent RAYCHEM Supervisor Client’s “Batch Change
Drawing Paths” function.

B-4-5 Converting the Data

When you click the Convert button, the utility will prompt you for a file name to save the converted
data, as shown in the figure that follows.
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DTS Data Conversion x

7~ > ThisPC > OSDisk (C:) » Temp folder v O

Organize ¥ New folder =y @
mysetup Name

Packages [ convert data.dts
Perflogs | export on March 20, 2020.dts

DTS File
DTS File

Program Files
Program Files (x86)
Python

temp

Temp folder
Terraform

Users

Utilities

Window

Windows ol >

File name: | convert data.dts

Save astype: DTS Data Files(*.dts) ~

~ Hide Folders Save Cancel

Figure B-2 Choose a File

You can choose to save the file with the extension of nVent RAYCHEM Supervisor or XML - either
format may be imported into nVent RAYCHEM SupervisorV2.

Conversion time will depend on how much data you have chosen to convert. A progress bar will be
shown to indicate conversion progress. After the conversion has been completed, if there have
been any errors during the conversion, a window will be shown listing the errors/messages, as in
The Figure below.

Error List - O X

Item Text Error Message

Scheduled event Schedule Eve... The repeat number has been ignored for this event
Scheduled event Schedule Eve...  The Every 2 Weeks pattern has been changed to Every ..

>
Csavens. S

Figure B-3 Error List
You may save this error list for reference by clicking the Save As button.
B-4-6 Importing Data into nVent RAYCHEM Supervisor V2.X

The exported data file can be imported into nVent RAYCHEM SupervisorV2 using the nVent
RAYCHEM Supervisor Client's import function. Please refer to the Section on Export and Import for
instructions on how to perform this operation.
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APPENDIX C — SQL SERVER DATABASE MAINTENANCE PLAN AND RECOMMENDED BACKUP PROCEDURE FOR NVENT
RAYCHEM SUPERVISOR

&/
u IMPORTANT: Support from your IT Department is recommended for this procedure.

&/
u IMPORTANT: The procedure described in this section applies to Microsoft SQL Server 2000

only. If you are not using Microsoft SQL Server 2000, please refer to the appropriate section in your
SQL Server documentation.

C-1 SETUP A DATABASE MAINTENANCE PLAN
To setup a database maintenance plan:

1. From the Start menu, select All Programs, then select MICROSOFT SQL SERVER.
2. Launch Enterprise Manager and expand the Databases folder until your database appears,
then expand the Management folder.

i SQL Server Enterprise Manager

=8|
Console Window  Help
i Console Root'Microsoft SQL Servers\SOL Server Group'(local) (Windows NT)\{Management'Database Maintenance Plan: —1of x|
| acton yow Toos || & =+ |EI[m| X @ B2 ]k 88 @B |
Tree | Database Maintenance Plans 0 Irems
) Console oot Mame_/ [ Databases [servers Ations
1] Microsoft SQL Servers
160 501 Server Group
-y (local) (windows NT)
{1 Data Transfarmation Services
{1 Management
SQL Server Agent
Backup
i) Current Activity
PRt abase Mainkenance Plans
[-§ 2 SOL Server Logs
{1 Replication
{1 Security
{1 suppott Services
(] Meta Data Services
g stark H & 3 H B |Document1 - Microsoft W... || ‘) SQL Server Enterprise ... GOWS ruem

Figure C-1 SQL Server Enterprise Manager

3. Right click the Database Maintenance Plans and select New Maintenance Plan. The
Database Maintenance Wizard will allow you to set up a maintenance plan that will
automatically backup the database.

4.  When the Welcome page appears as in the following example, click Next.
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Database Maintenance Plan Wizard - (local}) x|

Welcome to the Database
Maintenance Plan Wizard

This wizard helpz you create a maintenance plan that the SEL
Server Agent can run on a regular basis. With this wizard pou
Car;

1o
3

<

Run database integrity checks.

|Jpdate database statistics.

et Aot

Perform databasze backups.

Ship tranzaction logs to anather server [Enterprise Edition).

¢ Back Cancel Help

Figure C-2 Database Maintenance Plan Wizard

5. Inthe event that your database becomes corrupted, select the All Databases option and click
Next as displayed in the following example.

Database Maintenance Plan Wizard - (local}) x|

Select Databases .
Select the databazes for which to create the maintenance plan. t

Al system databases [master, model, and mzdb]

Al user databases [all databazes other than master, model, and msdb)

" These databases: |Databaze -
[1 ehtpluz
[ master

1 model

[ mzdb -
g I_>I_I

¢ Back I Mest > I Cancel | Help |

Figure C-3 Database Selection

6. Define the options for Data Optimization by selecting the Reorganize data and index pages
option. The schedule defaults to: Occurs every 1 week(s) on Sunday, 1:00:00AM as shown in
the following example.
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Database Maintenance Plan Wizard - (local}) x|

Update Data Optimization Information
Az data and index pages fill, updating requires more time. Feorganize your data '-
and index pages to improve performance.

[¥ Beorganize data and index pages |

" Feonganize pages with the oniginal amount of free space

{* Change free space per page percentage to: 10 =i

™| Update statistics used by queny optimizer. Sample: |1 0 _I; # of the databaze

[~ Remove unused space from database files

iher it grows beyond; |5':I HE

Arnount af free space ba remair aften shirirlk: 10 _:| % of the data space

Schedule: [Occurs every 1 week(z] on Sunday, at 1:00:00 Abd. ;I

;I Qhange...l
< Back I Mest = I Cancel | Help |

Figure C-4 Optimize Backup

7. If the default schedule does not accommodate your needs, click Change, set the schedule as
desired, and click OK as shown in the following example.

Edit Recurring Job Schedule x|

Job rame:  (Mew Job) ¥ Enable schedule
Wieakly

= Daily Exverny |1 3: week[z] on:
% weekly CMon [ Tue T owed [T Thur [ Fii
 bonthly [T 5a ¥ Sun

— Oocurs

— Daily frequency

¥ Decurs once at: I 1:00:00 Ak ﬁ
" Oecurs eveny: |1 j IHc.ur[g] j Startitg at: I 1:00:00 Abd ﬁ
Endingat 115559 Pbt =

— Diwration

Start date: 74 8/2005 j " End date: I 74 B/2005 j
* Mo end date

1] 8 I Cancel | Help |

Figure C-5 Choosing a Backup Schedule

8.  From the Database Integrity Check window, define the options for a Database Integrity Check
and click Next. At a minimum, accept the default values as shown in the following example.
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Database Maintenance Plan Wizard - (local)

Database Integrity Check

Check databaze integrity to detect inconsistencies caused by hardware or

zofbware errars,

&

¥ Check database integrity
&+ |nclude indexes

[ Attempt to repair any minor problems

" Exclude inderes

[~ Perform these checks before doing backups

Schedule:

Occurs evern 1 week(z] on Sunday, at 12:00:00 Ak,

=
|

LChange... |

¢ Back I Mest > I

Cancel |

Help |

Figure C-6 Database Integrity Check

9. On the Specify the Database Backup Plan window, define options for the database Backup
Plan by selecting the Backup option and the Verify option, and setting the location to Disk.
The default schedule is set to: Occurs every 1 week(s) on Sunday, 2:00:00AM. If the schedule
does not accommodate your needs, click Change. It is recommended that the Backup
Databases function be run after hours. The time it takes to complete a backup depends on

the size of the database.

Database Maintenance Plan Wizard - (local)

Specily the Database Backup Plan

Specify the databasze backup plan to prevent data loss due to system failure,

X

&

¥ Back up the database as part of the maintenance plan
[v “erify the integrity of the backup when complete

Location to store the backup file;

" Tape:

Schedule:

Occurs every 1 week(z] on Sunday, at 2:00:00 Ak,

¢ Back I Mest > I

Figure C-7 Backup Plan Definition
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10. From the Specify Backup Disk Directory window, specify the following options and click Next
as shown in the following example.

= Define the disk backup location. You may use the default backup directory or click the Browse
button to choose an alternate location. It is generally best to choose a network drive.
However, if you select the default location, ensure that the computer gets backed up on a
regular basis.

= If you select the Create a subdirectory option, the system backs up each database into
separate folders.

= Select the Remove files older than option. This option is recommended in order to not
overload the backup directory.

Database Maintenance Plan Wizard - (local} x|

Specify Backup Disk Directory -
Specify the directary in which to store the backup file. :

Diirectary in which to store the backup file:

&+ ilze the default backup directon
= Use thiz directons: IE:\F‘ngram FilezshMicrozaft SAL Se . |

[ Create a subdirectory for each database

v Eemove files alder thar: |4 ::II I'w'eek[s] j

Backup file extension: BAK.

< Back I Mest = I Cancel Help

Figure C-8 Specify Backup Disk Directory
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11.  From the Specify the Transaction Log Backup Plan window, select the Back up the
transaction log as part of the maintenance plan option. If this option is selected, ensure the
options are the same as those chosen in the database backup (step 9).

Database Maintenance Plan Wizard - (local}) x|

Specily the Transaction Log Backup Plan -
Specify the tranzaction log backup plan to prevent failures and operator errors. '=

[ Back up the iansaction log as part of the maintenance plaré

v Werify the integrity of the backup when complete
Location to store the backup file;
) Tape: j

& Disk

Schedule:

There are no operations to schedule, ﬂ

¢ Back I Mest > I Cancel | Help |

Figure C-9 Backup Log Selection

12. From the Reports to Generate window, select the Write report to a text file in directory option
and click Next if you want to have the maintenance plan generate reports.

Database Maintenance Plan Wizard - (local}) x|

Reports to Generate

[
Specify the directary in which to store the reports generated by the maintenance '=
plan.
[~ &afrite report to a text file in directorys IC:‘\F’nglam FileghMicrozaft SHL Se |
I” | Delete text report files older thar: I*1r :ll IWeek[s] j
= Sende-mail report b operatar: I j |
Mew Operatar... |

¢ Back I Mest > I Cancel Help

Figure C-10 Backup Report Generation
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13. From the Maintenance Plan History window, define the options for the Maintenance Plan
History and click Next. The default options are usually adequate. You can view the
Maintenance Plan History by right-clicking the maintenance Plan and selecting Maintenance
Plan History.

Database Maintenance Plan Wizard - (local}) x|

Maintenance Plan History -
Specify how you want to store the maintenance plan records. t

Local zerver

IV afrite history to the mzdb.dbo.syzdbmaintplan_histon table on this server
v Limit rows in the table to; I'”:":ID _:| rows for this plan

Remote server

Hiztary is added to the mzdb.dbo.zpedbmaintplan_hizton table on the remote server.
Windows Authentication is used to log on to the remote server.

[~ wirite histom ta the server I |

[ | Lirnit raves ity the: table kg I“:“:IEID _lj raws for this plan

< Back I Mest = I Cancel | Help

Figure C-11 Maintenance Plan History

14. Enter a name for your plan and click Finish to complete the setup process and exit the
Wizard.

Database Maintenance Plan Wizard - (local}) x|

Completing the Database
Maintenance Plan Wizard

Y'ou have completed the steps to create a database
maintenance plan. The plan iz described below.

B

Plan name: DB M aintenance Plani

e

o<

DATABASES -
Al Databases

Lty HeEe L

SERVERS

[local)

OFTIMIZATIONS
DOours evern 1 week(zs) on Sunday, at 1:00:00 &
Perform the following actions;

Reorganize data and index pages. chang
1| | v

< Back I Finigh I Cancel | Help |

Figure C-12 Complete the Wizard
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C-2 MAKING THE SQL SERVER AGENT ACTIVE

Execution of the Maintenance Plan requires that the SQL Server Agent be active - if it is not, the
system will display an error message. If you see the following error message from the SQL Server
Enterprise Manager, click OK, then click Finish on the Complete the Wizard window.

'T SQL Server Enterprise Manager [8]x

Console  Window  Help

"I Console Root' Microsoft SOL Servers\SQL Server Group'(local) (Windows P ] 53

| aeton vew Dok || & = |Bm| 2B D[k S 0BG |
Tree | Database Maintenance Plans 1 Ttem

[ [ Databases [ servers Actions

|21 Console Raat
(8 DB Maintenance Plant

1] Microsoft SQL Servers
160 50t Server Group

=) local) (windoves NT,
5,}:‘ D)aiahases ' Database Maintenance Plan Wizard x|

i ehtplus

All Databases (local Optimizations, Inte. .

master Completing the Database
mods! % Maintenance Plan Wizard
db
Nortuand You have completed the steps to create a database
i maintanance plan. The plan is described below
pubs

tempdb
s Tk T — 1
{1 Management

E SGL Server Agt @ The: SGiL Serverigent on target server lacal) is stapped. Make sure it is running during the scheduled execution of
[ padap this Job

{1 Current Activity

- 1§ e

£ SOL Server Lo
{3 Repication Dccurs every 1 wesk(s) on Sunday, at 1:00:00 Al
{1 Securicy Perfom the following actions:
{1 suppott Services Reorganize deta and index pages, chang .
(L0 Meta Data Services < _.l_l
cBack | Frish | Cacal | Aee|

il start

|l @& 5 ||[Fysor serveren.. AymyDooments | Sotocalbiskicy | BsqL etabase .. | (Rjsweenshots | Gacontrapenel | [GEIWEAD  4saem

Figure C-13 SQL Server Agent Error Message
To activate the SQL Server Agent:

1. From the Start menu, select — Settings— Control Panel— Administrative Tools—
Component Services— Services (Local)— SQLSERVERAGENT as shown in the following

example.
e
% Console  window Help | =1&=
[ ation vew |« » @@ FDE[2] > = 1 =
Tree | Setvices (Local)
[ Cormole ot | eme [ Description [ Status [ StartupType | Logonas | -]
#1-{B Component Services | |SRaserver ProvidesR... Started  Automatic Lacalsystem
#-{ga]] Event: Viewer {Local) |48 Simple Mai Transport Protocel (SMTP) Transports,.. Started  Automatic Localsystem
Services {Local) 4 Simple TCP/IP Services Supportst.,. Started  Automatic LocalSystem
8% srnart Card Manages a.., Manual Localsystern
& Smart Card Helper Provides s... Marual LocalSystern
) GENT Manwual LocalSystem
43 5ystem Event Notification Tracks syst... Started  Automatic Localsystem
8% Task Scheduler Erablesa... Started  Automatic Localsystern
24 TCPIP NetBIOS Helper Servics Enablessu... Started  Automatic LocalSystem
B4 TCPIP Print Server Providesa ... Started  Automatic LocalSystem
8 Telephony Provides T... Started  Manual LocalSystem
8% Telnet Allows a e, Manual Localsystern
s Terminal Services Providess... Started  Automatic LocalSystem
8 Uninterruptible Power Supphy Manages a... Manual LocalSystem
s Uilty Manager Starts and .. Manual Lacalsystem
8% windows Tnstaller Tnstalls, re... Manual Localsystem
2y windows Intermet Name Service (WINS) Providess... Started  Automatic LocalSystem
n tulincdeinis Mananement Tk mentation Prowides @ Shavbed  dukematic | mealSseatem |
I

Figure C-14 Starting the SQL Server Agent Service

2. Right click on SQLSERVERAGENT and go to Properties. In the Startup type field, select
Automatic and click OK as displayed in the following example.
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SQLSERYERAGENT Properties {Local Computer} 2l

General |Log EInI F!ec:overyl Dependenciesl

Service name: SOLSERVERAGEMT

Display name: ISIJLSEFNEFI.-’-\GENT

L escription; I

Fath to executable:
|C:'\F'FH:II3FE.L‘«’”'I SMICROS ~34M S5 ALAbinnksglagent. exe

Startup type: I tdanal j
4| [GEGITEY
; Dizabled

Service status: O

Start | Stop | Eauze | Blesume |
Yol cah specify the start parameters that apply when pou gtart the gervice
fram here.
Start parameters: I

N1 I Cancel Loy

Figure C-15 SQL Server Agent Properties

3. Right click the SQLSERVERAGENT, click Start and then click OK.

4. The SQLSERVERAGENT service status should now be displayed as “Started” and the Startup
Type should be displayed as “Automatic” as in the following example of an activated SQL
Server Agent.

_ioi|
Juﬁ] Console  Window  Help |;|i|5||

H Action  Wiew H(— -}l‘l@“ [ BN 1 |
Tree I Services (Local)
[ Corscle ot | tame_# | Description [ Status | Startup Type | Logonas | B
Component Services | Server ProvidesR... Started  Automatic Localsystem
% Event viewer {Local) | [#Simple Mail Transport Protacol [SMTP) Transports.,,  Started Automatic LocalSystem
B Services (Local) %Slmp\a TCP{IP Services Supports t...  Started Automatic LocalSystem
B Smart Card Manages a... Manual LocalSystem
s Smart Card Helper Provides s... Manual LocalSystem
)| AGENT ed Aukomatic I
%System Event Notification Tracks syst... Started Automatic LacalSyskem
%Task Scheduler Enables a... Started Aukomatic LacalSyskem
%TCP;’IP NetBIOS Helper Service Enables su...  Started Aukomatic LocalSystemn
%TCP;’IP Print Server Provides a ... Started Aukomatic LocalSystem
%Te\ephony Provides T...  Started Manual LocalSystem
Telnet Allows a re... Manual LacalSystem
8 Terminal Services Provides a... Stated  Automatic Localsystem
8 Uninterruptible Power Supply Manages a... Manual LocalSystem
8y Lty Manager Starts and ... Manual LocalSystem
wWindows Installer Installs, re... Manual LocalSystem
4 Windows Internet Mame Service (WINS) . Stated  Automatic LocalSystem
altincdruns Mananement Tnsk menkation Sharted  Aukomatic LaralSustem = |
[

Figure C-16 SQL Server Agent Component Status

C-3 RESTORING YOUR DATABASE

&/
u IMPORTANT: Before restoring the nVent RAYCHEM Supervisor Database, the nVent
RAYCHEM Supervisor Parent Server Service must be stopped. See Section 3-3 in the nVent
RAYCHEM Supervisor User Manual for detailed instructions on how this can be done.

To restore the nVent RAYCHEM Supervisor SQL database:

1. Navigate to the folder where the database is located and click ehtplus as shown in the
following example.
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“fi SQL Server Enterprise Manager &)

Consols_ Windon _Help

SQL Server Group'{local) {(Windows NT)\Databases',ehtplus: =10 x|

| seton von 1006 | 4 | 5 RE[ 2> 0nE |

Tree | ehtplus 11 Trems
(£ cConsole Root - . @ @ D ‘
-] Microsoft SQL Servers = % |§C|q ] lj fg

£ saL server Group Diagrams Tables Views Stored Users Roles Rules Defallts  User Defined
=1k ticsl) (windons 1T} Procedures Data Types

Databases

j | &
masker >
modsl UserDefined  Ful-Text

1 medb Functions Catalogs
Horthwind

i pubs

tempdh

Data Transformation Services
Management

o &5 SOL Server Agent
{8 Backup

-] Current Activiey

- % Database Maintenance Plans
544 QL Server Logs

{1 Replication

[ Security

[ Support Services

(21 Meta Data Services

(] e R e R e
DT

i#listart H @ 5 H F150L Server En... My Docoments | yUser Manusl Up...| B Component ser...| Cusacke | #)50L patabose .. | (G LD DT swsem

Figure C-17 Select the Database

2. From the menu, select Tools and then Restore Database as in the following example.
-lalx|

Consols_ Windon _Help

=10]
Bl #8680 |
Tie | Data Transformation Services N ey
o Job Scheduling. .. v =
St . Z & € 3
BT Merosoft S ¢y r Trdeing... == 22
=} g SQL Se Tables Views Stored Users Roles Rules. Defaulks User Defined
£y (o 5L Query Analyzer Pracedures Data Types
O soLProfiler
5. Generate SQL Seript. .
(o ed  FulText
5 Database Maintenance Planner. s Catalogs
§  Backup Database...
g
)
D SQL Server Configuration Properties. ..
() Manage 54 Server Messages...
' External Tools...
' Options...
H Font..
5 {2t 0L Server Logs
{1 Replication
{0 Security

[ Support Services
(21 Meta Data Services

i#listart H @ 5 H F150L Server En... My Docoments | yUser Manusl Up...| B Component ser...| Cusacke | #)s0L patabose .. | (G LD DTG swsmm

Figure C-18 Select Restore Feature
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3. From the Restore Database window, choose the file to restore from, and click OK as shown in
the following example. Depending on the size of the database, this process may take a few
minutes. Once the process is complete the Parent Server Database will be restored.

L/
u IMPORTANT: Once the Database has been restored, the nVent RAYCHEM Parent Server
service must be restarted. See Section 3-2 in the nVent RAYCHEM Supervisor User Manual for
detailed instructions on how this can be done.

Restore database |

General | Options |

Restore as database: Iehtplus j
Restore: (¢ Database " Filegroups o fles " From device
— Parameters
Show backups of databaze: Iehtplus j
First backup to restore: [717/2005 1.57.23 M - =l
™| Baint i time restare; | J

Backup Set Date Restare From | Backup Set Mame

[« | i
Propertiez |

(1] 4 I Cancel | Help |

Figure C-19 Restore the Database
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APPENDIX D - COMMON ALARMS SYSTEM OVERVIEW

D-1

D-2

INTRODUCTION

FUNCTIONALITY

In the past, the Common Alarms function was requested by several of our large customers. These
customers have the need for remote notification of EHT system alarms occurring in different
areas of their plant. They wanted to ensure when alarms do occur the alarm notification happens
in various locations in the plant so maintenance personnel can be alerted. This kind of application
requires the use a RMC device. A RMC device has Input and Output modules, and each Output
module contains 1 or more Output relays. These relays can be connected to their DCS systems,
annunciation panels, and/or other devices. For normal operation, a RMC device connects to a
Modbus network and it allows an upstream device such as nVent RAYCHEM Supervisor to control
the state of the Output Relays. The name RMC refers to Remote Module Control, and is a product
sold by nVent. The original RMC is made up of a Wago 750-312 serial coupler and several Wago
Input and Output modules. Recently an Ethernet version is available (i.e Wago 750-352).

Due to varying EHT system sizes, multiple alarm output contacts are required. The feature needs
to be flexible enough to allow users to toggle alarm contacts under rules that vary from any alarm
on any device, to specific alarm conditions on a specific device in a specific device group.

This section describes the fundamentals of the Common Alarms, from each of the available
settings to the normal operating specifications.

D-2-1 Topology of a Typical EHT System

For a typically EHT System (Electric Heat Trace) there are Communication gateways (i.e. GCCs,
NGC-40 Bridges, NGC-30 UITs) and heat trace controllers along with some Parent communication
software such as nVent RAYCHEM Supervisor used to configuration and monitor those devices.
For Remote Alarm Relay capability, there would be RMC devices as well. These RMC devices are
used for its output relays. The Figure below illustrates the typical hardware/software topology.
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Ngtwork
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P ot o Au Vb clTT
CiEk
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Hetwork
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Figure D-1 nVent RAYCHEM Supervisor connected EHT System
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D-2-2 Common Alarms Configuration

nVent RAYCHEM Supervisor currently supports up to 16 Common Alarms Output. Each Common
Alarms Output controls 1 Output relay on the RMC device. By design only the Parent Server is
allowed to create and manage the Common Alarms. This means that if a RMC is connected on a
RS-485 network, then a serial connection is necessary from the Parent Server computer to the
RMC. This limitation can be avoided if an Ethernet RMC is used, as it can reside anywhere a

network connection exists.

For each Common Alarms Output, the following configurations are available:

Common Alarm Description Range
Configuration Setting
Plant Group The Plant Group defines a filter for The available Plant Groups
alarms that belongs to a particular defined in the system.
Plant Group. For example if this is
set to Plant Group #1, then only Default: All
alarms that are from devices that
belongs to Plant Qroup #j will be All (i.e. all alarms) is the same
affect the operation of this Common )
as no filter. Therefore any
Alarms Output. . .
alarms will affect this
Common Alarms Output.
Alarm Types This is the filter for types of alarms. | Any, Low Temperature, High

If this filter is set, only those alarm
types will affect the operation of this
Common Alarms Output.

Temperature, Ground Fault
Trip, Ground Fault, Low
Current, High Current, TS
Failure, Communication
Failure.

Common Alarm

A Common Alarm Module

Default: None

Module represents the hardware that is to
be controlled by this Common To create Common Alarms
Alarms Output. A RMC for example Module, use the Manage
can be used as the Common Alarms Common Alarms Modules
Module. There can be 1 or more .
. menu option under the
Common Alarms Modules in the
Common Alarm Outputs
system
menu.
Channel The channel defines the output relay | Default: 1

that is controlled by this Common
Alarms Output. For example, a RMC
can have more than 32 Output
relays depending on the type of
Output relay modules used. In order
to access relay #5, you would need
to set the channel to 5. The index of
an output relay is sequential and it
starts at 1.
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Alarm Mode

The Alarm mode defines the
Common Alarms Output behavior.
The relay output can be either On or
either Off depending on the alarm
conditions, or it can be toggled
where the output is turn Off and
then back On.

Disable, Steady State, Toggle
Default: Disable

A Disable setting will disable
this Common Alarms Output.

Toggle Duration

The Toggle Duration is used only
when the Alarm Mode is set to
Toggle.

When a new alarm is detected, the
Common Alarms Output will toggle
the output relay by setting the relay
Off, and holds it Off for the Toggle
duration then returning the relay to
On again.

Range: 1 to 5 Seconds

Email Address

An email address can be entered for
this Common Alarms Output. If
email address is used then an email
is send to SMTP server when alarms
are detected. The SMTP server
settings are defined in the System
Preferences menu under the
General Tab.

Default: empty field

D-2-3 Common Alarm Output States

Each of the Common Alarms Output can be in the following states:

State Description Operations

ACTIVE_OFF Active means this common alarms For a Normally Open relay, the
output is not disabled. The Alarm relay in this state is Off or Not
Mode is set either as Steady or Energized.
Toggle.
During startup or initialization, all For a Normally Closed relay,
Common Alarms Output that are not | 44 relay in this state is On or
disabled will be set to this state. Energized.

ACTIVE_ON This state is used mainly for Alarm For a Normally Open relay, the

mode that is set as toggle.

For the Toggle type alarm mode,
when there are no alarms detected,
it remains in the ACTIVE_OFF state,
when the st set off alarms are
detected, the common alarm output
will switch to the ACTIVE_ON state.

relay in this state is On or
Energized.

For a Normally Closed relay,
the relay in this state is Off or
Not Energized.

ACTIVE_IN_TOGGLEST
ATE

This state is used mainly for Alarm
mode that is set as toggle.

For the Toggle type alarm mode, it
must first be in the ACTIVE_ON
state, when new alarms are
detected it will go into the
ACTIVE_IN_TOGGLESTATE. The

For a Normally Open relay, the
relay in this state turns Off
and after the toggle interval,
turns back On.

For a Normally Closed relay,
the relay in this state turns On
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output will be toggle Off and back
On with a delay between toggle
using the Toggle interval.

and after the toggle interval,
turns back Off.

INCOMMFAILURE

masked into the State variable.
(i.e Bit wise OR operation)

INACTIVE This state is set for any common No action to control the relay
alarms output that are disabled. in any alarm conditions.
ACTIVE_ This is an error status that is

ACTIVE_
INWRONGSTATE

This is an error status that is
masked into the State variable.
(i.e. Bit wise OR operation)

D-2-4 State diagram for Alarm Mode set as Steady State:

No Alarm New Alarms Detected Alarms Cleared

Common Alarms

Output #1 Output = ACTIVE_OFF

{Alarm Mode set as
Steady)

Output = ACTIVE_ON

Qutput = ACTIVE_OFF

No Alarm New Alarms Detected More New Alarms Alarms Cleared

Common Alarms

Output 42 Output = ACTIVE_OFF

(Alarm Mode set as
Steady)

Detected

Output = ACTIVE_ON

D-2-5 State diagram for Alarm Mode set as Toggle State:

Output = ACTIVE_OFF

Mo Alarm Mew Alarms Detected More new Alarms Alarms Cleared
Detected
Output = ACTIVE_ON
Comman Alarms
Output = ACTIVE_OFF
Output #1 - Output = Output = ACTIVE_OFF
(Alarm Mode set as Toggle) ACTIVE_IN_TOGGLESTATE
(Using Teggle interval)
o Alarm Hew Alsrms Detected Bore new Alarma Pare rew Alarma Alarms Cleared
Detected Betected
Output = ACTIVE_ON
Commion Alsrma —
Output £ Output = ACTIVE_OFF Qutputs Output = Output = ACTIVE_GFF

(Alarm Mode set as Toggle)

ACTIVE_IN_TOGGLEST

ACTIVI_IN_TOGGLISTATE

(Usimg Topgle interval |[Using Togghe interval)
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D-2-6 State diagram for Alarm Mode set as Disabled:

Common Alarms
Qutput #1
(Alarm Mode set as Disabled)

No Alarm

ew Alarms Detected

IMore new Alarms
IDetected

Alarms Cleared

Output = INACTIVE
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APPENDIX E - SYSTEM REQUIREMENTS AND GUIDELINES FOR NVENT RAYCHEM SUPERVISOR DATA TRENDING AND
DATA COLLECTION

E-1

LOGGING INTERVAL

Data trending and data collection are options available in Raychem Supervisor. The material
covered in this section provides guidelines for users that are interested in exploring these options.

To trend data, a Trend Group must first be defined (for information on Trend Group Setup please
refer to the section on Trending and Data Logging above). A Trend Group consists of a Group of
devices to trend, a Logging Interval (aka. Trend / Read interval), the Maximum number of reads,
and the action to take when the maximum number of reads is reached. Trended data includes
process variables, minimum and maximum temperatures, maintenance data, and alarm status for
each device trended.

The processes for data trending and data collection are resource intensive, therefore, enabling
these options will affect the overall performance of Raychem Supervisor. In order to maximize the
use of Raychem Supervisor and optimize performance, there are three specific items that must be
considered:

=  Logging Interval

= Data Storage Size

=  Maximum number of Reads

A Logging Interval is assigned to a Trend Group, and it is the time required to retrieve data from all
devices in the Trend Group. As an example - if a Trend Group is assigned 100 devices, and it
requires 900 milliseconds (note 1) to retrieve trend data from 1 device, the minimum Logging
Interval should be no less than: 100 devices x 900 milliseconds, or 90 seconds. As this time
represents the minimum amount of time it would take Supervisor to collect trend data for all 100
devices, the Logging Interval should be set above this value to allow Raychem to scan all devices.

It is possible to determine a more accurate Logging Interval through the use of the diagnostics
function in Supervisor. This tool can log communication activities, allowing one to inspect the
Modbus messaging for more details. Knowledge of the Modbus protocol is required to
understand the information gathered from the log, and more information on logging
communication activities can be found in the section on Diagnostics Functions above.

Many factors affect Logging Interval, such as the controller type, the number of circuits installed in
a given panel, and the communication connections used (such as serial, Ethernet TCP/IP, or
through an Ethernet gateway). The factor that affects the minimum Logging Interval the greatest
is the type of connection used to connect heat trace controllers. The most common types of
connections are Serial through COM ports, or Ethernet TCP/IP through LAN ports. For data
collection in Raychem Supervisor, Supervisor allocates 1 task (note 2) for each Serial COM Port
used, and 5 tasks for Ethernet TCP/IP connections; this task allocation is per Server based.

If Serial COM ports are used, increasing the number of physical connections (i.e. loops) used can
help reduce the minimum Logging Interval as it allows Raychem Supervisor to multitask more
effectively. However, capacity is dependent on the type of Raychem Installation — Standard or
Enterprise.

For Raychem Supervisor Standard, the total number of tasks is limited to 1 task per COM Port (to a
maximum of 9 COM ports), and 5 tasks for Ethernet TCP/IP connections. Therefore the most
tasks a Standard installation can manage at once is: 9 (COM) tasks + 5 (Ethernet) tasks, for a total
of 14 tasks.

For the Raychem Supervisor Enterprise, the total number of tasks are the sum of all tasks for the
Parent and Child Servers combined. As an example — for an Enterprise system with 5 Child
Servers and 1 Parent Server, with each Server using 1 COM port and 1 Ethernet TCP/IP port for
communications, there will be 1 (COM) task + 5 (Ethernet) tasks, for a total of 6 tasks running on
each Server. Therefore, total number of tasks dedicated for data collection is 6 (Tasks for each
Server) x 6 (Servers), for a total of 36 tasks. This number can be increased by using additional
COM ports on each Server as was demonstrated in the Standard setup above.
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DATA STORAGE SIZE

Additional information on ports, tasks, and Logging Intervals is provided in the table below:

Port Connection Used | Task Allocation Minimum Logging Interval

(Using a 500 Circuit example)

Single COM Port 1 500 circuits x 0.9 seconds = 450 seconds

connection

Multiple COM Port
connections

N tasks
(Maximum of 9
for 9 COM Ports)

(500 circuits x 0.9) / N = 450 seconds / N

*The above is based on the assumption that an
equal number of circuits are distributed over N
COM Ports, otherwise the minimum Logging
Interval will be the interval for the COM port with
the greatest number of devices

Ethernet TCP/IP
connection

5 tasks Supervisor assigns each device with an IP address
to a task. Devices with the same IP address will be
grouped to the same task if possible. Depending
on the number of devices in the system, at least 1

task is allocated in the system

For example: if 500 circuits is distributed evenly on
5 IP addresses, the polling interval would be (500 /
5) * 0.9 seconds, or 90 seconds per IP. Otherwise,
the minimum Logging Interval will be the interval
for the IP with the greatest number of devices

Note 1: Based on past observations of Raychem Supervisor communicating to NGC-20 and NGC-
40 systems, using a serial connection at 9600 Baud, the average polling time required to retrieve
data from 1 device is approximately 900 milliseconds. Actual times may vary and are dependent
on network configuration and equipment settings. Consider this time as a starting point in
determining minimum Trend requirements.

Note 2: In computing, a task is a unit of execution / process used to accomplish some purpose.
All of today’s operating systems support multitasking, allowing multiple tasks to run concurrently,
each taking turns using the resources of the computer.

Trend data is stored in the SQL Server database until archived. The size of the trend data depends
in part on the number and type of devices being trended. For example, the table below shows the
different types of devices and their respective data storage sizes. The data size represents the
number of bytes required to store trend data for 1 device:

Data Size Requirements of Raychem Supervisor Heat Trace Controllers
Device Type Data Size (Bytes) as stored in SQL database
Regular Trend Extended Trend with Extended Trend with
Full Data Set Small Data Set
910,920, CM2000, 1370 469 233
CM2000+ and older
controllers
NGC-30 UIT Circuit 1545 433 252
NGC-20 1370 444 251
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NGC-40 HTC 1614 584 276
NGC-40 HTC3 2146 799 386
NGC-40 SLIM 677 165 107
NGC-40 10 827 713 460
Elexant 4010i/4020i | 3050 676 248

MAXIMUM NUMBER OF READS

The end of a single Logging Interval equates to a single Read event (all required circuits have been
polled) in Supervisor. The Maximum Number of Reads defines when Supervisor is required to
create an archive file of the Trend data and manage data storage sizes (described further in
section E-2).

The following table illustrates how to determine the data storage requirements of Trend data and

Archive files
Trending Options Used | Trend Data Storage Size Requirement Archive File Storage
(Requirements Calculation = Data size Size Requirement
per device x Number of Reads x Number (note 3)
of Devices) Using compression
ratio of 14 (note 4)
Regular Trend 1) Trending 1000 circuits: 151 MB/14=11 MB
302MB/14=22MB
1614 Bytes * 96 reads (note 5) * 1000
circuits = 151 MB
2) Trending 2000 circuits:
1614 Bytes * 96 reads (note 5) * 2000
circuits = 302 MB
Extended Trend with 1) Trending 1000 circuits: 55MB/14=4MB
Full Data Set 110 MB /14 =8 MB
584 Bytes * 96 reads (note 5) * 1000
circuits = 55 MB
2) Trending 2000 circuits:
584 Bytes * 96 reads (note 5) * 2000
circuits =110 MB
Extended Trend with 1) Trending 1000 circuits: 26 MB/14=2MB
Small Data Set 52MB/14=4MB
276 Bytes * 96 reads (note 5) * 1000
circuits = 26 MB
2) Trending 2000 circuits:
276 Bytes * 96 reads (note 5) * 2000
circuits = 52 MB

Note 3 - Archived Trend data files are stored under the Raychem Supervisor Parent Server
installation folder (i.e. C:\Program Files (x86)\nVent Thermal\Supervisor Parent
Server\Archives\TrendData).

Note 4 — The compression ratio is determined to be approximately 14 based on archival tests.
Actual compression ratios may vary depending on the device types used (this example is in
relation to NGC-40 HTC devices, but is indicative of other device types).

Note 5 — A Logging Interval of 15 minutes, with data archived daily (24 hours * 60 min. per hour /
15 min. Logging Interval = 96 reads per day).
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INSTALLATIONS

Raychem Supervisor Standard includes SQL Server Express Edition, which is a free version of
Microsoft SQL Server Edition. SQL Express is a lighter version of SQL Server, and as a result, there
are limitations to be aware of. The table below lists some of the limits for different SQL Servers
since SQL Server 2008. SQL Server Express allows for a maximum of 1 GB of memory for cache,

and 1 CPU limit. This restriction limits the servers performance even if the host computer has
sufficient horse power. This is not the case for the SQL Server edition. SQL Server edition will
make full use of the available horse power in the host machine to run as fast as possible. To

improve performance under SQL Server, add more memory or upgrade to a faster processor /

motherboard:
SQL Server Limits
SQL Server SQL Server edition Memory usage | CPU core limit Database
version limit (GB) size limit
2008 Express 1 1 4GB
2008 Standard 0S Maximum 4 524,724 TB
2012 Standard 64 Limited to lesserof 4 | 524,724 TB
Sockets or 16 cores
2014 Standard 128 Limited to lesser of 4 524,724 TB
Sockets or 16 cores
2016 Express 1 1 10 GB
2016 Standard 128 Limited to 24 cores 524,724 TB
2017 Standard 128 Limited to 24 cores 524,724 TB

Due to the performance limitation of SQL Server Express edition, the maximum amount of trend
data stored in the SQL database should be kept to less than 60% of the 4 GB maximum, which is
approximately 2.4 GB. This would limit the number of circuits to 1000, assuming 1000 circuits are
trended over 1440 reads, which results in the storage size of over 2.3 GB.

For optimum performance and scalability, subdivide the total number of controllers and assign
them to individual Child servers. Each Child Server will manage data collection independently,
which allows for simultaneous data collection. The data collected by each Child Server will be
combined and stored in the SQL Server database, which resides on the Parent Server. This
requires the host computer for the SQL Server database to be equipped with sufficient memory
and power to handle the data transactions to save the data. Additionally, there must be sufficient
free disk space for saving the archived trend data files.

The recommendations below are in support of the requirements defined within each individual
Raychem Supervisor manual. They are estimations of free disk space requirements based on 15
minute Logging Intervals, with trend data archived daily. For illustration purposes a maximum
number of 100 Reads is selected:

Raychem Supervisor | System and Hardware recommendations

installation
Standard Up to 1000 Quad Core CPU
Circuits 4 GB RAM (minimum)
25 GB free Disk Space
Enterprise 1000 Circuit Quad Core CPU

16 GB RAM (minimum)

25 GB free Disk Space

1 or more CPU with multi-core
32 GB RAM (minimum)

250 GB free Disk Space

1 or more CPU with multi-core

10000 Circuits

20000 Circuits
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64 GB RAM (minimum)
475 GB free Disk Space

30000 Circuits or 1 or more CPU with multi-cores
more 96 GB RAM (minimum) up to 128 GB (maximum)

700 GB free Disk Space

DEVICE TYPE DATA POINTS FOR FULL AND SMALL DATA SETS

Device Type

Data point definitions for Full and Small data set

Legacy controllers,
910/920, T2000

Data point

Full Data Small Data
Set Set

ControlTemperature

TS1Temp

TS2Temp

LoadCurrent

GroundFaultCurrent

Voltage

Power

Resistance

NNENENENENENENEN

HoursSinceReset

HoursInUse

ContactorCycleCount

PowerAccumulator

PeakLoadCurrent

PeakGFCurrent

ControlTempMax

ControlTempMin

TS1TempMax

TS1TempMin

TS2TempMax

TS2TempMin

*CommPolls

*Comm~Responses

*CommRetries

*CommpFailures

TS1Installed

TS2Installed

ControlTempFailed

TS1Failed

TS2Failed

ControlTempMaxMinValid

TS1TempMaxMinValid

TS2TempMaxMinValid

TS2Used

**ControllerStatus

Alarm Data

ANERSASASASASASANASNANANANANEANANANANANANANEANEANANENANANENEANENENEANENENENEN

*Available for Controller connecting to a GCC
**Available for Controller with direct connection

NGC-40 HTC

Data Point Full Data Small Data
Set Set
AmbientTemp 4 v
ContactorCycleCount v
ControlOutputDutyCycle v

nVent.com/RAYCHEM | 198




ControlSetpoint

ControlTemp

ControlTempMax

ControlTempMin

EffectiveLineCurrent

FixedFrequency

AN

FixedVoltage

HeaterTime

HoursInUse

HoursSinceReset

InstantanousGFlI

InstantLineCurrent

LastOnControlTemp

LastOnEffectiveLineCurrent

LastOnGFI

LastOnLineCurrent

LocalTempSensorTemp

PASCNextSwitchAction

PASCOffCount

PASCONnCount

PASCOutputState

PeakGFCurrent

PeakLineCurrent

PowerAccumulator

PowerConsumption

RawAlarmOutput

RawContactorOutput

RawDigitallnputLocRem

RawSSROutput

TracingControlStatus

TracingResistance

TSTemp1

TSTemp?2

TSTemp3

TSTemp4

TSTempS

TSTemp6

TSTemp7

TSTemp8

NNANENENENEANENEN

LimiterTemperature

Alarm Data

N AN AN AN AN RN N N RN N AN AN AN AN AN AN RN RN RN N N AN AN AN AN AN AN RN RN AN N AN AN AN AN AN ENENENENEN

AN

NGC-40 HTC3

Data point

Full Data
Set

Small Data
Set

AmbientTemp

v

ContactorCycleCount

ControlOutputDutyCycle

ControlSetpoint

ControlTemp

ControlTempMax

ControlTempMin

EffectiveLineCurrent1

EffectiveLineCurrent2

EffectiveLineCurrent3

FixedFrequency

Line2LineVoltage

NAYASANA

HeaterTime

ANEN NN AN AN ANEANEANANENENEN
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HoursInUse
HoursSinceReset
InstantanousGFl
InstantLineCurrent1
InstantLineCurrent2
InstantLineCurrent3
LastOnControlTemp
LastOnEffectiveLineCurrent1
LastOnEffectiveLineCurrent2
LastOnEffectiveLineCurrent3
LastOnGFI
LastOnLineCurrent1
LastOnLineCurrent2
LastOnLineCurrent3
LocalTempSensorTemp
LocalTempSensorTempMax
LocalTempSensorTempMin
PASCNextSwitchAction
PASCOffCount
PASCONnCount
PASCOutputState
PeakGFCurrent
PeakLineCurrent1
PeakLineCurrent2
PeakLineCurrent3
PowerAccumulator1
PowerAccumulator2
PowerAccumulator3
TotalPowerAllPhases
PowerConsumption1
PowerConsumption2
PowerConsumption3
TotalPowerAllPhases_KWH
RawAlarmOutput
RawContactorOutput
RawDigitallnputLocRem
RawSSROutput
TracingControlStatus
TracingResistance1
TracingResistance2
TracingResistance3
TSTemp1

TSTemp?2

TSTemp3

TSTemp4

TSTempS

TSTemp6

TSTemp7

TSTemp8
LimiterTemperature

Alarm Data

NSRS

NASANAN

NNENENENANANENEN

ANENANANAN AN AN AN AN ANANANANANANANANENANANANEANEANEANANANEANANEANANANANENANENENENEANENENENENENENENENENENENENEN

<

NGC-40 10

Data point Full Data | Small Data
Set Set

HourSinceReset v
HoursInUse v
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RawDigitallnputLocRem

RawAlarmOutput

TS1Temperature

TS1TempMax

TS1TempMin

TS2Temperature

TS2TempMax

TS2TempMin

TS3Temperature

TS3TempMax

TS3TempMin

TS4Temperature

TS4TempMax

TS4TempMin

Alarm Data

NNENANENENANENEN ENANENENENENEN

NGC-40 SLIM

Data point

Full Data
Set

Small Data
Set

HoursSinceReset

HoursInUse

RawAlarmOutput

LimiterNonLatching

LimiterTripped

ContactorCycleCount

TST1TempMax

TS1TempMin

TS1Temperature

TS2TempMax

TS2TempMin

TS2Temperature

TS3TempMax

TS3TempMin

TS3Temperature

Alarm Data

SN ENANENENENENANANANANANANENENEN

5010i / NGC-20

Data point

Full Data
Set

Small Data
Set

ContactorCycleCount

ControllerStatus

ControlOutputDutyCycle

ControlTemp

ControlTempFailed

ControlTempMax

ControlTempMin

Frequency

HeaterTime

HoursInUse

HoursSinceReset

InstantaneousGFI

LastOnControlTemp

LastOnEffectiveLoadCurrent

LastOnGFCurrent

LastOnInstantLoadCurrent

LastOnVoltage

LimiterMaxTemp

LimiterMinTemp

LimiterStatus

ANANANANANENENENENEANENEANENENENENEANENENEN
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LimiterTemp

LimiterTSFailed

LimiterTSMax

LimiterTSMin

LoadCurrent

PASCNextSwitchAction

PASCOffCount

PASCONnCount

PASCOutputState

PeakGFIPeakGFI

PeakLoadCurrent

PowerAccumulator

PowerConsumption

TempSourcelTemp

TempSource2Temp

TempSource3Temp

TempSource4dTemp

TempSource5Temp

TempSource6Temp

TempSource7Temp

TempSource8Temp

NNENENENANANENENEN

TraceResistance

TS1Failed

TS1Temp

TST1TempMax

TS1TempMin

TS2Failed

TS2Installed

TS2Temp

TS2TempMax

TS2TempMin

TS2Used

Voltage

VoltageMax

VoltageMin

Alarm Data

NN NN NN AN NN AN AN AN AN AN AN AN AN AN ANEANANANEANEANEANENENENENEANENEANENENENEN

v

Elexant 4010/4020

Data point

Full Small
Data Data Set
Set

ContactorCycleCount

ControlOutputDutyCycle

ControlTemperature

ControlTempMax

ControlTempMin

ControlTempStatus

EEPROMSingleCopyFail

EEPROMTotalFailure

EffectiveTrace1Current

EffectiveTrace2Current

EffectiveTrace3Current

EMROutput

Frequency

HeaterTime

HoursInUse

HoursSincelLastReset

InstantaneousGroundFaultCurrent

SNENAN AN AN AN AN AN ENENENENENENEANANAN
<
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InstantaneousLine1Current

InstantaneousLine2Current

InstantaneousLine3Current

InstantaneousTrace1Current

InstantaneousTrace2Current

InstantaneousTrace3Current

ANENENENENEN

LastOnControlTemperature

LastOnEffectiveLine1Current

LastOnEffectiveLine2Current

LastOnEffectiveLine3Current

LastOnGroundFaultCurrent

LastOnLine1Current

LastOnLine2Current

LastOnLine3Current

LimiterMaxTemperature

LimiterMinTemperature

LimiterTemperature

LimiterTemperatureStatus

LimiterTempSensorTempMax

LimiterTempSensorTempMin

LimiterLatched

LimiterSafetyLimiting

LimiterOutputState

LimiterPowerFailed12V

LimiterPowerFailed33V

LimiterSensorShorted

LimiterSensorOpen

LimiterSensorFail

LimiterContactorFailedClose

LimiterContactorFailedOpen

LimiterContactorCycleCount

LimiterHoursInUse

LimiterHoursSincelLastReset

LineVoltage

PASCNextSwitchAction

PASCOffCount

PASCONnCount

OutputState

HighestinstantGroundFaultEverMeasured

PeakInstantPower1

PeakInstantPower2

PeakinstantPower3

HighestinstantTrace1CurrentEverMeasured

HighestinstantTrace2CurrentEverMeasured

HighestinstantTrace3CurrentEverMeasured

PowerAccumulator1

PowerAccumulator2

PowerAccumulator3

PowerAccumulatorAllPhases

Power1Consumption

Power2Consumption

Power3Consumption

TotalPowerAllPhases

ANENENEN

AlarmOutput

ContactorOutput

Digitallnput1

Digitallnput2

RS RN AN RN AN AN N RN RN RN N AN AN AN AN AN AN RN N RN N N AN AN AN AN AN RN RN RN AN AN AN AN AN AN AN AN AN RN N N AN AN AN AN AN AN AN ENENENENENENAN
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Trace1lsOpenCircuit

Trace2lsOpenCircuit

Trace3IsOpenCircuit

SSROutput

TestTracingTimeCount

TotalPowerAllPhases

TraceVoltage

TracingControlStatus

Trace1Resistance

Trace2Resistance

Trace3Resistance

TS1Status

TS1Temp

TS1TempMax

TS1TempMin

TS2Status

TS2Temp

TS2TempMax

TS2TempMin

TS3Status

TS3Temp

TS3TempMax

TS3TempMin

VoltageMin

VoltageMax

Alarm Data

NN ENEN AN AN AN RN RN RN N RN AN AN AN AN AN AN AN ENENENENENANANAN

v

NGC-30 Circuit

Data point

Full Data Small Data
Set Set

CBTripState

ComputedPASCOffCount

ComputedPASCOnCount

ControlTemp

Current

AN

GroundFault

AN

NextRelaySwitch

PowerlnputState

RTD1Temperature

RTD2Temperature

RTD3Temperature

RTD4Temperature

StatusHigh

StatusLow

SNANENENENEN

TotalCycleCount

TotalHeaterTime

Voltage

MinControlTemp

MaxControlTemp

MaxCurrent

MaxGroundFault

LoopStatus3

LoopStatus4

MaxVoltage

MinVoltage

LimiterTemperature

MaxLimiterTemperature

MinLimiterTemperature

N ENEN AN AN AN AN AN RN N AN AN AN AN AN AN AN RN RN ENENEN AN ANANANANAN
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UserAlarmState

Alarm Data
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